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document was complete and accurate at the time of printing, Avaya Inc. can
assume no liability for any errors. Changes and corrections to the information
in this document may be incorporated in future releases.

For full legal page information, please see the complete document,
Avaya Legal Page for Software Documentation,

Document number 03-600758.

To locate this document on the website, simply go to

http://www.avaya.com/support and search for the document number in
the search box.

Documentation disclaimer

Avaya Inc. is not responsible for any modifications, additions, or deletions to
the original published version of this documentation unless such modifications,
additions, or deletions were performed by Avaya. Customer and/or End User
agree to indemnify and hold harmless Avaya, Avaya's agents, servants and
employees against all claims, lawsuits, demands and judgments arising out of,
or in connection with, subsequent modifications, additions or deletions to this
documentation to the extent made by the Customer or End User.

Link disclaimer

Avaya Inc. is not responsible for the contents or reliability of any linked Web
sites referenced elsewhere within this documentation, and Avaya does not
necessarily endorse the products, services, or information described or offered
within them. We cannot guarantee that these links will work all of the time and
we have no control over the availability of the linked pages.

Warranty

Avaya Inc. provides a limited warranty on this product. Refer to your sales
agreement to establish the terms of the limited warranty. In addition, Avaya’s
standard warranty language, as well as information regarding support for this
product, while under warranty, is available through the following Web site:
http://www.avaya.com/support

Copyright

Except where expressly stated otherwise, the Product is protected by copyright
and other laws respecting proprietary rights. Unauthorized reproduction,
transfer, and or use can be a criminal, as well as a civil, offense under the
applicable law.

Avaya support

Avaya provides a telephone number for you to use to report problems or to ask
questions about your product. The support telephone number

is 1-800-242-2121 in the United States. For additional support telephone
numbers, see the Avaya Web site:

http://www.avaya.com/support
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About this Document

This document provides supporting information for the commands used to monitor, test, and
maintain hardware components of an Avaya Server or Gateway system. The commands help
the user to access Avaya systems’ extensive background testing and technician-demanded
tests, which allow various problems to be addressed before they severely disrupt call
processing.

Document set

Although this maintenance book is published separately, it is part of a set:

1 Maintenance Alarms for Avaya Communication Manager, Media Gateways and Servers
(03-300430) (formerly 03-300190) (formerly 03-300190, 555-245-102)

1 Maintenance Commands for Avaya Communication Manager, Media Gateways and
Servers (03-300431) (formerly 03-300191) (formerly 03-300191, 555-245-101)

1 Maintenance Procedures for Avaya Communication Manager, Media Gateways and
Servers (03-300432) (formerly 03-300192) (formerly 03-300192, 555-245-103)

Equipment/platforms

This book contains information about the following equipment/platforms
1 Avaya S87xx Servers
1 Avaya S8500 Servers
1 Avaya S8300 Servers
1 Avaya G700/G650/G600 Media Gateways
1 Avaya G150/G250/G350/G450 Media Gateways
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About this Document

Audience

This document is for use by field technicians, remote service personnel, and user-assigned
maintenance personnel, as a command reference to help diagnose and repair Avaya Servers
and Media Gateways.

This document may also be used as a training aid for teaching technicians how to maintain the
system.

This document assumes that the technician has a working knowledge of telecommunications
fundamentals and PBX maintenance practices. This document also assumes that the system
was initially installed and tested properly and brought into service with every fault cleared.
Adjuncts and other devices external to the switch are covered by their own service
documentation.

Note:
This document is designed to be read online and in paper format. Because of the
large volume of information, cross-references have been added to make it easier
to locate information when using the manual online.

Organization

1 Chapter 1: Maintenance SAT Commands, describes existing and modified Communication
Manager SAT interface commands. Introductory sections explain the command entries,
common command results, and error codes for busyout, release, and reset commands.

1 Chapter 2: Linux Bash Commands, describes Linux platform commands, executed from
the bash shell. These commands are useful for providing server information, or to
troubleshoot problems in the switch and other components.

1 Chapter 3: IPSI Commands, describes the command functionality available to users of the
TN2312 IPSI (IP Server Interface) circuit pack. IPSI commands are grouped into functional
categories of user access, ipadmin, diagnostics, Control Network Interface Configuration,
and Ethernet Services Port Configuration.

1 Chapter 4: SAT Command Parameters, lists command parameters associated with
Communication Manager SAT interface administration screens.
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Conventions

Conventions

Table 1: Explanation of typefaces 17 of 2

To represent...

This typeface and syntax are
shown as...

For example...

Specific
component
information

1 Avaya component model
number

Indented lines set apart
extended information
intended for a specific system
component.

S8700 series: Ensure that the
duplication link is securely
connected.

G700

Ensure that Media Module is
securely seated and latched in the
carrier.

SAT commands

Bold for commands

Bold italic for variables

Square brackets [ ] around
optional parameters

“I”

between exclusive choices

refresh ip-route [all|
location]

SAT screen
input and output

Bold for input

Constant width for output
(screens and messages)

Set the Save Translation field
to daily.

The message Command
successfully completed
should appear.

Linux
commands

Constant-width bold for
literals

Constant-width bold italics for
variables

Square brackets [] around
optional arguments

“Or” sign | between exclusive
choices

testmodem [-s] | [-t arg]

Linux output

Constant width

Linux returns the message
almdisplay 4: Unable to
connect to MultiVantage.

10f2
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About this Document

Table 1: Explanation of typefaces 2 of 2

To represent...

This typeface and syntax are
shown as...

For example...

Web interface

1 Bold for menu selections,
tabs, buttons, and field
names

1 Right arrow > to separate a
sequence of menu selections

Select Alarms and Notification,
the appropriate alarm, and then
click Clear.

Select Diagnostics > View
System Logs, then click
Watchdog Logs.

Keys

Special font for keyboard keys and
SAT screen clickable buttons

Press Tab.
Click Next Page.

20f2

Other conventions used in this book:

1 Physical dimensions are in English units [Foot Pound Second (FPS)], followed by metric
units [Centimeter Gram Second (CGS)] in parentheses.

Wire-gauge measurements are in AWG, followed by the diameter in millimeters in

parentheses.
Circuit-pack codes (such as TN790B or TN2182B) are shown with the minimum

acceptable alphabetic suffix (like the “B” in the code TN2182B).

Generally, an alphabetic suffix higher than that shown is also acceptable. However, not
every vintage of either the minimum suffix or a higher suffix code is necessarily acceptable.
The Hardware Description and Reference for Avaya Communication Manager
(555-245-207), contains current information on circuit pack codes and functionality.

Safety labels and security alert labels

Observe all caution, warning, and danger statements to help prevent loss of service, equipment
damage, personal injury, and security problems. This book uses the following safety labels and

security alert labels:

!. CAUTION:

A caution statement calls attention to a situation that can result in harm to
software, loss of data, or an interruption in service.

A\ WARNING:
A warning statement calls attention to a situation that can result in harm to
hardware or equipment.
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A\ DANGER:

Useful Terms

A danger statement calls attention to a situation that can result in harm to

personnel.

A\ SECURITY ALERT:

A security alert calls attention to a situation that can increase the potential for
unauthorized use of a telecommunications system.

Useful Terms

Present Terminology

Former Terminology

Communication Manager

MultiVantage, Avaya Call Processing

S8300 Server

ICC, Internal Call Controller

S87xx Server
(could also be a non-co-resident S8300)

ECC, External Call Controller

MGP, Media Gateway Processor

860T Processor

Layer 2 Switching Processor

P330 Stack Processor, Cajun Stack Processor,
i960 Processor

Trademarks

All trademarks identified by the ® or ™ are registered trademarks or trademarks, respectively,
of Avaya Inc. All other trademarks are the property of their respective owners.
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About this Document

Related resources

Table 2: Additional document resources on page 18 lists additional documentation that is

available for you, some of which is referenced within this document.

Table 2: Additional document resources

Document Number
Administrator Guide for Avaya Communication Manager (03-300509) 03-300509
Administration for the Avaya 250 and Avaya 350 Media Gateways 03-300436
(03-300436)

Administration for Network Connectivity for Avaya Communication Manager, 555-233-504
(555-233-504)

Avaya Communication Manager Call Center Software Basic Call 07-300061
Management System (BCMS) Operations (07-300061)

Avaya Call Center Release 4.01 Call Vectoring and Expert Agent Selection  07-600780
(EAS) Guide, 07-600780 (formerly 07-300477, 07-300186, 555-230-714)

Avaya Extension to Cellular User’s Guide, Avaya Communication Manager  210-100-700
Release 4.0 (210-100-700)

GuestWorks® and DEFINITY® Systems Technician Handbook for 555-231-743
Hospitality Installations (6565-231-743)

Hardware Description and Reference for Avaya Communication Manager 555-245-207
(665-245-207)

Installing and Upgrading the Avaya G700 Media Gateway and Avaya S8300 555-234-100
Media Server (5655-234-100)

Maintenance Alarms for Avaya Communication Manager, Media Gateways  03-300430
and Servers (03-300430) (formerly 03-300190)

Maintenance Commands for Avaya Communication Manager, Media 03-300431
Gateways and Servers (03-300431) (formerly 03-300191)

Maintenance Procedures for Avaya Communication Manager, Media 03-300432
Gateways and Servers (03-300432) (formerly 03-300192)

Reports for Avaya Communication Manager (555-233-505) 555-233-505
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Technical assistance

Technical assistance

Avaya provides the following resources for technical assistance.

Within the US

For help with:

1 Feature administration and system applications, call the Avaya Technical Consulting
Support at
1-800-225-7585

1 Maintenance and repair, call the Avaya National Customer Care Support Line at
1-800-242-2121

1 Toll fraud, call Avaya Toll Fraud Intervention at 1-800-643-2353

International

For all international resources, contact your local Avaya authorized dealer for additional help.

Downloading this book from the Web

You can download the latest version of this book from the Avaya Web site. You must have
access to the Internet, and a copy of Acrobat Reader must be installed on your personal
computer.

Avaya makes every effort to ensure that the information in this book is complete and accurate.
However, information can change after we publish this book. Therefore, the Avaya Web site
might also contain new product information and updates to the information in this book. You can
also download these updates from the Avaya Web site.

To download the latest version of this book:
1. Access the Avaya web site at http://support.avaya.com.
2. Click on the FIND DOCUMENTATION and DOWNLOADS by PRODUCT NAME link.

The system displays the Find Documentation and Downloads by Product Name page.

3. Select from the numerically and alphabetically sorted documents on the page.
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About this Document

Sending us comments

Avaya welcomes your comments about this book. To reach us by:
1 Mail, send your comments to:

Avaya Inc.

Product Documentation Group
Room B3-H13

1300 W. 120th Ave.
Westminster, CO 80234 USA

1 E-mail, send your comments to:
document@avaya.com

1 Fax, send your comments to:
1-303-538-1741

Mention the name and number of this book, Maintenance Commands for Avaya
Communication Manager, Media Gateways and Servers (03-300431).
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Chapter 1: Maintenance SAT Commands

This chapter contains descriptions of existing and modified SAT commands on Avaya Servers
and Gateways. Introductory sections explain the command entries, common command results,
and error codes for busyout, release, and reset commands. This information is divided into
sections:

i New SAT Commands on page 22
1 Modified SAT Commands on page 22

1 Replaced and removed commands on page 23

1 SAT Command-Line Syntax on page 25

1 Common Input Parameters on page 25

1 Common Command Output Screens on page 28

1 Error Messages on page 32

1 Busyout and Release Commands on page 33

1 Common Error Codes for maintenance commands on page 34

1 Alarm and Error Categories on page 36

Many commands can be run from the Communication Manager web interface. For more
information on using the web interface, see Administrator Guide for Avaya Communication
Manager (03-300509).

A SAT command may apply to a number of servers and media gateways, and it may produce
different results depending on the configuration of the system. Some commands apply to
certain servers and not others.
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New SAT Commands
Table 3: New SAT Commands for Communication Manager 5.0

New SAT command Screen name
pin CHANGE PIN
bp BUSINESS PARTNER ACCESS
craft2 ENABLE/DISABLE CRAFT2
extended-user-profile Extended User Profile
user-profile User Profile
user-profile-by-category User Profile

Modified SAT Commands

Table 4: Modified SAT Commands for Communication Manager 5.0

Modified SAT command Screen name

public-unknown-numbering - new option | NUMBERING - PUBLIC/UNKNOWN FORMAT
trunk-group trunk-group-number
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Replaced and removed commands

Replaced and removed commands

Table 5: SAT Commands removed and replaced in 5.0 or earlier

Removed command Replaced with

change/display

communication-interface hop-channels

enable filesystem enable filexfer

disable filesystem disable filexfer

list communication-interface See communication-interface

links on page 155

restore announcements

status dlg cti-link See status aesvecs cti-link on
page 43
status dlg interface See status aesves

interface on page 46

status system

Table 6: Previously removed and replaced SAT commands 17 of 2

Previous command Replaced with Notes
add login On the Communication
change login Manager Maintenance

Web Page, navigate to
Security>Admistrator
Accounts.

or

Use the CLI
commands:

cmuseradd
cmusermod
cmuserdel
cmpasswd

disable login
enable login
remove login

change permissions

10f 2
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Maintenance SAT Commands

Table 6: Previously removed and replaced SAT commands 2 of 2

Previous command Replaced with Notes

display login

list logins

emergency transfer removed In port networks with IPSI circuit

packs, there is no maintenance
board. Instead, a lead off of the IPSI
supports the power supply and fan.

isdn-testcall

isdnpri-testcall

Displays the progress of an
outgoing ISDN-PRI test call on the
specified trunk.

list configuration
license

serialnumber

See Administrator Guide for Avaya
Communication Manager
(03-300509)

list measurements

Security Violations

security -violations | Detail Report

detail

monitor Login Violations Status

security-violations Report

login

remove license removed Manually delete license files from the

operating system

reset login-session login-ID

status clan-usage status Use status socket-usage to
socket-usage on show a snapshot of the individual
page 509

socket usage for each C-LAN or
Processor Ethernet, and to list the
system’s:

1 number of registered IP
endpoints

1 number of registered IP
endpoints with TCP signaling
sockets established

1 number of sockets used

1 number of sockets on the
system

20f2
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SAT Command-Line Syntax

SAT Command-Line Syntax

Each command consists of an action word, an object upon which the action is performed, and
sometimes qualifiers that modify the execution of the command. In the List of SAT
Commands on page 36, the syntax of the command appears under the heading at the
beginning of each command description. The command syntax is presented in this section as

follows:
Action Object Required and Optional Qualifiers
test station extension [short | long]
bold bold bold italicif a variable, bold if entered literally
[bracketed] if optional
(| ) separates exclusive or choice qualifiers

Command words can be abbreviated. A partially spelled word is recognized when enough
letters are entered to distinguish it from other valid entries. Otherwise, the screen displays a
selection of command words that match the abbreviation. For example:

test alarms step long clear canbeenteredas t al st 1 c.

Drop leading zeroes from numerical entries. For example, cabinet number 03 can be entered as
3.

Press the HELP key to show every available command, or every valid qualifier for the
command.

Common Input Parameters

Characters shown in this section in bold type are entered literally on the command line.
Characters shown in italic bold type are variables. For a description of other typography
used in commands, see Table 1: Explanation of typefaces on page 15.

One type of common input parameter is for specifying a hardware location. Table 7: Hardware
Location Parameters on page 26 explains the variations of specifying hardware location in a
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command. The valid range of each variable differs depending on the type of configuration of the

system.

Table 7: Hardware Location Parameters

Parameter Meaning

vucssSpp | The full address of a port: Universal cabinet, carrier, slot, port circuit

GGGVMpp | Media gateway, media module, port circuit

Uc Cabinet number and carrier for the server

uu Cabinet number (1-2 digits)

c Letter designation of a carrier

Ss Circuit pack’s slot in a carrier (1- or 2-digits)

GGG Media gateway number

M Media module number

\'4 In a slot or port location field (such as 1V4 or 233V132), indicates a gateway
media module or port on a media module

PN Some MOs, such as TDM-BUS, are addressed by PN number, and PN
precedes the number. For example, TDM bus A in port network 5 is PN 05A.

pp or Port circuit on a circuit pack or media module (1-, 2-, or 3-digits)

ppp

The length of the hardware location differs for the various types of commands. For example:

| display cabinet requires a location entry of UU (display cabinet 12)

| display media-gateway requires a gateway number in the form GGG

| test port requires a location entry of UUCSSpp or GGGVMpp
test port 5c0906 tests cabinet 5, carrier C, slot 9, port 6
test port 5V906 tests media gateway 5, media module 9, port 6

The 1ist and display commands are useful in relating hardware locations to information
such as PN number, extension, and link numbers.
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Common Input Parameters

See Table 8: Common Command Parameters on page 27 for other common input parameters.

Table 8: Common Command Parameters 71 of 2

Parameter

Meaning

PN#

1- or 2-digit port network number. Use list cabinet to find which port
networks are in each cabinet.

schedule

Use schedule to specify a start time for the command. The command is
placed in the queue and, when executed, sends the output to the system
printer. Schedule is available for display, 1ist and test commands.

Schedule used with display alarms or display errors generates a
full report. The usual selection screen for error and alarm reports is
suppressed so that it does not interfere with the command’s execution when it
is issued from the queue.

Use 1list command-queue to see what commands are currently queued.
Use remove command-queue job# to cancel a queued command. This
requires that the system printer is administered on the Feature-Related
System Parameters screen.

group#

1- to 3-digit trunk-group number

group#/
member #

Group number followed by a slash and a 1- to 3-digit member number of an
individual trunk

extension

The extension number assigned to the port or other maintenance object.

The number of digits in an extension is determined by the system dial plan.
Use 1list and display to see extension numbers, maintenance objects, and
other components.

next

Next available number

repeat#

The number of times a test sequence is to be repeated. Use with test
commands.

short
long

Type of test sequence run for this maintenance object. The test sequence that
is run varies for each maintenance object. Use with test commands.

. CAUTION:

For some maintenance objects, 1long is destructive to call
service.

The short sequence is always non-destructive and is the default.

10f 2
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Table 8: Common Command Parameters 2 of 2

Parameter Meaning

clear Used with test commands, clear repeats the test sequence until any active
alarms against the maintenance object are cleared by the passing of tests, or
until any test in the sequence fails.

If no such alarms are active, the sequence is run once.

Long clear clears every alarm against the maintenance object if no errors
are encountered.

Short clear clears only alarms pertinent to the tests in the short sequence.

. CAUTION:

If every tests passes, long clear clears every error counter.
If firmware counters are cleared while an actual problem
exists, customer service may degrade due to calls being
routed over faulty components.

20f2

Common Command Output Screens

Common output can be any of the following information:

1 A message or other indication that the command successfully completed, or a message
giving a reason for a failure or abort. See Common Error Codes for maintenance
commands on page 34.

1 An input screen for entering additional information required to complete the command.
These commands and screens are described in this section. See Common Input
Parameters on page 25.

1 A report or log output screen listing one or more lines of results with error codes that
indicate the reason for a FAIL or ABORT. See Common Command Output Screens on
page 28.
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Common Command Output Screens

Example Common Output Screen

command

TEST RESULTS
Port Maintenance Name Alt. Name Test No. Result Error Code
02A TONE-BD 53 ABORT 2100

Each line on an error report represents one test result.

Field Descriptions for Common Output Fields

Table 9: Field Descriptions for common output fields 7 of 2

Port Port location identifier. See Table 7: Hardware Location Parameters on
page 26 for a description of the field.

The port length differs for the various types of commands. For example:

1 a port circuit requires a full-length address such as 11€1502 (circuit
number 2 on the circuit pack in cabinet 11, carrier C, slot 15)

1 a control carrier component, such as an IPSI, is designated as 01B (the
component in carrier B of cabinet 1)

In critical-reliability systems, port network connectivity is duplicated as two
independent sets of PNC components: A-PNC and B-PNC.

Maintenance | The name of the MO as it appears in the alarm and error logs.

Name
Alt. Name The alternate name depends upon the type of the object. For example:
Station MO, Alternate Name = nnnnn (extension)
Trunk MO, Alternate Name = nn/n (trunk-group#/member #)
Personal CO line MO, Alternate Name = P/23 (P/ personal CO line group #)
Test No. The number of the test run on the MO as part of a test command.

Descriptions of each test and related error codes appear under each MO.
Other commands such as clear firmware-counters and reset also
report a test number. See Maintenance Alarms for Avaya Communication
Manager, Media Gateways and Servers (03-300430) (formerly 03-300190) for
specific MO information.

10f 2

Communication Manager Release 5.0 Issue 4 January 2008 29

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

Table 9: Field Descriptions for common output fields 2 of 2

Result One of the following results:

1 PASS: The command successfully completed. For a test command,
no errors were detected by the test.

1 ABORT: The command was prevented from completing. See
Table 10: Common Error Codes for busyout, release, test, and reset
commands on page 34.

1 FAIL: A serious error was detected by the test. See Table 10: Common
Error Codes for busyout, release, test, and reset commands on
page 34.

1 NO BOARD: The system does not detect a circuit pack in the location
specified on the command line.

1 CONFLICT: Another user was testing this maintenance object.

1 EPN-DOWN: The EPN holding the MO is inaccessible. The expansion
archangel (EA) link may be down.

1 DISABLED: The MO or test was disabled by the disable command.

1 NOT ASSIGNED: The location specified does not have a circuit pack
administered to it.

1 EXTRA BOARD: This can appear for these circuit packs:
- Maintenance/Test
- Announcement
- Call Classifier
- Tone Detector
- Speech Synthesis

Each of these circuit packs has restrictions on how many can be in the
system or a port network, depending on the system configuration.

Remove the extra circuit pack(s).

Error Code Indicates the reason for a FAIL or ABORT result. For test commands and
other commands that return a test result, consult the tables of test error codes
under the relevant MO in the Maintenance Alarms for Avaya Communication
Manager, Media Gateways and Servers (03-300430) (formerly 03-300190).
Forbusyout, release, and reset commands, see Common Error Codes
for maintenance commands on page 34.

2o0f 2
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Contention Between Simultaneous Commands

The following limits apply to maintenance and administration activities:
1 Up to 15 users can be logged the system at the same time.
1 Up to 5 maintenance commands can run concurrently.
1 Up to 10 administration commands can run concurrently.

1 In general, you can use only one command at a time on a maintenance object or other
system entity. This restriction applies to such action commands as:

- busyout
- change
- clear

- recycle
- release
- remove
- set

- test

1 When an action command is acting on a circuit pack, that circuit pack and every
maintenance object located on it are unavailable for other commands.

1 Most commands require the use of shared system resources in order to run. When
required resources are already in use, the command aborts. Only one such command can
run at one time.

1 Display-only commands such as the following generally do not conflict with any other
commands:

- display
- status
- get

- monitor
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Error Messages

Examples of error messages and their meanings are listed in the table below.

Error message explanations

Error message

Meaning

All maintenance resources busy;
try again later

Every available maintenance resource is currently in
use.

Board not inserted

The specified board is not inserted in the system.

Command resources busy; Press
CANCEL to clear, and then
resubmit

There is a resource problem. Restart the command.

Error encountered; can’t complete
request

The command cannot be executed, perhaps
because of corrupt software. Follow normal
escalation procedures.

Hardware-group command aborted
with cancel command entered from
another terminal

test hardware-group, running in the
foreground, is successfully canceled with cancel
hardware-group from another terminal.

’login id’:’command’ has a
command conflict

The command is in conflict with another currently
executing command. The login id of the conflicting
user and the conflicting command is shown.

Port/Board invalid

The format for the board location is incorrect.

PN is not available

The PN in which the specified board resides is not
available.

save translations has a command
conflict

An update of the standby server is in progress.
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Busyout and Release Commands

The busyout command places the object of the command in a maintenance busy state. In the
busyout state:

1

1

The object is removed from active service and is not available for use by call processing.

Services dependent on the busied out component are dropped. If the component supports
a link, the link is dropped.

No scheduled or periodic background tests are run on the object while it is busied out.
Demand maintenance tests can be run on the object, but some tests require that the object
be released to complete.

A warning alarm with error type 18 is logged against each busied out object, so that INADS
can determine the state of the object.

To prevent busyouts of particular buses, technicians should move dedicated tone time
slots to another bus (the other half of the duplicated bus).

List every busied-out MO by entering error type 18 in the Error Type field on the Hardware
Errors Report screen (see display errors on page 239).

The matching release command returns the maintenance object to service, providing the
object is not otherwise incapacitated.

Example busyout output screen

The following screen shows a typical result for busyout board 1c03 (analog line circuit pack
in cabinet 1, carrier ¢, slot 3 with five administered ports). See Field Descriptions for Common
Output Fields on page 29 for field descriptions.

Port

01C03

01C0301
01C0302
01C0303
01C0304
01C0305

busyout board 01C03

Command Results

Maintenance Name Alt. Name

ANL-BD

ANL-16-
ANL-16-
ANL-16-
ANL-16-
ANL-16-

L 5409
L 5416
L 5421
L 5422
L 5411

Command successfully completed

Result Error Code

PASS
PASS
PASS
PASS
PASS
PASS
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The following screen shows a typical result for most maintenance objects for

busyout 1link 1.

Port

01A0617

busyout link 1

Command successfully completed

COMMAND RESULTS

Maintenance Name Alt. Name Result Error Code

ETH-PT PASS

Common Error Codes for maintenance commands

Table 10: Common Error Codes for busyout, release, test, and reset commands on page 34

lists common error codes associated with abort and fail results for busyout, release, test,
and reset commands. In addition to these, many maintenance objects have other unique error

codes.

Table 10: Common Error Codes for busyout, release, test, and
reset commands 17 of 2

Error Command Description/Recommendation
Code Result
ABORT System resources are unavailable to run command.
Try the command again at 1-minute intervals up to 5 times.
0 ABORT Internal system error.

Retry the command at 1-minute intervals up to 5 times.

1005 ABORT

A DS1 interface circuit pack could not be reset because it is currently
supplying the on-line synchronization reference.

Use set sync to designate a new DS1 interface circuit pack as the
on-line reference, then try the reset again.

1010 ABORT

Attempt was made to busyout an object that was already busied out.

1011 ABORT

Attempt was made to release an object that was not first busied out.

1015 ABORT

A reset of this circuit pack requires that every maintenance object on it
be in the out-of-service state.

Use busyout board to place every object on the circuit pack in the
out-of-service state, and try the reset again.

10f 2
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Table 10: Common Error Codes for busyout, release, test, and
reset commands 2 of 2

Error Command Description/Recommendation
Code Result

1026 ABORT The specified TDM bus cannot be busied out because the control
channel or system tones are being carried on it. Use set tdm PCto
switch the control channel and system tones to the other TDM bus.

1426 ABORT The port cannot be released because the MG has the Emergency
Transfer Mode set. The user must use the MG’s CLI to clear the mode.

2012 ABORT Internal system error.
2500

2100 ABORT System resources to run this command were unavailable.
Try the command again at 1-minute intervals up to 5 times.

62524 | ABORT Maintenance is currently active on the maximum number of

62525 maintenance objects that the system can support. A common cause is
62526 that the system contains a large number of administered stations or
trunks with installed circuit packs that are not physically connected.
Resolve as many alarms as possible on the station and trunk MOs, or
busyout these MOs to prevent maintenance activity on them. Then try
the command again.

NO The circuit pack is not physically installed.
BOARD

EXTRA This result can appear for:

BD Maintenance/Test, Announcement circuit packs, Call Classifier, Tone
Detector, Speech Synthesis circuit packs

Each of these circuit packs has restrictions on how many can be
installed in the system or in a port network, depending on system
configuration.

Remove any extra circuit packs.

1 FAIL For reset commands, the circuit pack was not successfully halted.

2 FAIL For reset commands, the circuit pack was not successfully restarted
after being halted.

For both results, replace the circuit pack.

FAIL See the applicable maintenance object (from the Maintenance Name
field) in Maintenance Alarms for Avaya Communication Manager,
Media Gateways and Servers (03-300430) (formerly 03-300190).

PASS The requested action successfully completed. If the command was a
reset, the circuit pack is now running and should be tested.

20f2
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Alarm and Error Categories

Use display alarms on page 49 and display errors on page 239 to generate reports for certain
groups of maintenance objects.

Use the Category field of the input screen to restrict the report to maintenance objects in a
specific category. The HELP key displays a list of categories. Other fields on the input screen

help to further customize the alarm and error report.

List of SAT Commands

aar route-chosen

list aar route-chosen

list aar route-chosen x [partition n] [schedule]
Screen name: AAR ROUTE CHOSEN REPORT

Use 1list aar route-chosen to see the parameters used by AAR to route a call to a

specific number (x).
See also the AAR Routing Table for more information about the routing of the call.

The following is an example of the results of 1ist aar route-chosen.

list aar route-chosen 5551234
AAR ROUTE CHOSEN REPORT

Location: all Partitioned Group Number:
Dialed Total Route Call Node
String Min Max Pattern Type Number Location
5 7 7 2 hnpa all
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list aar route-chosen screen field descriptions

list aar route-chosen field descriptions

Field Description

Location Defaults to all.

Partitioned Group | Partitioned Group Number as entered on the command line or default 1.

Number

Dialed String The matched entry in the AAR Digit Analysis Table.

Total Minimum and maximum length of the string matched in the AAR Digit

Min Analysis Table.

Max

Route Pattern Route pattern used to route the call.

Call Type The call type as matched on the AAR Digit Analysis Table. See
change aar analysis in the Administrator Guide for Avaya
Communication Manager (03-300509) screen reference for full
explanation of this field.

Node Number Node number as matched on the AAR Digit Analysis Table.

Location Defaults to all.

access-endpoint
See:

busyout access-endpoint on page 37
release access-endpoint on page 38
status access-endpoint on page 38
test access-endpoint on page 40

busyout access-endpoint

busyout access-endpoint extension
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Use busyout access-endpoint to busyout a specified access endpoint. busyout
access-endpoint is destructive.

Action/Object | Qualifier Qualifier Description Feature Interaction
busyout extension | Extension of endpoint to busyout. An active call on the
access- Example: busyout endpoint is dropped.
endpoint access-endpoint 2501

For more information, see Common Input Parameters on page 25, Common Command Output

Screens on page 28, and Busyout and Release Commands on page 33.

release access-endpoint

release access-endpoint extension

Use release access-endpoint to remove all ports associated with the specified access
endpoint from a maintenance busy state. Periodic and scheduled tests subsequently resume on
the released ports. Maintenance completes background initialization testing on the released
ports.

For more information see Busyout and Release Commands on page 33.

Action/Object Qualifier Qualifier Description Login Default
release extension number of the access endpoint. | init none
access-endpoint inads

craft

nms

For the output of release access-endpoint 22502, the port field shows the port address
of the released access endpoint.

status access-endpoint

status access-endpoint extension

Use status access-endpoint to see the status of an access endpoint and to locate
facilities with which access endpoints communicate. For example, use status
access-endpoint to see the operational state of a non-signaling port on a DS1 interface or
on an analog tie trunk circuit pack.
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The following display shows a typical result for status access-endpoint 2300.

status access-endpoint 2300
ACCESS ENDPOINT STATUS

Extension: 2300
Port: 02B0905
Communication Type: wideband
Width: 6

Service State: inservice/active

Connected Ports:01B1907 01B1908 01B1909
01B1910 01B1911 01B1912

status access-endpoint field descriptions

status access-endpoint

Field Description
Extension The extension number of the access endpoint.
Port The physical location (cabinet-carrier-slot-circuit) of the port for the access

endpoint. For wideband access endpoint, the location is for the starting port.

Communicati | The type of communication supported by the channel:
on Type 56k-data, 64k-data, voice-band-data, voice-grade-data, wideband

Width For 56k-data, 64k-data, voice-band-data, voice-grade-data, width is 1.
For wideband, width is the number of DS0s that make up the access endpoint.

Service State | The operational status of the access-endpoint channel: in-service/active,
in-servicel/idle, out-of-service, maintenance-busy, disconnected.

Connected The location of any facility/endpoint to which this access-endpoint is
Ports connected.
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test acce

ss-endpoint

Use test access-endpoint to perform hardware diagnostic tests on all port circuits that are

associated with the specified access endpoint extension.

Action/ Qualifier Qualifier Description Login Default
Object
test extension Access endpoint extension (# of digits init
access- short determined by dial-plan) inads | short
endpoint | 554 See Common Input Parameters on page 25. | craft
repeat n Examples: nms 1
clear test access-endpoint 25012
test access-endpoint 45002 sh
test access-endpoint 45892 1
test access-endpoint 24389 sh r 4
test access-endpoint 34899 1 r 6
test access-endpoint 93483 r 2
test access-endpoint 10022 c

The following example shows the output for test access-endpoint 22502, and assumes
the access endpoint ports for extension 22502 are in cabinet 1, carrier C, slot 11, circuit 1 to 6.
The responses are displayed on a port-by-port and test-by-test basis with one line of data for

each test result.

test access-endpoint 22502 short

Port Maintenance Name

01C1101 WAE-PORT
01C1102 WAE-PORT
01C1103 WAE-PORT
01C1104 WAE-PORT
01C1105 WAE-PORT
01C1106 WAE-PORT

TEST RESULTS

22502
22502
22502
22502
22502
22502

Alt. Name Test No.

36
36
36
36
36
36

page 1 of 1

Result

PASS
PASS
PASS
PASS
PASS
PASS

Error Code

administered-connection

See:

disable administered-connection on page 41

enable administered-connection on page 41

status administered-connection on page 41
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disable administered-connection

disable administered connection [ a-c # | all ]

Use disable administered connection to stop scheduled and periodic testing, and to
stop processing of in-line errors for all or selected administered connections.

To view administrative information for administered connections, use 1ist
administered-connection and display administered-connection.

Action/Object Qualifier | Qualifier Description Login

disable a-c # | Number of the administered connection init

administered-connection | a11 Selects all administered connections inads
Examples: craft
disable administered-connection all cust
disable administered-connection 1 ﬁggft

disable administered-connection 12

enable administered-connection

enable administered-connection [ a-c # | all ]

Use enable administered-connection to re-enable scheduled and periodic testing and
in-line error processing on a specified AC (administered connection) or every AC, after
maintenance is disabled with disable administered-connection.
Administered-connection commands can help isolate the results of certain maintenance
processes by preventing interference.

To view administrative information for administered connections, use 1ist
administered-connection and display administered-connection.

Action/Object Qualifier Qualifier Description Login | Default
enable administered- a-c # The number of the init
connection connection as assigned inads
all during administration craft
Enable every administered cust
connection in the system rcust
mis

status administered-connection

status administered-connection a-c #
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Use status administered-connection to see the operational status of an administered

connection.

To view administrative information for administered connections, use 1ist
administered-connection and display administered-connection.

Action/Object Qualifier Qualifier Description Login Default
status a-c # The number of the init
administered-connection administered connection, inads
assigned during craft
administration. cust
rcust
bcms
browse

The following display shows a typical result for status administered-conn 3. In this
example, destination is another switch, and the destination number consists of a trunk access

code (512) and extension (26001).

status administered-connection 3

Connection Number:
Enabled?
Originator:
Destination:

Connection State:
Failure Cause:
Number of Retries:
Auto Restorable?

page 1 of 1

ADMINISTERED-CONNECTION STATUS

3

Yy

71001
51226001

connected

Yy

status administered-connection field descriptions

status administered-connection field descriptions 1 of 2

Field Description
Connection Number The number assigned to the administered connection.
Enabled Whether the administered connection is enabled.

10f2
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status administered-connection field descriptions 2 of 2

Field Description
Originator The extension of the access or data endpoint that originates
the connection.
Destination The destination address used to route the administered
connection.
2o0f 2
desvCcs
See:

reset aesvcs-link
status aesvcs cti-link
status aesvcs interface
status aesvcs link

test aesvcs-server

reset aesvcs-link

reset aesves-link [ n/n ]

Use reset aesvcs-link [ n/n ] toreset an AESVCS Link. This command closes the socket
connection. The AE Server attempts to reconnect.

See status link on page 358 for more details on links.

Action/Object Qualifier | Qualifier Description Login Default
reset n/n aesvcs server number/ aesvcs link number | init
aesvecs-link inads
Example: craft
reset aesves-link 01/01 cust

status aesvcs cti-link

status aesvecs cti-link

Use status aesvcs cti-link to see the status of all the CTI links associated to AE Services
Servers on the AE Services Administration page of the IP SERVICES form (change
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ip-services). These links provide connectivity to ASAI adjuncts, which are connected to an
Ethernet LAN.

See status link on page 358 for more details on links.

Action/Object Qualifier Qualifier Description Login Default
status aesvecs cti-link init

inads

craft

cust

The following example shows a typical output for status aesvcs cti-link.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no serverl down 0 0
2 3 no server?2 established 0 0
3 4 no serverl down 0 0

status aesvcs cti-link field descriptions

status aesvcs cti-link field descriptions 7 of 2

Field Description
CTI Link The CTI link number 1-16
Version Negotiated ASAI protocol version

Mnt Busy y/n
If y, the link has been busied out with busyout cti-1link. Use release

cti-link.
AE Services | The name of the AE Services Server on the AE Services Administration page
Server of the IP Services form (change ip-services)
Service The status of the TCP/IP Tunnel Connection and CTI link.
State down/established

10f2
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status aesvcs cti-link field descriptions 2 of 2

Field Description

Msgs Sent Number of ASAI messages sent during a specified 30-minute window
collection period.

Msgs Rcvd | Number of ASAI messages received during a specified 30-minute window
collection period.

20f2
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status aesvcs interface

status aesvcs interface

Use status aesvcs interface to see the status of the interfaces over which Avaya
Communication Manager is listening for AESVCES Server connections.

Action/Object Qualifier Qualifier Description Login Default
status aesvcs interface init

inads

craft

cust

The following example shows a typical output for status aesvecs interface.

status aesvcs interface

Local Node Enabled? Number of Status
Connections
procr yes 1 listening

AE SERVICES INTERFACE STATUS

status aesvcs interface field descriptions

status aesvcs interface field descriptions

Field Description

Local Node | The name of the AESVCS interface as administered on the IP SERVICES form
(change ip-services)

Enabled Shows if the interface is enabled, as set on the Enabled field on the IP
SERVICES form (change ip-services).

Number of Shows the number of active AESVCS Server connections over this interface

Connections

Status The current state of this interface.

Disabled - the Enabled field is n on the IP Services form (change
ip-services) for this interface.

Intfce-down - this interface is not functioning and cannot accept incoming
communications.

Liste_?ing - the interface is up and running and AESVCS Servers can connect
over it.
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status aesvcs link

status aesves link

Use status aesvecs link to see the status of all the active sockets associated with AE
Services Servers. The sockets are administered on the AE Services Administration page of the
IP SERVICES form (change ip-services).

See status link on page 358 for more details on links.

Action/Object Qualifier Qualifier Description Login Default
status aesvecs link init

inads

craft

cust

This is an example of a typical output for status aesvecs link.

status aesvcs link

Srvr/ AE Services Remote IP Remote Local Node Msgs Msgs
Link Server Port Sent Rcvd
01/01 serverl procr 0 0
03/05 server3 clanl 0 0

AE SERVICES LINK STATUS

status aesvcs link field descriptions

status aesvcs interface field descriptions 7 of 2

Field Description

Srvr/Link The AE Services Server ID from the AE Services Administration page (1-16)
and the AE Services link number (1-16).

AE Services | The name of the AE Services Server.

Server

Remote IP The IP address of the AESVCS Link (AESV-LNK) connection on the AESVCS
Server.

Remote Port | The TCP/ IP port of the AESVCS Link connection on the AESVCS Server.

10f2
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status aesvcs interface field descriptions 2 of 2

Field Description

Local Nod The node name of the interface over which the AESVCS Server is connected.

Msgs Sen The number of ASAI messages sent during the 30-minutes moving window
collection period.

Msgs Rcvd | The number of ASAI messages sent during the 30-minutes moving window
collection period.

20f2
test aesvcs-server
test aesvcs-server [1-16] [short/long] [ (repeat#)/(clear)] [schedule]

Use test aesves-server to run diagnostic tests on the specified AESVCS Server and any
associated AESVCS Links (AESV-LNK).

Action/Object Qualifier Qualifier Description Login Default
test aesvcs-server 1-16 aesvcs server # 1-16 init
inads

short craft short

long cust

repeat n

clear See Common Input

schedule | Parameters on page 25.
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This is an example of a typical output for test aesves-server 1 with no associated
AESVCS Links. The test fails.

test aesvcs-server 1
TEST RESULTS

Port Maintenance Name Alt. Name Test No. Result Error Code

01 AESV-SES 1623 FATIL

This is an example of a typical output for test aesves-server 1 with an associated
AESVCS Link. The test passes.

test aesvcs-server 1

TEST RESULTS

Port Maintenance Name Alt. Name Test No. Result Error Code
01 AESV-SES 1623 PASS
01/01 AESV-LNK 1624 PASS

alarms

See:

display alarms on page 49
test alarms on page 54

display alarms

display alarms [schedule]

Use display alarms to see an options screen that allows you to choose which alarms to
display. After making your option selections, press ENTER to view the Alarm Report.

Action/Object Qualifier Qualifier Description Login Default Feature Interaction
display schedule | See Common Input | inads All See Feature
alarms Parameters on cust alarms interactions for
page 25. rcust are display alarms on
bcms listed. page 54
init
browse

Use display alarms to see a hardware alarm report. Use this report to select which alarms
to display.
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The system creates the reports from the logs of the maintenance subsystem. The subsystem
monitors the system hardware and logs problems as errors or alarms. The type of alarm
indicates the impact of the problem.

1 Warning alarm — A problem that is important enough to log, or may be external to the
system but not severe enough to cause a noticeable degradation of service.

1 Minor alarm — A problem that could disable a local area of the system and so noticeably
degrade the system.

1 Maijor alarm — A problem that widely degrades the system and seriously impairs service.
This causes a call to be placed to INADS.

A resolved alarm is a problem that has been corrected, and the alarmed component of the
system is functioning correctly again. The system stamps resolved alarms with the date and
time the problem was corrected. The system handles any errors associated with the alarms as
“resolved.”

Input for display alarms

Enter display alarms to display the Alarm Reports options screen. Select different options
on this screen for the type of report you want to see and press ENTER.

display alarms Page 1 of 1
ALARM REPORTS

The following options control which alarms will be displayed.
ALARM TYPES

Active? y Resolved? n_
Major? y Minor? y Warning? y
REPORT PERIOD
Interval: m From: _ / / To: /__/

EQUIPMENT TYPE ( Choose only one, if any, of the following )
Media Gateway:
Cabinet:
Port Network:
Board Number:
Port:
Category:
Extension:
Trunk ( group/member ):  /
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display alarms field descriptions

display alarms input screen field descriptions 7 of 2

Field

Description

Alarm Types

Enter y or n in the alarm type fields to specify the type of alarm to display on
the report. You can choose a combination of:

1 active or inactive alarms
I major, minor, or warning alarms

1 resolved or unresolved alarms

Interval

Enter m, h, d, w or a to display alarm records for the last month, last hour, last
day, last week, or all.

1 From: Display alarm records from the time specified by mm/dd/hh : mm,
where mm is the month, dd is the day, hh is the hour and mm is the
minute. If this field is not defined, the report includes every alarm active
since a month prior to the current time.

1 To: Display alarm record to the time specified by mm/dd/hh/mm, where
mm is the month, dd is the day, hh is the hour and mm is the minute. If no
To date is entered, any alarm that is active after the From date is used.

10f 2
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display alarms input screen field descriptions 2 of 2

Field Description
Equipment Identify the equipment type that you want on the report. If there is no input to
Type these fields, the system defaults to every type.
1 Media Gateway: Display every alarm associated with a particular media
gateway.

Cabinet: Display every alarm associated with a particular cabinet.

1 Port Network: Display every alarm associated with a particular port
network.

Board Number: Display every alarm associated with a particular circuit
pack. Alarms for a circuit pack are referenced by port location
(cabinet-carrier-slot). If the cabinet number is omitted, default is 1.

Port: Display every alarm associated with a particular port on a circuit
pack. Alarms for a port circuit are referenced by port location
(cabinet-carrier-slot-circuit). If the cabinet number is omitted, default is
1.

Category: Enter a category to restrict the report to maintenance objects
in a specific category. The HELP key displays a list of categories.

Extension: Alarms associated with an extension number.

Trunk (group/member): Display every alarm associated with a particular
trunk group or trunk-group member.

20f 2

For the following output example, display alarms options were left at their defaults.

display alarms

ALARM REPORT
Port Maintenance On Alt Alarm Svc Ack? Date Date
Name Brd? Name Type State 1 2 Alarmed Resolved

022 TONE-BD y MAJOR y n 05/22/20:34 00/00/00:00

01Cc07 ANL-BD y MINOR nn 05/22/20:26 00/00/00:00

01Cc0702 ANL-LINE n 311 WARNING 1IN 05/22/20:26 00/00/00:00

01C0701 ANL-LINE n 1051 WARNING 1IN 05/22/20:26 00/00/00:00

01C0703 ANL-LINE n 1053 WARNING 1IN 05/22/20:26 00/00/00:00

01C1505 CO-TRK n 78/01 WARNING OUT 05/22/20:26 00/00/00:00

01C1505 CO-TRK n 78/01 WARNING OUT 05/22/20:26 00/00/00:00

02A0201 TONE-PT n WARNING 05/22/20:34 00/00/00:00

02A TDM-CLK n WARNING 05/23/13:43 00/00/00:00

PN 02B TDM-BUS n WARNING 05/23/14:53 00/00/00:00
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display alarms ALARM REPORT field descriptions

display alarms report field descriptions 7 of 2

Field Description

Port The location of the alarmed object.

1 For installed circuit packs, the location appears as
cabinet-carrier-[slot]-[circuit].

1 For port network-related objects, the location appears as PN UUB,
where UU is the port network number and B is the bus (A or B).

1 For fiber link-related objects, the location appears as x a-pnc where “x
is the fiber link number and “a” is the PNC side (A or B). This is the
same identifier that is used by the alarm log.

Maintenance | The name of the MO as it appears in the alarm and error logs.
Name

On Brd y indicates that the fault was on the associated circuit pack

n indicates that he fault is not connected to the circuit pack, but was on an
off-board element connected to the circuit pack.

Alt. Name The alternate name depends upon the type of the object. For example:

1 Station MO, Alternate Name = nnnnn (extension)

1 Trunk MO, Alternate Name = nn/n (trunk-group#/member #)

1 Personal CO line MO, Alternate Name = P/xx (P/personal CO line
group #)

Alarm Type MAJOR, MINOR, or WARNING. This is an indicator of the seriousness of the
alarm.

Service State | Service state of the station and trunk ports:
1 RDY = ready for service

1 OUT = out of service
1 IN =in service

1 [Blank] = No associated service state

10f2
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display alarms report field descriptions 2 of 2

Field Description

Ack Headings 1 and 2 identify the first and second OSS telephone numbers,
respectively. The entries in the column below ACK indicate the acknowledged
alarm state:

1 'y = alarm has been acknowledged

1 n = alarm has not been acknowledged

1 ¢ (cleared) = alarm was first acknowledged, then resolved and cleared
1 [Blank] = no attempt was made to report the alarm

If the user disables the alarm origination with change
system-parameters maintenance, then the Ack field is blank
regardless of the true acknowledged state of the alarm.

Date Day, hour, and minute of alarm.

Alarmed

Date Day, hour, and minute of resolution. 0 for active alarms.
Resolved

20f2

Feature interactions for display alarms

If the alarm origination is disabled by change system-parameters maintenance, the Ack
field appears blank regardless of the true acknowledge state for the alarm.

If second-as-backup is entered in the Alarm Origination to OSS Numbers field, the
column under the 2 heading will be blank for the alarms that the switch has not attempted to
send to the second OSS telephone number. For the alarms that the switch has attempted to
send to the second OSS telephone number, the column will be y, n, or ¢, depending on the
acknowledgment status of the alarm. After the call to the first OSS telephone number is
successful, for the alarms that the switch has attempted to send to OSSN2, the column will be
consistent with the column under the 1 heading.

test alarms

test alarms [auto-page] [failures] [step] [short | long] [repeat # |
clear]
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Use test alarms to test the hardware associated with selected alarms.

Action/Object Qualifier Qualifier Description Login Default
tist auto-page | See test alarms command in?ds
atarms failures arameters on page 55. ni
short xamples: ty : short
test alarms echnician
long 1 fail
repeat # test alarms step failures repeat 1
clear test alarms long clear
auto-page
test alarms long failures

Use test alarms to automatically test all of the hardware that is associated with the active
alarms in the alarm log. Test alarms provides a query screen to help the user narrow the
selection of alarmed objects. Once the screen is filled out, press ENTER to test the hardware
associated with the selected alarm log entries. The results appear in standard test output and
status information appears on the message line as the command progresses.

Several alarms may be logged against a single maintenance object, each alarm representing a
different problem. Even if there are multiple entries in the alarm log for a single object, test
alarms tests each physical object once.

test alarms command parameters 7 of 2

Parameter

Description

auto-page

Continue testing and displaying test results by providing a new screen every
time the SAT screen is filled with test results. The screen does not scroll to
accommodate new results.
If the auto-page option is not specified, when the SAT screen is filled with test
results testing stops until the user enters the “PAGE” key to continue or the
“CANCEL” key to halt the testing.

failures

Show failures on the SAT screen. All passes will not be displayed on the output
screen. Hardware failures, aborts, conflicts, and PN-down failures appear.

10f 2
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test alarms command parameters 2 of 2

Parameter

Description

step

Step to the next or previous alarm without testing the current alarm. Alarm
information appears with a prompt for a keypress. Enter:

i CANCEL to abort the command
i ENTER to test the currently displayed alarm
1 NEXT ALARM (function key) to move to the next alarm

1 PREV ALARM (function key) to move to the previous alarm without
testing the currently displayed alarm.

Press NEXT ALARM (function key) or PREV ALARM (function key) at any time
during the command, even during test results. If the NEXT ALARM or PREV
ALARM is pressed during a test, the test is aborted, testing of the current alarm
stops, and the next alarm or previous alarm appears. If the first alarms
appears, and the PREV ALARM is pressed, then the last alarm appears. If the
last alarm is currently displayed, and NEXT ALARM is requested, the first
alarm appears.

short

Execute a series of nondestructive diagnostic tests.

long

Execute a more comprehensive and longer version of the diagnostic tests. This
may involve both destructive and nondestructive tests.

repeat #

Number of times to repeat the test, between 1 and 100.

clear

Repeat the test sequence until the alarm is cleared, or until a single test in the
sequence fails.

long clear forces a clear of all alarms if no errors are encountered during
testing

short clear clears alarms pertinent to tests in the short sequence

A\ WARNING:

Executing a clear with short option, may not clear all alarms
even if all tests pass.

A\ WARNING:

Since the “clear long” options clear all counters if tests pass, it
is possible for firmware counters to be cleared even when a
problem exists. In some cases customer service might degrade
since calls may be routed over defective equipment.

20f2
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test alarms options form

After entering test alarms, you are presented with an options form for alarm selection.

test alarms repeat 1

The following options control which alarms will be tested.

ALARM TYPES

EQUIPMENT TYPE ( Choose only one, if any, of the following )

HARDWARE TEST ALARM QUERY

Major? y Minor? y Warning? y

REPORT PERIOD
Interval: m_ From: _/ / : To: /7

Media Gateway:
Cabinet:
Port Network:
Board Number:
Port:
Category:
Extension:

Trunk ( group/member ): _ /

test alarms field descriptions, Hardware Test Alarm Query

The following fields appear on the test alarms screen.

test alarms field descriptions, Hardware Test Alarm Query 7 of 2

Field Description
ALARM The type of alarm or combination of alarms to be tested, specified by y or n in
TYPES the alarm type fields.
REPORT Test alarms for records for the last hour (h), last day (d), last week (w) or all (a).
PERIOD
From Specifies error records starting from the time specified by mm/dd/hh/mm
(month/day/hour/minute). If no From date is entered, errors from the earliest
record in the log are displayed.
10f2
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test alarms field descriptions, Hardware Test Alarm Query 2 of 2

Field Description

To Specifies every error record up to the time specified by mm/dd/hh/mm. If no To
date is entered, every error up to the current date appears.

Equipment | To limit the report to a specific group of components, enter the location of a type

Type of equipment in one of the following fields. If no entry is made, errors for the

entire system are displayed.

1

1

1

Media Gateway: Enter the media gateway number.
Cabinet: Enter the cabinet number.
Port Network; Enter the port network number.

Board Number: Enter the cabinet-carrier-slot address of the circuit pack
(for example, 11c04). If the cabinet number is omitted, it defaults to 1.

Port: Enter the cabinet-carrier-slot-circuit address of the port (for
example, 11c0408). If the cabinet number is omitted, the system will
default to 1.

Category: Enter a category to restrict the report to maintenance objects
in a specific category. The HELP key displays a list of categories.

Extension: Enter the extension number of a port.

Trunk (group/member): Enter a trunk-group number, or a trunk-group
and member number separated by a slash (for example, 78 or 78/1).

20f2
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The following example shows the results output from test alarms (query form left empty by
pressing ENTER). The responses display on a test-by-test basis with one line of data for each

test result.

test alarms Page 1
ALARM ENTRY

Port Maintenance On Alt Alarm Svc Ack? Date Alarm

Name Brd? Name Type State 1 2 Alarmed Count

01C03 UDS1-BD n WARNING 03/06/16:48 1/4
TEST RESULTS

Port Maintenance Name Alt. Name Test No. Result Error Code

01cC03 UDS1-BD 138 NO BOARD

01C03 UDS1-BD 139 NO BOARD

01C03 UDS1-BD 140 NO BOARD

01C03 UDS1-BD 141 NO BOARD

01C03 UDS1-BD 142 NO BOARD

01Cc03 UDS1-BD 143 NO BOARD

01C03 UDS1-BD 144 NO BOARD

01cC03 UDS1-BD 145 NO BOARD

01C03 UDS1-BD 146 NO BOARD

test alarms output

The responses, with normal output, appear on a test-by-test basis with one line of data
displayed for each test result. With the failures option, only the tests that failed appear.

test alarms field descriptions, ALARM ENTRY

test alarms field descriptions, ALARM ENTRY 7 of 2

Field Description

Port The location of the alarmed object (cabinet-carrier-slot-circuit). This is the
same identifier as used by the alarm log.

Maintenance The name of the MO as it appears in the alarm and error logs.

Name

On Board Whether the fault detected is on the associated circuit pack, or an off

board element connected to the circuit pack.

Alt Name Extension numbers or trunk-group numbers.

10f 2
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test alarms field descriptions, ALARM ENTRY 2 of 2

Field

Description

Alarm Type

alarm raised.

Major, minor, or warning. This is an indicator to the seriousness of the

Service State

current service state of the station and trunk ports shown.

RDY (ready for service), OUT (out of service), or IN (in service). This is the

20f2

When errors are encountered preparing a particular object to be tested (not inserted,
contention, etc.) an error message appears in the TEST RESULTS data.

For the following output example, assume that only one alarm was in the alarm log and it is on
the board in cabinet 1, carrier ¢, slot 7. Test alarms was entered and the query screen was
left empty by just pressing ENTER.

Port

01co03

Port

01cCc03
01C03
01C03
01C03
01C03
01Cc03
01c03

test alarms

ALARM ENTRY

Maintenance On Alt Alarm Svc Ack? Date
Name Brd? Name Type State 1 2 Alarmed
UDS1-BD n WARNING
TEST RESULTS

Maintenance Name Alt. Name Test No. Result
UDS1-BD 138 NO BOARD
UDS1-BD 139 NO BOARD
UDS1-BD 140 NO BOARD
UDS1-BD 141 NO BOARD
UDS1-BD 142 NO BOARD
UDS1-BD 143 NO BOARD
UDS1-BD 144 NO BOARD

Page 1

Alarm
Count

03/06/16:48 1/4

Error Code
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analog-testcall

test analog-testcall

test analog-testcall trunk-group# / member# | port location | board
location full | supervision | no-selftest | no-return-loss |
no-st-or-rl] [repeat#] [schedule]

Use test analog-testcall to use the Automatic Transmission Measurement System
(ATMS) to originate test calls over analog trunks. ATMS collects performance measurements on
the test call and compares them to administered thresholds. Detail and summary reports of
these measurements are generated with 1ist testcalls.

You can specify testing of an entire trunk group or an individual trunk using either group/
member addresses or port and circuit pack location. The type of test call, the number of the
testing line on the far-end switch and various other parameters must be administered on the
Trunk Group screen before the command can execute.

The test analog-testcall test aborts when attempting a test call on these trunk groups:
1 ISDN-PRI
1 SIP
1 DID
1 Any incoming trunk group (transmission tests can only be run on outgoing trunks)

ATMS, test analog-testcall, and the measurement reports are described in Automatic
Transmission Measurement System (ATMS) in Automatic Transmission Measurement System
in Maintenance Procedures for Avaya Communication Manager, Media Gateways and Servers
(03-300432) (formerly 03-300192).

announcement-board

See:

disable announcement-board on page 61
enable announcement-board on page 62
announcement on page 62.

disable announcement-board

disable announcement-board X

See enable announcement-board on page 62.
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enable announcement-board

enable announcement-board X

Use enable/disable announcement-board to administer a specific announcement
board on your system. The Maximum TN2501 VAL Boards field and Maximum G700/G350
VAL Sources field on the system-parameters customer-options screen must be set
properly in order to use enable/disable announcement-board. For information on
administering announcement boards, see Administrator Guide for Avaya Communication
Manager (03-300509).

Action/Object Qualifier | Qualifier Description Login Default

enable announcement board X
disable announcement board

announcement

list announcement

list announcement [ext x] [ to-ext x] [count n] [type x] [schedule]

62 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info



List of SAT Commands

Use 1list announcement to see announcement information listed by extension.

Action/Object Qualifier Qualifier Description Login

list list all announcements by extensions init

announcement inads
ext x list information for a specific extension. Also use g[lasf,;‘

list announcement x.
rcust

to-ext x | when used with [ext x], list information for all
announcement beginning with one extension and
ending with another.

count n list a certain number (n) of announcements

type x list all announcements of a specific type

schedule | See Common Input Parameters on page 25.

Examples:

list announcement

list announcement 27740

list announcement ext 27740

list announcement 27740 to-ext 27750
list announcement 27740 count 10

list announcement 27740 type
integrated count 10
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The following screen shows the display for 1ist announcement.

list announcement

Announcement
Extension
57700
57800
57850
59620
59621
59622
59623
59624
59625
59626
59627
59628
59629
59630
59631
59632

ANNOUNCEMENTS/AUDIO SOURCES

Type

integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated
integrated

Name

AUTOVOAAnnouncement
AUTOCollDigitAnnounce
AUTORecordPlaybackAnnounce
please _hold stl2

voa

voa extra long
collectledigits

direct agent announcement
announcement025longfilename
announcement026longfilename
announcement027longfilename
announcement028longfilename
announcement029longfilename
announcement030longfilename
announcement031llongfilename
announcement032longfilename

Page

Source
Pt/Bd/Grp
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05
01A05

1

Num of
Files
1

e e e e e e e

arp

netstat arp

netstat arp [unsorted |

Use netstat arp to:

ip-sort | mac-sort | ck-dup]
[all | board board-location]

1 Display the C-LAN circuit pack’s Address Resolution Protocol (ARP) table

1 Help troubleshoot, isolate, and correct duplicate IP addresses within the network

netstat arp ck-dup is the default.
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The output of netstat arp shows as many pages as are required to display all of the data
received from the C-LAN boards.

Action/Object Qualifier Qualifier Description Login
netstat arp | unsorted ARP data in the order it was received init
ip-sort ARP data by IP address inads
mac-sort | ARP data by MAC address C{a{.t
ck-dup ARP entries that contain duplicated IP er?nll(()rRASP
addresses

The following screen shows an example for netstat arp unsorted.

netstat arp unsorted Page 1 of 3

Seq Dup Board Mtce Ip MAC Arp/Err
Num Status Location Name Address Address Type

0001 11B15 CLAN-BD 130.240.060.250 02:e0:3b:db:c8:0a Dynamic
0002 11B14 CLAN-BD 190.010.130.250 00:30:6d:19:5c:0f Dynamic
0003 11B13 CLAN-BD 130.000.190.250 00:60:2f:29:45:05 Dynamic
0004 11B12 CLAN-BD 130.000.000.090 08:00:20:81:cc:b8 Dynamic
0005 11B11 CLAN-BD 130.000.160.240 00:00:81:5a:27:05 Dynamic
0006 11B10 CLAN-BD 130.000.160.220 08:00:20:1d:a7:0a Dynamic
0007 12B15 CLAN-BD 130.000.160.221 08:00:20:7d:ff:6a Dynamic
0008 12B14 CLAN-BD 130.000.190.200 00:00:81:7f:5d:e8 Dynamic
0009 12B13 CLAN-BD 130.000.190.201 08:00:20:81:cc:b8 Dynamic
0010 12B12 CLAN-BD 220.000.000.000 01:00:5e:00:00:00 Dynamic
0011 12B11 CLAN-BD 220.000.000.000 01:00:5e:00:00:00 Dynamic
0012 12B10 CLAN-BD 220.000.000.000 01:00:5e:00:00:00 Dynamic
0013 13B15 CLAN-BD 220.000.000.000 01:00:5e:00:00:00 Dynamic
0014 12B14 CLAN-BD 220.000.000.000 01:00:5e:00:00:00 Dynamic
0015 12B13 CLAN-BD 130.000.000.140 01:50:da:bf:ae:2a Dynamic
0016 04A06 CLAN-BD 135.009.005.164 00:00:da:bc:84:63 Dynamic

Use netstat arp field descriptions on page 67 to interpret this report.
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The following screen shows an example for netstat arp ip-sort all

netstat arp unsorted Page 1 of 3

Seq Dup Board Mtce Ip MAC Arp/Err
Num Status Location Name Address Address Type

0001 12D15 CLAN-BD 130.001.002.001 00:20:fc:1e:13:£9 Dynamic
0002 15D14 CLAN-BD 130.001.002.002 08:00:20:87:£0:87 Dynamic
0003 13D15 CLAN-BD 130.001.002.003 00:80:c7:ac:f0:dc Dynamic
0004 05A10 CLAN-BD 130.001.002.004 00:50:04:d9:b2:0b0 Dynamic
0005 11E09 CLAN-BD 130.001.002.005 00:a0:c9:a4:76:4d Dynamic
0006 12E14 CLAN-BD 130.001.002.006 00:50:da:ba:c7:93 Dynamic
0007 11D10 CLAN-BD 130.001.002.007 00:50:04:d9:bl1:4f Dynamic
0008 11D11 CLAN-BD 130.001.002.008 08:00:20:75:e3:86 Dynamic
0009 03C09 CLAN-BD 135.003.004.001 08:00:20:7a:ff:b2 Dynamic
0010 10E10 CLAN-BD 135.003.004.002 08:00:20:7a:ff:b2 Dynamic
0011 DUP 05A15 CLAN-BD 135.003.004.003 08:00:20:81:cc:b8 Dynamic
0012 DUP 07B0O5 CLAN-BD 135.003.004.004 08:00:20:83:21:d0 Dynamic
0013 11B12 CLAN-BD 135.009.004.130 00:01:02:60:a5:43 Dynamic
0014 10C09 CLAN-BD 135.009.004.131 00:20:¢c9:02:89:d7 Dynamic
0015 03D15 CLAN-BD 135.009.004.132 00:50:da:bf:ae:2a Dynamic
0016 04A06 CLAN-BD 135.009.005.164 00:00:da:bc:84:63 Dynamic

Use netstat arp field descriptions on page 67 to further interpret this report.

The following screen shows an example for netstat arp mac-sort.

netstat arp mac-sort Page 1 of 3

Seq Dup Board Mtce IP MAC Arp/Err
Num Status Location Name Address Address Type

0001 03E09 CLAN-BD 135.240.060.000 00:00:3c:04:2d:55 Dynamic
0002 02A15 CLAN-BD 135.240.060.001 00:00:3c:04:7b:bl Dynamic
0003 10B12 CLAN-BD 135.000.190.010 00:00:77:01:ab:91 Dynamic
0004 09C13 CLAN-BD 135.000.190.011 00:00:81:5a:27:05 Dynamic
0005 11D15 CLAN-BD 135.000.190.012 00:00:81:7f:5c:e8 Dynamic
0006 12B08 CLAN-BD 135.000.190.013 00:00:a2:c3:82:0a Dynamic
0007 14C06 CLAN-BD 135.009.160.110 00:00:25:14:39:00 Dynamic
0008 15C11 CLAN-BD 135.009.160.111 00:00:a5:£5:38:00 Dynamic
0009 02A15 CLAN-BD 135.009.190.112 00:00:25:£7:38:00 Dynamic
0010 16D11 CLAN-BD 135.009.004.240 00:01:02:36:7c:cl Dynamic
0011 04A08 CLAN-BD 135.009.004.241 00:01:02:60:a5:43 Dynamic
0012 09B15 CLAN-BD 135.009.004.242 00:01:02:60:a5:6b Dynamic
0013 15D13 CLAN-BD 135.009.004.243 00:01:02:60:a5:72 Dynamic
0014 13A14 CLAN-BD 135.009.004.244 00:01:02:60:a5:82 Dynamic
0015 07B09 CLAN-BD 135.009.004.245 00:01:02:60:a5:df Dynamic
0016 04A06 CLAN-BD 135.009.005.164 00:01:02:bc:84:63 Dynamic

Use the netstat arp field descriptions on page 67 to further interpret this report.
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netstat arp ck-dup

Seq Dup Board Mtce Ip MAC Arp/Err
Num Status Location Name Address Address Type

0001 DUP 03B11 CLAN-BD 135.000.160.110 08:00:6a:19:04:c3 Dynamic
0002 DUP 04B14 CLAN-BD 135.000.160.110 00:00:00:00:00:00 Dynamic

Use netstat arp field descriptions to interpret this report.

If the system finds no duplicate IP address, it displays NO DUP IP ADDRS

netstat arp field descriptions

netstat arp field descriptions

Field Description
Seq Num A switch-generated, sequential reference number
Dup Status Displays DUP if a duplicated IP address is found

Board Location

Location of the TN799DP (C-LAN) circuit pack

Maint Name Maintenance Name of the circuit pack

IP Address IP address

MAC Addr The MAC address

Arp/ErrType Other — The IP address and the MAC address for the entry are

dissociated. This can be ignored.

Invalid — The IP and MAC address for this entry are disassociated. This
can be ignored.

Dynamic — needs further investigation.

Static — needs further investigation.

BRD BUSY - the CLAN-BD has been busied out.

LPBCK IP -Loopback query failed, typically because the RSCL is down.
SNMPFAIL - SNMP query to the board failed.

Timeout - SNMP query timeout.
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ars route-chosen

list ars route-chosen

list ars route-chosen X [location n | all] [partition n] [schedule]
Screen name: ARS ROUTE CHOSEN REPORT

Use 1list ars route-chosen to see the parameters used by ARS to route a call to a
specific number (x).
See also the ARS Routing Table for more information about the routing of the call.

The following is an example of the results of 1ist ars route-chosen.

list ars route-chosen 5551234
ARS ROUTE CHOSEN REPORT

Location: 1 Partitioned Group Number: 1
Dialed Total Route Call Node
String Min Max Pattern Type Number Location
5 7 7 2 hnpa all
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list ars route-chosen screen field descriptions

list ars route-chosen field descriptions

Field

Description

Location

Location from the command line or default 1.

Partitioned Group

Partitioned Group Number as entered on the command line or 1.

Number

Dialed String The matched entry in the ARS Digit Analysis Table

Total Minimum and maximum length of the string matched in the ARS Digit
Min Analysis Table.

Max

Route Pattern

Route Pattern used to route the call.

Call Type

The call type as matched on the ARS Digit Analysis Table. See
change ars analysis in the Administrator Guide for Avaya
Communication Manager (03-300509) screen reference for full
explanation of this field.

Node Number

Node number as matched on the ARS Digit Analysis Table.

Location Phones dialing from this location use the entries on this form.
If there are no matching entries in the phone’s location, Communication
Manager tries the entries in location all.
attendant

status attendant

status attendant console#

Use status attendant to see the operational state of the specified attendant console. This
information can help in trouble diagnosis and in locating facilities to which the attendant console

is connected.
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The following example shows the output from status attendant.

status attendant 1
ATTENDANT STATUS
Console Number: 1 Service State: in-service/night service

Port: 01C1106 Download Status: no
Connected Ports:

status attendant field descriptions

status attendant

Field Description

Console Number Number assigned to the attendant

Port Port location of the attendant (cabinet-carrier-slot-circuit)

Service State In-service/idle, in-service/active, out of service, or disconnected

Usage State Idle or active

Maintenance Busy y/n Is maintenance testing the object

State

Connected Ports Port locations to which the attendant is communicating
(cabinet-carrier-slot-circuit).

atm board

S8700 series

status atm board

status atm board location

Use status atmboard to see when the circuit pack was last inserted or when a link went
down or came back up.
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The following example shows the output from status atm board 2a01 with Personality

ATM-EL.

UNI State:
ILMI State:

status atm board 02A01

Location:

Network Address:
Admined Address:

Board Insertion:

ILMI Board sysUpTime:

up:
up:

ATM BOARD
02A01 Personality: ATM-EI

4700580601d052ae9000££e1000000£2d100040
4700580601d052ae9000££e1000000£2d100040

Match: Yes

10/17/2007 12:14:09 Board Boot: 10/16/2007 12:24:36

0x0093b930 ILMI Network sysUpTime: 0x0Odcé67fca

Last Down:
Last Down:

10/16/2007 12:25:15
10/16/2007 12:25:08

Last Up:
Last Up:

The following example shows the output from status atm board 4c04 with Personality

ATM-TRK.

status atm board 02201

Location:

Board Insertion:

ATM BOARD

02A01 Personality: ATM-TRK

10/17/2007 12:14:09 Board Boot: 10/16/2007 12:24:36

status atm board field descriptions

status atm board field descriptions 1 of 2

Field Description
Location physical port location of the ATM circuit pack
Personality ATM-EI, ATM-TRK
Network Address Network address obtained from the ATM circuit pack
10f 2
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status atm board field descriptions 2 of 2

Field Description
Admined Address administered network address
Match compares the administered address with the network address
Board Insertion month, day, year, hour, minute, and second of last board insertion
Board Boot month, day, year, hour, minute, second of when the board last booted
ILMI Board ILMI board up time in 1/100 seconds
sysUpTime
ILMI Network ILMI network up time in 1/100 seconds
sysUpTime
UNI State, Last UNI state, and the last time the link went down and/or came up.
Down, Last Up
ILMI State, Last ILMI state, and the last time the link went down and/or came up.
Down, Last Up

2o0f 2

atm pnc

S8700 series

See:

add atm pnc on page 72
change atm pnc on page 74
display atm pnc on page 74
list atm pnc on page 76

add atm pnc

add atm pnc n [next]
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Use add atm pnc nto add a new ATM PNC to an $8700 MC.

Action/Object Qualifier Qualifier Description Login Default
add atm pnc | n The number to assign to the ATM PNC init
next Next available number inads
Examples: craft
add atm pnc 23
add atm pnc next

The following example shows the output for add atm pnc next on an $8700 MC.

add atm pnc next Page 1 of 1
ATM PNC
Connection Number: 17
Location:
Name :
Address Format: E.164 ATM Private
AFI: 39
E.164:
HO-DSP:
EST:
SEL:

add atm pnc field descriptions

add atm pnc field descriptions

Field Description

Location Physical location: cabinet, carrier, slot (2a15)

Name 16-character alpha-numeric characters for identification

Address DCC ATM, E.164 ATM Private, ICD ATM

Format

E.164 Up to 15 decimal digits

HO-DSP Switch network prefix, part of the address of the PNC that interfaces with an
ATM switch

ESI End system identifier, part of the address of the PNC that interfaces with an
ATM switch

SEL Selector, part of the address of the PNC that interfaces with an ATM switch
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change atm pnc

change atm pncn

Use change atm pnc to change the name of the ATM switch on S8700 MC.

Action/Object Qualifier | Qualifier Description Login | Default

change atm pnc n Number assigned to the ATM PNC
Example: change atm pnc 23

See add atm pnc on page 72 for example screen and field descriptions.

display atm pnc

display atm pnc n [schedule]

Use display atm pnc to see specific ATM PNC data for configurations that have an ATM
PNC. If the Async Transfer Mode (ATM) PNC field on the display system-parameters
customer-options screenis n, display atm pnc produces the error message “atm” is
an invalid entry.

Action/Object Qualifier Qualifier Description Login Default
display n The administered number of the ATM PNC. | init
atm pnc schedule | See Common Input Parameters on page 25. | inads

craft

The following example shows the output for display atm pnc 2 for S§700 MC.

display atm pnc 2
ATM PNC
Connection Number: 2
Location: 01DO1
Name: dup atm pnc

Address Format: ICD ATM

AFI: 47
ICD: 0005
HO-DSP: 80FFE1000000F21C31D4
ESI: 000000010D0O1
SEL: 00
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display atm pnc field descriptions

Each PNC that interfaces with an ATM switch has a unique 40-digit ATM address. The address
is made up of a switch network prefix (AFI through HO-DSP), an end system identifier (ESI) and

a selector (SEL).

display atm pnc field descriptions

Field Description

Connection Administered number of the ATM PNC.

Number

Location Cabinet, carrier, slot location of the ATM circuit pack.
Name Unique name for the PNC.

Address Format

Indicates the format of the PNC’s ATM address. Valid values are:
1 DCC ATM (Data Country Code)

1 ICD ATM (International Code Designator)
1 E.164 ATM private.

AFI Address Format Identifier. Valid values are:
1 39 for DCC
1 47 for ICD
1 45 for E.164.

DCC Data Country Code, International Code Designator, or ISDN E.164

ICD address depending on the address format.

E.164

HO-DSP High-Order Domain Specific Part.

ESI End System Identifier uniquely identifies a PNC connected through an
ATM switch. The ESl is the Media Access Control (MAC) address
programmed into the TN2305X/TN2306X ATM interface circuit packs. The
MAC address is located on the MAC address button on the circuit pack.

SEL Selector byte is always 0.
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list atm pnc

list atm pnc [schedule]

Use 1list atm pnc to list the administered ATM PNC equipment in the system.

Action/Object Qualifier Qualifier Description Login Default
list atm pnc | schedule | See Common Input Parameters on init
page 25. inads
craft
The following example shows the output for 1ist atm pnc.
list atm pnc Page
ATM PNC

PNC A-PNC B-PNC

Connection # LOoC LOC

1 01co01

2 01D01

3 02201

4 02E01

5 03A01

6 03E01

7 04A01

8 04E01

9 05A01

10 05E01

11 06A01

12 06E01

13 07201

14 07E01

press CANCEL to gquit -- press NEXT PAGE to continue
audio-group

See:
list audio-group

list usage audio-group

76 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info




List of SAT Commands

list audio-group

list audio-group { [1-Max]

[schedule]

( number n | (to-number n) | count n)}

Use 1list audio-group to list all audio groups and see how many members (audio sources)

are in each group.

For more information on the Audio Groups screen, see Administrator Guide for Avaya
Communication Manager (03-300509).

to-number n

count n

schedule

Action/Object Qualifier Qualifier Description
list audio-group | 1-Max audio group number to list
number n

range of audio group numbers to list
number of audio groups to see on the page

See Common Input Parameters on page 25.

The following is an example of 1ist audio-group.

list audio-group

Group
1
12
23

At End of Member

AUDIO GROUPS

Name Number or Sources
Relaxation Music 2
Forgive the wait 20
Best deals for today 30

List

Page 1

list audio-group field descriptions

list audio-group field descriptions

Field Description
Group Number of the Audio Group
Name Name of the Audio Group

Number of Sources

Number of members (audio group sources) in the audio group
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list usage audio-group

list usage audio-group n [schedule]

Use 1list usage audio-group to see all extensions that refer to the specified audio group.

For more information on the Announcements/Audio Sources screen, see Administrator Guide

for Avaya Communication Manager (03-300509).

Action/Object Qualifier Qualifier Description
list usage audio-group n audio group number
schedule See Common Input Parameters on page 25.

The following is an example of 1ist usage audio-group.

list usage audio-group Page 1
ANNOUNCEMENTS\AUDIO SOURCES

Ann. Group/

No Ext. Type COR TN Name O Olen Pr Rt Port

2 45525  integrated 1 1 PresidentzWelcome G3
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audits

See:
clear audits on page 79
status audits on page 79

clear audits

Use clear audits to clear cumulative and/or peak hour’s data collected for each data
relation audit. Clear audits clears old data to display data collected since the last clear
audits when status audits is run. See status bri-port on page 102.

Action/ Qualifier Qualifier Description Login | Feature
Object Interaction
clear cumulative | Clears data collected about the peak | init See Feature
audits hour since the last reboot or clear inads | interactions for
audits cumulative clear audits
peak-hour Clears peak hour data
Examples:
clear audits cumulative
clear audits peak-hour

Feature interactions for clear audits

Status audits displays data cleared by clear audits. After clear audits executes
successfully, display audits cumulative and/or display audits peak-hour display
information collected since the last clear audits. The start date displays on the status
audits screen reflecting the time that clear audits executed.

status audits

Use status audits to see the results of Data Relation Audits that are built into the switch.
Data Relation Audits check for inconsistencies between selected data items in the switch, and
report inconsistencies. Data Relation Audits are useful during development and testing phases
of projects to uncover software errors. In the field they help the switch to recover from data
corruption before service is interrupted.

Status audits displays the date and time that the requested interval begins, the number of
times that the full sequence of audits executes (audit cycles), and status information about each
audit that detected a problem or aborted during the interval. The status information contains:

1 The name of the audit
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1 The number of times that an audit ran and corrected an error

1 The number of times that an audit ran and detected an irreparable error

1 The number of times that an audit ran and aborted

1 The date and time that the audit first detected a problem (only for cumulative)
1 The time of the most recent error detected by the audit (only for cumulative)

Audit data information cumulates from the last reboot or the last clear audits cumulative
command, and for peak hours since the last reboot or the last clear audits peak-hour or
clear audits cumulative.

Note:

Single process restarts, warm starts, cold 2 restarts, cold 1 restarts, or processor
interchanges do not clear this data.

Audits can execute directly using test MO. For example, test MO 1 8192 p 512 t 0
executes the Station Connections Audits, audit names and numbers (names) included in
Table 11: Time-available Maintenance Audits on page 83. When the “test MO” command
executes an audit, report results display on the screen. In general, errors discovered from a
demand tests are not logged in the error logs. To be consistent with other error logging, and to
avoid confusion, errors that are discovered from a demand test that executes an audit are not
displayed.

The screen does not automatically update, but reflects the system at the time of the request.

Action/ Qualifier Qualifier Description Login Feature
Object Interaction
status peak-hour data collected since the last reboot | init see Feature
audits or since the last execution of clear | inads | interactions for
cumulative | @udits cumulative. status audits on
Data for the peak hour since the page 83

last reboot or since the last
execution of the clear audits
cumulative Or clear audits
peak-hour.
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e output from status audits.

status audits cumulati

Start Date: 13:00 THU N

Audit # Cycles #
Name Fixed Data

CR-AUDIT 1
HU-CALLS
SE-CALLS
TTR-SID
CO-CALLS
DE-CALLS
TR-QUE
CTRK
AT-ADM
PC-ADM
PRI

a

PR OR R R RPN W

ve
AUDIT STATUS INFORMATION

OV 1 2007 # of Audit Cycles Completed: 67532

Cycles Could # Cycles First Most Recent
Not Fix Data Audit Aborted Error Error
0 0 11/02/10:12 11/02/19:17
0 0 11/02/10:12 11/02/10:20
0 1 11/02/10:13 11/02/19:14
0 0 11/02/02:17 11/02/02:17
0 0 11/02/02:16 11/02/02:16
0 0 11/02/10:12 11/02/10:12
0 0 11/02/13:05 11/02/13:05
1 0 11/01/10:12 11/02/10:12
0 0 11/01/10:12 11/02/10:12
0 0 11/01/15:05 11/02/15:05

status audits peak-hour

Start Date: 10:00 THU

Audit # Cycles
Name Fixed Data
HTLK 0
HU-CALLS 2
CR-AUDIT 1
DE-CALLS 1
CTRK 0
AT-ADM 1
CO-ADM 1
SE-CALLS 0
PRI-USR (SCH) 1

AUDIT STATUS INFORMATION

NOV 01 2007 # of Audit Cycles Completed: 25
# Cycles Could # Cycles
Not Fix Data Audit Aborted
25 0
0 0
0 0
0 0
1 0
0 0
0 0
0 1
0 0

Audit information displays with one line of data displayed audit that has detected an error or
aborted. Audits that did not detect any errors or aborted do not display. The output sorts in

descending order, based on the

sum of the values in the # Cycles Fixed Data, # Cycles Could

Not Fix Data, and # Cycles Audit Aborted fields.
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status audits field descriptions

status audits field descriptions

Field Description

Start Date | Date and time that interval begins.
cumulative = date and time of the last reboot or of clear audits
cumulative
peak-hour = date and time of the beginning of the peak hour since the last
reboot or of clear audits cumulative or of clear audits peak-hour

# of Audit Number of audit cycles completed in the specified interval (0 — 999999).

Cycles Asterisks indicate numbers that exceed 999999. The switch executes audits in

Completed | a set order. After all audits execute, the switch restarts the sequence.
Individual audit values can be larger than the values described below (if the
switch is partially through another audit cycle). Audit Cycles numbers do not
apply to these audits that execute as part of scheduled maintenance.

Audit Audit’'s name that detected an error or aborted. A few audits do not run in the

Name normal audit sequence. Instead, they execute as part of scheduled
maintenance and are marked with “(SCH)” following the audit name.

# Cycles Number of times that the audit ran, in the specified interval, and found a fixable

Fixed Data | problem. (0-65534) Asterisks are used form numbers that exceed 65534.

# Cycles Number of times that the audit ran, in the specified interval, and found an

Could Not problem that could not be fixed. The audited switch data is inconsistent when

Fix Data this happens. (0—65534) Asterisks are used for numbers that exceed 65534.

# Cycles Number of times that the audit ran, in the specified interval, and aborted due to

Audit an internal error. (0—65534) Asterisks are for numbers that exceed 65534.

Aborted

First Error | Date and time that the audit first detected fixed data, could not fix data or audit
aborted problems since the last clear audits cumulative command.
Example: 03/27/14:31 for 2:31 pm, March 27th. Appears with status audits
cumulative.

Most Date and time that the audit last detected fixed data, could not fix data or audit

Recent aborted problems since the last “clear audits cumulative” command. Example:

Error 03/27/14:31 for 2:31 pm, March 27th. Appears with status audits
cumulative.
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Feature interactions for status audits

| clear audits affects the data from status audits cumulative and status
audits peak-hour

| clear audits cumulative clears data collected to date, resets the start time kept for
that data, and clears peak hour data

1 clear audits peak-hour clears data kept for the peak hour so that a new peak hour can
be established

Table of audits

Table 11: Time-available Maintenance Audits on page 83 shows the names of the audits that
are run as part of time available maintenance, the audit number (pname) and a short description
of each audit. These audits execute using Iname MO_DR_AUDIT (8192). These audits may
execute using the test mo command with Iname 8192, pname “audit number,” and test
number O (for example, test mo 1 8192 p 607 t 0 executes the AC state audit).

Table 11: Time-available Maintenance Audits 7 of 6

Audit name Audit Description
number
AAP-MSG 585 aap message buffer audit
AC-ISG 607 AC state audit
ADJUSR 595 Adjunct user record audit
ADMTRM 559 Administration terminal audit
ANUR-A 589 Announcement user record audit
AN-ADM 574 Announcement group administration audit
AN-CALLS 572 Announcement group calls audit
AN-QUE 577 Announcement group queue audit
AQSA 545 ACB queue slot allocation audit
ASLINK 606 ASAI link status audit
ASYLED 605 ASAI yellow LED audit
ATACT 558 Attendant active audit
ATAV 557 Attendant availability audit
AT-ADM 529 Attendant group administration audit
10f6
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Table 11: Time-available Maintenance Audits 2 of 6

Audit name Audit Description

number
AT-CALLS 515 Attendant group calls audit
AT-QUE 523 Attendant group queue audit
ATSC-AUD 561 ISDN-PRI TSC UUI Buffer Audit
AUR-A 540 Attendant user record audit
AU-CIDP 596 Announcement user cid/port audit
BR-CALLS 629 Bridged extensions audit
BRDG-LK 625 bridging button lock audit
BUTLK 560 Button lock audit
CALK 569 Coverage answer member lock audit
CATT 527 Attendant connections audit
CD-PN-TAB 622 CD_Pn_tab Audit
CDM 528 Data module connections audit
CLDIR 631 Clear Directory DEMAND-ONLY audit
CNF-A 637 conference record audit
CO-ADM 530 Coverage group administration audit
CO-CALLS 516 Coverage group calls audit
CR-AUDIT 513 Call processing data audit
CSR-A 544 Connection service record audit
CSTAT 512 Station connections audit
CTRK 526 Trunk connections audit
DA-CALLS 583 DAP call record audit
DA-CR 628 dap call records audit
DA-MSG 584 DAP message buffer audit
DE-ADM 531 Data extension group administration audit
DE-CALLS 517 Data extension group calls audit

20f6

84 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info



Table 11: Time-available Maintenance Audits 3 of 6

List of SAT Commands

Audit name Audit Description

number
DIR 630 integrated directory audit
DMLK 563 Data module lock audit
DMTM-A 640 multimedia data index audit
DUR-A 543 Data user record audit
DXLK 567 Data extension member lock audit
EAL-VCTOKEN 644 EAL SVC Objects audit
EI-TAB 620 Expansion Interface Table Audit
EMMC-LL 657 EMMC: EMMC_T linked list audit
FHT 554 Facility status hundreds table audit
FSM-TIMER 632 fsm (fac_st) timer audit
FTED 553 Facility status tracked user audit
FTING 552 Facility tracking user audit
FTSRA 593 Fiber time-slot record allocation audit
GIP-TIMER 611 GIP Timer Audit
H248TERM-DR 659 H248 term data relation audit
HTLK 568 Hunt member lock audit
HU-ADM 532 Hunt group administration audit
HU-CALLS 518 Hunt group calls audit
HU-QUE 524 Hunt group queue audit
IAP-CALLS 590 IAP call record audit
IAP-URB 591 IAP user record audit
IGAR 654 IGAR: UM<->CM data relations audit
IM-HMM 579 HMM image table audit
INST-LNK 604 Instigator/down-link user link audit
IP-EPT-TAB 651 IP EPT table audit

3of6
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Table 11: Time-available Maintenance Audits 4 of 6

Audit name Audit Description

number
IPBW-AUD 653 IP bandwidth audit for CAC
IPSI-HMM 650 IPSI clock/pktint audit
ISGR-A 594 ISG call record audit
LIP-TIMER 626 LIP Timer Audit
LOG-A 570 MDM error/alarm log audit
MAP-HMM 580 HMM map status table audit
MIS-FAC 587 MIS facility state audit
MM-A 636 meet-me user CID audit
MMIP-EPT-TAB 655 MM |IP EPT table audit
MP-ADM 575 Modem pool group administration audit
MP-CALLS 573 Modem pool group calls audit
MP-CHL-TAB 661 Medpro channel table audit
MSAP-MSG 600 msap message buffer audit
MSAP-PCALLS 623 masi path call record audit
MSAP-REC 601 msap local record audits
MSGQ-HMM 582 HMM map request queue audit
MS-CALLS 588 MISAP call record audit
MTM-A 638 multimedia complex audit
MTMU-A 641 multi media user CID audit
MUSIC-AUD 634 Multiple Music audit
MUV 555 Message user verification audit
MWIA 550 Message waiting indicator audit
MWL-NOAP 599 Message waiting lamp no AP audit
NR-IGAR 656 IGAR: CM net region audit
PA-ADM 533 Paging group administration audit

4 0of 6

86 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info




List of SAT Commands

Table 11: Time-available Maintenance Audits 5 of 6

Audit name Audit Description

number
PA-CALLS 519 Paging group calls audit
PCLK 566 PCOL member lock audit
PC-ADM 535 Personal CO line group administration audit
PC-CALLS 521 Personal CO line group calls audit
PE-CALLS 608 PRI Endpoint calls audit
PINC-TAB 614 Packet Inter-Port Network Connection Sub-Table audit
PI-ADM 534 Pickup group administration audit
PK-ALERT 586 pickup alert audit
PKT-VCTOKEN 643 Packet SVC Obijects audit
PLIP-LNK 602 LIP link audit
PN-HMM 578 HMM pname table audit
PRI-CR 598 PRI call record audit
PRI-TBUF 592 TSCUUI buffer audit
PUR-A 541 Phantom user record audit
SBS-MTM-A 652 SBS trk MTM index Audit
SDSBUF 581 Service dispatcher stim buffer audit
SDSID 571 Service dispatcher SID audit
SE-ADM 538 Terminating extension group administration audit
SE-CALLS 537 Terminating extension group calls audit
SMTM-A 639 multimedia station index audit
STNLK 562 Station lock audit
SUR-A 539 Station user record audit
S-INC-TAB 613 Service Inter-Port Network Connection Sub-Table audit
S-LD-TAB 635 Service port listen disconnect subtable audit
S-PT-TAB 612 Service-Port Connection Sub-Table audit

50f6
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Table 11: Time-available Maintenance Audits 6 of 6

Audit name Audit Description

number
S-TAB 619 Service Table Audit
TDM-VCTOKEN 642 TDM SVC Objects audit
TEGLK 565 TEG member lock audit
TKLK 564 Trunk lock audit
TONE-TS 610 Tone Time Slot Sub-table Audit
TR-ADM 536 Trunk group administration audit
TR-CALLS 522 Trunk group calls audit
TR-QUE 525 Trunk group queue audit
TR-SID 514 Touch tone receiver audit
TR-TAB 621 Touch Tone Receiver Table Audit
TSC-PRI 520 ISDN-PRI TSC resource audit
TSRA 547 Time slot record allocation audit
T-TS-TAB 615 Tone Time Slot Connection Sub-Table Audit
TTI-AWOH 616 TTI/AWOH Audit
UGMA 551 User group membership audit
UPUSR-LNK 603 Up-link user link record audit
URMB 548 User record maintenance busy audit
VDNMM-CALLS 658 VDN MM EMMC: Call Audit
VDN-AUD 633 VDN Call Count Audit
XMOBILE-UPGRADE |649 XMOBILE type upgrade audit
MGMC-AUD 542 MGMC Message table audit

6 of 6
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Table 12: Scheduled Maintenance Audits on page 89 shows the names of audits that run as
part of scheduled maintenance, the audit number (pname) and a short description of each audit.
These audits execute using Iname MO_SCH_AUDIT (8193). These audits may execute using
the test MO command with Iname 8193, pname “audit number,” and test number 0. For
example, test MO 1 8193 p 556 t 0 executes the Message Waiting Lamp Audit audit.

Table 12: Scheduled Maintenance Audits

Audit name Audit number | Description

BRG-REC 647 bridge record audit

BUTC 609 Button memory compaction audit

LABEL-AUD 660 Custom button label audit

MWL 556 Message Waiting Lamp Audit

NUMBER-MAPPING | 648 XMOBILE mapping tables audit

PRI-USR 597 PRI user record audit

SSUR-FREE 662 Shared station user record free list audit

SUR-FREE 624 Station User Record Free List Audit

MWL-NOAP 599 MSG Message Waiting Lamp Audit
bcms

See:

monitor bcms on page 89

list becms: see Avaya Communication Manager Call Center Software Basic Call Management
System (BCMS) Operations (07-300061) for more information on BCMS commands and
reports.

monitor bcms

monitor bcms split split# | system split# | skill skill# | vdn vdn#

Use monitor bems to see a summary of Basic Call Management System (BCMS) conditions
for agents and splits. The on-line status report is automatically updated every 30 seconds or on
demand by pressing UPDATE. Press CANCEL and terminate the login to cancel monitor
bcms.
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Action/ Qualifier Qualifier Description
Object
monitor | split split# status of 1 split and the number of the split (ACD hunt
bcms system system# group number).
status of the split queue and cumulative split information
skill skill# for every split measured by BCMS, and the numbers of

the split (ACD hunt group numbers) separated by spaces
and/or split number ranges separated by a hyphen (-).

status of 1 particular skill group and the number of the
group.

vdn

vector directory number

Examples: monitor bcms system
mon bcms spl 1

The following is an example of monitor bcms system.

monitor bcms system Page 1 of 1
BCMS SYSTEM STATUS
Date: 14:02 THU OCT 18 2007
AVG AVG AVG AVG $IN
CALLS OLDEST SPEED AVAIL ABAND ABAND ACD TALK AFTER SERV
SPLIT NAME WAIT CALL ANS AGENT CALLS TIME CALLS TIME CALL LEVL
Service 3 1:03 145 0 3 : 30 20 2:30 1:25
Sales 5 :33 :15 0 11 :45 36 1:32 :35
monitor bcms system field descriptions
monitor bcms system field descriptions 71 of 2
Field Description
Date The current date and time. Updated every 30 seconds or when UPDATE is
pressed.
SPLIT The name of the split being reported. If no name is administered, the split
extension appears as “EXTxxxxx”. Splits appear in split number order.
CALLS The number of calls currently waiting in this split's queue. Direct Agent Calls are
WAIT preceded by an asterisk. This field is real-time status data.
10f2
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monitor bcms system field descriptions 2 of 2

Field Description

OLDEST The amount of time that the oldest call has waited in queue. Real-time status

CALL data.

AVG The average time required for an answer in this split during the current period,

SPEED including time in queue and time ringing at the agent’s voice terminal. Intraflow

ANS calls (those that overflow from one ACD split to another split) will not have queue
time from previous splits included in the average. The calculation is Total Answer
Time/Total Automatic Call Distribution (ACD) Calls. This is measurement data
and includes only completed calls.

AVAIL The number of agents in this split currently available to receive an Automatic Call

AGENT Distribution (ACD) call from this split. Real-time status data.

ABAND The number of calls abandoned during the current period. This is measurement

CALLS data.

AVG The average time abandoned calls waited in queue before abandoning during

ABAND the current period. The calculation is Total Abandon Time/Total Calls Abandoned.

TIME This is measurement data and includes only completed calls.

ACD The number of Automatic Call Distribution (ACD) calls handled by this split

CALLS during the current period. This includes calls that intraflow into the split. This is
measurement data.

AVGTALK | The average talk time for Automatic Call Distribution (ACD) calls handled by this

TIME split during the current period. This does not include ring time at the agents’ voice
terminal. The calculation is Total ACD Talk Time/Number of ACD Calls. This is
measurement data and includes only completed calls.

AVG The average After Call Work (ACW) time for Automatic Call Distribution (ACD)

AFTER calls handled by this split during the current period. ACD calls with no ACW time

CALL are included in the average. Time spent on direct incoming or outgoing calls
while in ACW are not included in the average. The calculation is (Total ACW
Time - Total ACW Incoming Time - Total ACW Outgoing Time)/Total ACD Calls.
This is measurement data and includes only completed calls.

% IN Percent in Service Level for a particular skill. It is the percentage of calls that

SERV were offered to the skill that were answered within the administered Service

LEVL Level time according to the service agreement (for example, 80% of the calls

within 20 seconds. If all calls were answered in that time, the value for the IN
SERV LEVL would be 100%). The administered service level is defined on the
hunt group form.

20f2
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The following is an example of monitor bems split 1.

monitor bcms split 1 Page 1 of 1

Split: 1
Split Name: hunt group 1 Date: 9:02 TUE OCT 23 2007
Calls Waiting: 0

Oldest Call: 0:00

O0=Staffed 0=Avail 0=ACD 0=ACW 0=AUX 0=Extn 0=OtherSplit
AGENT EXT STATE TIME ACD EXTN IN EXTN OUT
CALLS CALLS CALLS

BCMS SPLIT (AGENT) STATUS

monitor bcms split field descriptions

monitor becms split field descriptions 7 of 2

Field Description

Split The number of the split requested. This is translation data.

Split The name of the split requested. If no name exists, “EXT xxxxx” appears.

Name

Date The current date and time, updated every 30 seconds or when the UPDATE key
is pressed.

Calls The number of calls currently waiting in this split's queue. Direct Agent Calls are

Waiting preceded by an asterisk. This is real-time status data.

Oldest The time in minutes:seconds that the current oldest call has waited in this split's

Call queue. This is real-time status data.

Staffed The number of agents currently logged into this split. This is real-time status data.

Avail The number of agents currently available to receive an Automatic Call
Distribution (ACD) call in this split. Agents are in the Auto-in or Manual-in work
modes and are not currently on a call. If the agent is on another split’s call or in
After Call Work (ACW) for another split, this agent is not considered available and
will not be recorded here. This is real-time status data.

ACD The number of agents in this split currently on an Automatic Call Distribution
(ACD) call for this split. This includes ACD calls handled by this split that arrive as
coverage from another split. This also includes outbound calls (Outgoing Call
Manager) distributed through the ACD. If an agent puts an ACD call on hold, but
does not enter another state (for example, the agent does not enter the AVAIL
state), the agent is still seen as in the ACD state. This is real-time status data.

10f2
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monitor bcms split field descriptions 2 of 2

Field Description

ACW The number of agents in this split currently in After Call Work (ACW) split. This is
real-time status data.

AUX The number of agents in this split currently in AUX work for this split. If an agent is
on another split's call or in After Call Work (ACW) for another split, this agent is
not considered in AUX work and is not recorded here. This is real-time status
data.

Extn The number of agents in this split currently on non-ACD (Automatic Call
Distribution) calls, incoming or outgoing directly to/from their extensions. If the
agents are also in After Call Work (ACW) or AUX they are recorded as Extn
rather than ACW or AUX. This is real-time status data.

OtherSplit | The number of agents in this split on another split’s call or in After Call Work
(ACW) for another split. Used if agents belong to multiple splits. This is real-time
status data.

AGENT The name of the agent associated with the extension. If no name exists this field
is blank.

EXT The agent’s extension. This field is translation data.

STATE The current state of the agent for this split. Possible states are Avail, ACD, ACW,
AUX, Extn In, Extn Out, OtherSplit, and Unstaff. This is real-time status data.

TIME The clock time at which the agent entered the current state. This is real-time
status data.

ACD The number of Automatic Call Distribution (ACD) calls (inbound and outbound),

CALLS that the agent has completed for this split during the current period (half hour or
hour). If the maximum number of 255 calls exceeded, 255 appears. This is
measurement data.

EXTN IN The number of non-ACD incoming calls that the agent has received and

CALLS completed during the current period, maximum 255. This is measurement data.

EXTN The number of outgoing non-ACD (Automatic Call Distribution) calls that the

ouT agent has completed during the current period, maximum 255. This is

CALLS measurement data.
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The following is an example of monitor bems vdn.

monitor bcms vdn 12345-12349

BCMS VECTOR DIRECTORY NUMBER STATUS

Date: 15:30 Mon Sep 24, 2007
AVG AVG AVG CALLS % 1IN
CALLS OLDEST ACD SPEED ABAND ABAND TALK/ CONN FLOW BUSY/ SERYV]
VDN NAME WAIT CALL CALLS ANS CALLS TIME HOLD CALLS OUT DISC LEVIL
knives 5 :25 50 :39 5 :45 2:30 0 0 24 91
EXT 12346%* 0 :00 0 :00 0 :00 :00 0 0 0 0

monitor bcms vdn field descriptions

monitor bcms vdn field descriptions 7 of 2

Field

Description

Date

The current date and time (updated every 30 seconds or when Update is
pressed).

VDN NAME

The name of the VDN being reported. If the VDN does not have a name
administered, this field displays EXT ## where #4 is the VDN extension.

CALLS WAIT

The number of calls that encountered this VDN and have not been
answered, abandoned, outflowed, or forced busy/disc. Includes calls in
queues, in vector processing, and ringing at an agent telephone.

OLDEST
CALL

The time the oldest call currently waiting has waited in the VDN. Timing starts
when the call enters the VDN.

ACD CALLS

The number of completed ACD calls answered in a BCMS-measured split.
The split may have been reached via the queue-to-main, check backup,
route-to, messaging split, or adjunct routing commands. Includes Direct
Agent calls (EAS only).

AVG SPEED
ANS

The average speed of answer for ACD and connect calls (see CONN CALLS
below) that have completed for this VDN during the current period. This
includes the time in vector processing, in a split queue, and time ringing. The
calculation is:

Total Answer Time

Total ACD Calls + Total CONNect CALLS
Answer time for a call is recorded when the call ends. For example, if a call
originates in interval x, is answered in interval y, and ends in interval z, the
associated answer and talk times are recorded in interval z.
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monitor bcms vdn field descriptions 2 of 2

Field Description

ABAND The number of calls to this VDN that have abandoned before being

CALLS answered during the current period. This includes VDN calls that were routed
to an attendant, telephone, or announcement, and abandoned before being
answered.

AVG ABAND | The average time abandoned calls waited before abandoning during the
TIME current period. The calculation is:

Total Abandon Time
Total Calls Abandoned

AVG TALK/ The average talk time for ACD calls completed by this VDN during the
HOLD current period. This does not include ring time, but it does include any time
the caller spent on Hold. The calculation is:

Total Talk Time
ACD Calls

CONN CALLS | The number of completed calls that were routed to a telephone, attendant,
announcement, messaging split, or call pickup and were answered there.

FLOW OUT The number of calls that were routed to another VDN or to a trunk, including
successful look-ahead attempts.

CALLS The number of calls that were forced busy or forced disconnect during the
BUSY/DISC current interval. This value includes:

Calls that encountered a busy or disconnect vector step

Calls disconnected by a stop vector step

Calls forwarded to a split with a full queue

Calls forwarded to a split with no available agents and no queue
This value does not include abandoned calls.

% IN SERV The percent of calls offered that completed and were answered within the
LEVL acceptable service level defined on the VDN screen. The calculation is:

accepted * 100
calls offered

calls offered is defined as:

acdcalls + flowout calls + abandoned + connect + busy/disc

accepted is the number of ACD and CONNect calls that were answered
within the administered service level. This field is blank if no calls were
recorded for this time interval. This field is also blank if no Acceptable Service
Level has been administered on the VDN screen.
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board

See:

busyout board on page 96
release board on page 96
reset board on page 97
test board on page 97

busyout board

busyout board location

Use busyout board to busyout all the ports associated with the specified access endpoint. In
a port network with duplicated TN2602AP circuit packs, only the standby circuit pack can be

busied out.
Action/Object Qualifier Qualifier Description Login
busyout board location | board address (PCSSPP) init
Example: busyout board 01lcll ma(fjts
cra

For more information, see Common Input Parameters on page 25, Common Command Output

Screens on page 28, and Busyout and Release Commands on page 33.

release board

release board location

Use release board to activate administered maintenance objects on the circuit pack at
specified locations.

Action/Object Qualifier Qualifier Description Login

release board location | Board location: PCSS init
inads
craft
nms

For release board 1c07, the port field shows the port address of the released maintenance
object.

For more information, see Common Command Output Screens on page 28 and Busyout and
Release Commands on page 33.
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reset board
reset board location [repeat repeat#]

I\ CAUTION:
Note that reset board can be service disrupting and may cause extraneous
alarms. Effects of a reset vary depending upon the type of object being reset and
upon whether the component is duplicated. See the Maintenance Alarms for
Avaya Communication Manager, Media Gateways and Servers (03-300430)
(formerly 03-300190) on the relevant maintenance object for details.

Use reset board on a specified port circuit pack or media module to perform a software reset
of every administered port on the circuit pack. Every port must be busied out before the port
board is reset.

In critical-reliability systems (duplicated PNC), reset of an Expansion Interface, Switch Node
Interface, Switch Node Clock, or DS1 Converter circuit pack on the active PNC is not permitted.
Busyout the standby components before entering the reset.

For more information, see Common Input Parameters on page 25 and Common Command
Output Screens on page 28.

Action/Object Qualifier Qualifier Description Login | Default
reset board location Reset every administered port on the 1
circuit pack.
repeat# 1
test board

test board location [short | long] [repeat repeat# | clear] [schedule]

Use test board to perform a set of hardware diagnostic tests on a specified circuit pack. The
system first validates that the board exists at the specified location. Then, based on the logical
type of board (for example, Analog, Digital, Hybrid), a series of tests performs diagnostics on
the board and then returns results of the tests along with any possible error codes.

Some of the tests can be disabled by administration.
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Destructive long tests on a Switch Node Interface (SNI) board are not allowed unless the board
has been busied out.

test board 01a02
test board 01a03
test board 01a05
test board 01al0

Action/Object Qualifier Qualifier Description Login | Default
test board location Physical location of the board pPcss init
short See Common Input Parameters on inads | short
long page 25. craft
repeat n Examples: nms 1 4
clear test board 01a01

For more information, see Common Command Output Screens on page 28.

boot-image

See:

get boot-image on page 98
set boot-image on page 100

get boot-image

get boot-image location

Use get boot-image to view the two firmware image parameters on the TN2501AP circuit

pack.
Action/Object Qualifier Qualifier Description Login
get boot-image location | The physical location of the circuit pack init
(cabinet, carrier, slot). inads
craft
cust
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This is an example of get boot-image.

Board Type:
FW Vintage:
HW Signature:
Suffix:

Date:
Timestamp:
CRC Checksum:
Active Image:
Reboot Image:

get boot-image 1CO07

Image 1

TN2501
02

02

A
03/02/02
10:30:50
Good

Yes

Yes

DISPLAY FIRMWARE IMAGE (S)
Image 2

TN2501
02

02

A
03/02/01
12:42:18
Good

No

No

get boot-image field descriptions

get boot-image field descriptions

Field Description

Board Type For VAL, this field is TN2501.

FW Vintage The firmware vintage number

HW Signature The hardware signature number

Suffix The circuit pack suffix code letter

Date The date the firmware file was created or transferred to the circuit pack
Timestamp The time that the firmware file was created or transferred to the circuit pack

CRC Checksum

Cyclic Redundancy Check (data integrity algorithm)

Active Image

y indicates the active firmware image file.
n indicates the inactive firmware image file.
To change the active image file, use set boot-image on page 100.

Reboot Image

y indicates that this image becomes active after a system reset.
n indicates that this image becomes inactive after a system reset.

Communication Manager Release 5.0 Issue 4 January 2008 99

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

set boot-image

set boot-image [board location] image 1 | 2
Use set boot-image to direct the system to use 1 of 2 possible firmware image files on the
TN2501AP circuit pack.

Note:

After you enter set boot-image, reseat the circuit pack to activate the
firmware image.

Action/Object Qualifier Qualifier Description Login
set board The physical location of the init
boot-image | location | circuit pack inads
1 use the Image 1 firmware file craft
2 use the Image 1 firmware file cust
Example: set boot-image board 1B08 image 1

bp

See:

change bp on page 100
display bp on page 102

change bp
The Avaya INIT login controsl business partner access via the change bp command.
Action/Object Qualifier Qualifier Description Login
change bp init
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The following is an example of the change bp screen:

change bp
BUSINESS PARTNER ACCESS

Enable Use of dadmin login: y PIN is set

Enable Use of craft2 login: y PIN is unset

change bp field descriptions

change bp field descriptions

Field Description

Enable Use of dadmin login: y/n | This field is set to yes by default after a new installation. If
this field is set to yes, then profile 2 may be used by a
login spelled as dadmin if it is enabled in the license and
subject to other existing constraints. If the field is set to no,
then profile 2 is disabled. This field cannot grant access
for dadmin if it is disabled in the license, but can inhibit
access if dadmin is enabled in the license.

PIN is set/unset This display-only field indicates whether a PIN has been
established for the login (set) or not (unset). If the PIN is
unset, then the next SAT access to that login will require
the PIN to be established.

Enable Use of craft2 login: y/n This field works the same as the field for the dadmin login,
except that it applies to the second craft login if/when it is
enabled by dadmin.

Note that the "enable" fields are NOT the same as, for example, "enable craft2 joe", which is
accessible to the business partner login dadmin. This form is accessible only to INIT and
applies another level of lockout for these logins.
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display bp

The display bp command displays the same form as the change bp command, except that
all of the fields are display-only and cannot be changed. This command can only be issued by
the INIT login ID.

The following is an example of display bp.

display bp
BUSINESS PARTNER ACCESS

Enable Use of dadmin login: y PIN is set

Enable Use of craft2 login: y PIN is unset

See change bp field descriptions on page 101 for a description of the fields.

bri-port

status bri-port

status bri-port location

Use status bri-port to see the service state, maintenance state and layer 1 state of an
ISDN-BRI port. There is also information about the point-to-point signaling links carried over the
port. For more information, see BRI-PORT (ISDN-BRI Port) in the Maintenance Alarms for
Avaya Communication Manager, Media Gateways and Servers (03-300430) (formerly

03-300190).
Action/Object Qualifier Qualifier Description
status bri-port location location of the BRI port
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status bri-port 1cl701
STATUS BRI-PORT

Port: 01C1701
Service State: in-service
Maintenance Busy?: no
Layer 1 State: activated
TEI Value Layer2 State
Linkl 64 13-established 1010 1010
Link2

Link3

Page 1 of

Endpt Extension Endpt SPID

Service SPID?

status bri-port field descriptions

See Table 13: Interpreting BRI-Port Status Reports on page 105 for information on interpreting

results.

status bri-port field descriptions 7 of 2

Field Description

Port The location of the ISDN-BRI port.

Service State

Whether the ISDN-BRI port is “in-service” or “out-of-service.”

Maintenance
Busy

Whether maintenance testing is currently being performed on the port.

Layer 1 State
carried over the port:

endpoints.

endpoints are not responding.

due to the port being out of service.

The operational state of the physical connection (Layer 1) of the ISDN link
activated = Layer 1 frames are being passed between the port and BRI

pend-activation = The port is in service, the layer 1 interface device is
turned on and layer 1 frames are being sent from the port, but the BRI

deactivated = The layer 1 interface device on the BRI has been turned off

TEI Value

The Terminal Endpoint Identifier (TEI) is a layer 2 addressing parameter
used by the switch to exchange information with BRI endpoints over the
point-to-point signaling link. The TEl is a number from 1 to 127.

10f2
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status bri-port field descriptions 2 of 2

Field

Description

Layer2 State

The operational state of the point-to-point signaling link (Layer 2):

assigned = The link is currently in the AWAIT_EST (Await Establish) state
at layer 2. If the BRI endpoint supports TEI allocation procedures, those
procedures have been successfully executed and a TEI has been assigned
to the endpoint by the switch.

established = The link is in the MF_EST_NORM (Multi-Frame Established
Normal) state at layer 2. The switch has successfully started the link and is
now capable of exchanging layer 3 frames with the endpoint. If the endpoint
does not support SPID initialization procedures, the voice extension of the
endpoint associated with the link is also displayed. This is the normal state
for a link in a point-to-point wiring configuration.

L3-established = The link is in the MF_EST_NORM state at layer 2 and
SPID initialization procedures have been successfully completed. The voice
extension of the endpoint associated with the link is also displayed. This is
the normal state for a link in a multipoint wiring configuration.

hyperactive = Traffic on this link has exceeded the threshold and the link
has been suspended.

Endpt The extension of the voice/data endpoint associated with the link. This field

Extension is blank if the link is not in the established or L3-established state.

Endpt SPID The SPID (Service Profile Identifier) administered for the voice/data
endpoint. This field is blank if the link is not in the established or
L3-established state.

Service SPID If the link is associated with the Service SPID this field displays yes and the

Endpoint Extension field is blank. Otherwise this field is blank. Service SPID
is a feature used by service technicians to check building wiring between
the switch and the BRI endpoint.
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Table 13: Interpreting BRI-Port Status Reports on page 105 helps interpret the results of

status bri-port. Find the combination of the output field values in your report and follow
the recommendations for the type of endpoint connected to the port.

Table 13: Interpreting BRI-Port Status Reports 7 of 6

Error Aux Associated Test Alarm On/Off | Test to Clear Value

Type Data Level Board

BRI, | 0-126 | Assigned blank | blank | This is a transitory state for BRI
ASAI endpoints and ASAI adjuncts. The

switch is attempting to establish the link.

1. Check the endpoint and wiring by
following the SPID Facility test’s
procedure described in BRI-SET,
Various Adjuncts on page 598 in the
Maintenance Alarms for Avaya
Communication Manager, Media
Gateways and Servers (03-300430)
(formerly 03-300190).

2. Repeat status bri-portto
determine that the Layer 2 state of
the signaling link is either
L3-Established (for ASAI adjuncts
and BRI endpoints supporting MIM
initialization) or Established (for
fixed TEI BRI endpoints and
automatic TEI BRI endpoints not
supporting MIM initialization). If it is
not, follow normal escalation
procedures. (A MIM or
management information message
is a level-3 message that conveys
management and maintenance
information between a
communications system and a BRI
terminal.)

10f6

Communication Manager Release 5.0 Issue 4 January 2008 105

TCI Library | www.telephonecollectors.info




Maintenance SAT Commands

Table 13: Interpreting BRI-Port Status Reports 2 of 6

Error
Type

Aux
Data

Associated Test

Alarm
Level

On/Off
Board

Test to Clear Value

ASAI

0-63

Established

blank

blank

This is a transitory state for ASAI
adjuncts. ASAI signaling is connected at
Layer 2 but the Layer 3 Restart
procedure has not been completed
between switch and adjunct.

1. Check the adjunct by following the
recommended repair procedures of
the manufacturer.

2. Repeat status bri-port and
determine whether the L2 state of
the signaling link is L3-Established.
If it is not, follow normal escalation
procedures.

BRI

0-126

Established

ext#

blank

This is the normal state for non-MIM
initializing, fixed, and automatic TEI BRI
endpoints.

BRI,
ASAI

64-126

Established

blank

blank

This is a transitory state for automatic
TEI BRI endpoints that support MIM
initialization.

1. Verify that SPID administration on
the switch and the endpoint are
consistent. Repeat status
bri-port to determine whether
the Layer 2 state of the signaling
link is L3-Established.

2. Try replacing the endpoint. Repeat
status bri-port to determine
whether the Layer 2 state of the
signaling link is L3-Established. If it
is not, follow normal escalation
procedures.

BRI

64-126

L3-Established

ext#

blank

This is the normal state for automatic TEI
BRI endpoints that support MIM
initialization.
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Table 13: Interpreting BRI-Port Status Reports 3 of 6

Error
Type

Aux
Data

Associated Test

Alarm
Level

On/Off
Board

Test to Clear Value

BRI,
ASAI

64-126

L3-Established

blank

yes

A demand SPID Facility test is in
progress on the port, and the link is not
currently associated with a BRI endpoint.
See SPID Facility test’s procedures
described in BRI-SET, Various

Adjuncts on page 598 in the
Maintenance Alarms for Avaya
Communication Manager, Media
Gateways and Servers (03-300430)
(formerly 03-300190).

BRI

64-126

L3-Established

ext#

yes

A demand SPID Facility test is in
progress on the port, and the link is
associated with an endpoint on the port.
See SPID Facility test’s procedures
described in BRI-SET, Various

Adjuncts on page 598 in the
Maintenance Alarms for Avaya
Communication Manager, Media
Gateways and Servers (03-300430)
(formerly 03-300190).

BRI

0-126

L3-Established

blank

blank

An invalid SPID is assigned to link.

1. Change the SPID value in the BRI
endpoint to match the SPID
administered to the BRI endpoint on
the port. Repeat status
bri-port to determine whether
the Layer 2 state of the signaling
link is L3-Established. If it is not,
follow normal escalation
procedures.
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Table 13: Interpreting BRI-Port Status Reports 4 of 6

Error Aux Associated Test Alarm On/Off | Test to Clear Value
Type Data Level Board
BRI 0-126 | L3-Assigned ext# blank | This is a transitory state for BRI

endpoints that support MIM
initialization.

1. Wait 5 seconds and repeat the
command. If the state has not
changed, continue with Step 2.

2. Make sure SPID administration on

the switch and endpoint are
consistent. Repeat status
bri-port to determine whether
the Layer 2 state of the signaling
link is L3-Established. If it is not, go
to Step 3.

3. Try replacing the endpoint. Repeat

status bri-port to determine
whether the Layer 2 state of the
signaling link is L3-Established. If it
is not, follow normal escalation
procedures.
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Table 13: Interpreting BRI-Port Status Reports 5 of 6

Error Aux Associated Test Alarm On/Off | Test to Clear Value
Type Data Level Board

BRI 0-126 | L3-Assigned ext# yes This is a transitory state for BRI
endpoints that support MIM initialization
when a SPID Facility test has been
used to initialize the station.

1. Wait 5 seconds and repeat the
command. If the state has not
changed continue with Step 2.

2. Make sure SPID administration on
the switch and endpoints are
consistent. Repeat status
bri-port to determine whether
the Layer 2 state of the signaling
link is L3-Established. If it is not, go
to Step 3.

3. Try replacing the endpoint. Repeat
status bri-port to determine
whether the Layer 2 state of the
signaling link is L3-Established. If it
is not, follow normal escalation
procedures.
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Table 13: Interpreting BRI-Port Status Reports 6 of 6

Error
Type

Aux
Data

Associated Test

Alarm
Level

On/Off
Board

Test to Clear Value

ASAI
BRI

0-126

Hyperactive

ignore

ignore

Link has sent too many messages per
unit time. Signaling has been
suspended. After 60 seconds, the
system attempts to put the link into
service. If a link remains in this state
while there is no activity at the BRI
endpoint, take the following steps:

1. Make sure SPID administration on
the switch and endpoints are
consistent. Repeat status
bri-port to determine whether
the Layer 2 state of the signaling
link is L3-Established. If it is not, go
to Step 2.

2. Try replacing the endpoint. Repeat
status bri-port to determine
whether the Layer 2 state of the
signaling link is L3-Established. If it
is not, follow normal escalation
procedures.

ASAI

0-126

L3-Restarting

ext#

The switch has sent a Restart message
to the adjunct but has not yet received a
Restart Acknowledgment message from
the adjunct.

ASAI

0-126

L3-Restarted

ext#

After receiving a Restart
Acknowledgment message, the switch
has sent a Heartbeat message to the
adjunct and is waiting for a response.

ASAI

0-126

L3-Established

ext#

This is the normal state for ASAI adjunct.
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bulletin board

display bulletin board

For detailed information about the Communication Manager bulletin board see Administrator
Guide for Avaya Communication Manager (03-300509).

cabinet

S8700 series

See:

add cabinet on page 111
change cabinet

display cabinet

list cabinet on page 115
status cabinet on page 117

add cabinet

add cabinet <n>
Use add cabinet to administer cabinets on a five carrier cabinet (MCC) with an S8700 series.

Action/Object Qualifier | Qualifier Description Login

add cabinet n Number assigned to the cabinet init
super-user
inads
craft
dadmin
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The following is an example screen for add cabinet for a G650 gateway.

add cabinet 20 Page 1 of
CABINET
CABINET DESCRIPTION
Cabinet: 20
Cabinet Layout: G650-rack-mount-stack
Cabinet Type: expansion-portnetwork
Location: 1
Rack: Room: Floor: Building:
CARRIER DESCRIPTION
Carrier Carrier Type Number Duplicate
E not-used
D not-used
C not-used
B not-used
A G650-port
The following is an example screen for add cabinet for an S8700 series server.
add cabinet 1 Page 1 of
CABINET
CABINET DESCRIPTION
Cabinet: 1
Cabinet Layout: five-carrier
Cabinet Type: expansion-portnetwork
Number of Portnetworks: 1
Survivable Remote EPN? n
Location: 1 IP Network Region: 1
Cabinet Holdover: A-carrier-only
Room: Floor: Building:
CARRIER DESCRIPTION
Carrier Carrier Type Number Duplicate
C not-used PN 01
B port PN 01
A expansion-control PN 01
X fan
D not-used SN 01
E switch-node SN 01 05ED
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add cabinet field descriptions

add cabinet field descriptions 71 of 2

Field

Description

CABINET DESCRIPTION

Cabinet Number assigned to cabinet
Cabinet Description of the layout type of cabinet / stack:
Layout cmc-carrier-stack (available when the IP-PNC field is y on the
system-parameters customer-options screen)
five-carrier
G650-rack-mount-stack
G650-port
not-used
single-carrier-stack
Cabinet Type | Description of the type of cabinet:
cmc-port (available when IP-PNC is y on the system-parameters
customer-options screen)
expansion-portnetwork
MCC (multicarrier cabinet)
PPN
SCC (single-carrier cabinet)
S75XE (System 75 XE single-carrier cabinet)
_(1_5650-rack-mount-stack, expansion-port network appears in the Cabinet
ype.
If Enable Operation of IPSI Duplication is y on the system-parameters
duplication screen, G600 and CMC1 media gateways are not allowed.
Number of 1 through 5
Portnetworks
Survivable y/n
Remote EPN
Location Location number in which cabinet resides.
Use display locations to see the administered descriptions of all
locations. If display system-parameters customer-options shows
Multiple Locations set to n, Loc defaults to 1.
Cabinets connected through a center stage switch (CSS) are required to be in
network region 1.
IP Network IP Network Region assigned to the cabinet, to map port networks (non-IP
Region circuit packs) to Network Regions

Cabinets connected through a center stage switch (CSS) are required to be in
network region 1.

10f2
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add cabinet field descriptions 2 of 2

Field Description

Cabinet A-carrier-only, or all-carriers

Holdover S8700 series: Appears when Five Port Networks Max Per MCC is y on the
System-Parameters Customer-Options screen.

Rack appears when Cabinet Layout is G650-rack-mount-stack or
rack-mount-stack

Room, Floor, | The physical location of the equipment

Building

CARRIER DESCRIPTION

Carrier

Letter designation of the carrier

Carrier Type

expansion-control
fan

not-used

port

rmc-port
switch-node

When Cabinet Layout is G650-rack-mount-stack, Carrier Type for Carrier
A is G650-port and is display-only.

Number

PN (port network) or SN (switch-node) number of the carrier

Duplicate

20f2

change cabinet

S8700 series

change cabinet n

Use change cabinet to administer cabinets on a five carrier cabinet (MCC) with an S8700

series.

Action/Object

Qualifier Qualifier Description Login | Default

change cabinet n Number assigned to the cabinet

See add cabinet on page 111 for example screen and field descriptions.
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display cabinet

S8700 series

display cabinet n

List of SAT Commands

Use display cabinet to see the how a specific cabinet is administered.

Action/Object

Qualifier

Qualifier Description

Login

Default

display cabinet n

Number assigned to the cabinet

See add cabinet on page 111 for example screen and field descriptions.

list cabinet

S8700 series

list cabinet [schedule]

Use list cabinet to see the type, layout, room, floor, building, location and port network

number for each cabinet in the system.

Action/Object

Qualifier

Qualifier Description

Login

Default

list cabinet

schedule

page 25.

See Common Input Parameters on

The following is an example of the output for 1ist cabinet on S8700 MC.

TCI Library | www.telephonecollectors.info

list cabinet
CABINET REPORT

No Type Layout Room Floor Building Loc
1 EPN 5-car 1 PN 01 PN 01 PN 01 PN 01 SN 01
2  EPN 5-car 1 PN 02 PN 02 PN 02 PN 02 PN 02
3 EPN 5-car 1 PN 03 PN 03 PN 03 PN 03 SN 01
4 EPN 5-car 1 PN 04 PN 04 PN 04 PN 04 PN 04
5 EPN 5-car 1 PN 05 PN 05 PN 05 PN 05 PN 05
6 EPN 5-car 1 PN 06 PN 06 PN 06 PN 06 PN 06
7  EPN 5-car 1 PN 07 PN 07 PN 07 PN 07 PN 07
8 EPN 5-car 1 PN 08 PN 08 PN 08 PN 08 PN 08
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The following is an example of the output for 1ist cabinet on S8700 IP-PNC.

list cabinet
CABINET REPORT

No Type Layout Room Floor Building Loc A B C D E

1 EPN rmc 1 PN 01 PN 01 PN 01 PN 01 PN 01
2 EPN rmc PN 02 PN 02 PN 02 PN 02 PN 02
3 EPN rmc PN 03 PN 03 PN 03 PN 03 PN 01
4 EPN rmc PN 04

= e

list cabinet field descriptions

list cabinet field descriptions

Field Description

Number Number assigned to the cabinet.

Type The type of cabinet.

Layout Description of the layout type of the cabinet or stack:
cmc-carrier-stack
expansion-control

fan

not-used

port

switch-node

S8700 IP-PNC:

rmc

G650:

G650-port
G650-rack-mount-stack

Room Room where cabinet resides, if administered on the cabinet screen.

Floor Floor where cabinet resides, if administered on the cabinet screen.

Building Building where cabinet resides, if administered on the cabinet screen.

Loc Location number in which cabinet resides.

Use display locations to see the administered descriptions of all locations. If
display system-parameters customer-options shows Multiple
Locations set to n, Loc defaults to 1.

A B C D E | The letter designation of each carrier. For each carrier the port network number is
given (PN). If the carrier is a switch node this number is preceded by SN.

On S8700 IP-PNC, carrier E is not used.
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status cabinet

S8700 series
status cabinet UU
Use status cabinet to see the operational status and attributes of the specified cabinet.

The output screen displays configuration information for each carrier, connectivity, and alarm
information for each port network or switch node and the emergency transfer status of the

cabinet.
Action/Object Qualifier | Qualifier Description Login Default | Feature
Interaction
status uU Location number of cabinet 1
cabinet

The following example shows the output for status cabinet when Cabinet Layout on the
Cabinet screen is rack-mount-stack.

Note:

When a system contains no PN maintenance boards, the Emergency Select
Transfer Switch field is NoEqp.

status cabinet 1
CABINET CONFIGURATION STATUS CABINET CONNECTIVITY STATUS
Carrier PN/SN Carrier Cabinet PN/SN Connectivity Status
Location Number Type Type Active Standby
01Aa PN 1 rmc-port RMC PN 1 down
01B PN 1 rmc-port
01cC PN 1 not-used
01D PN 1 not used
CABINET EMERGENCY TRANSFER CABINET ALARM STATUS
Emergency Select PN/SN Mj Mn Wn
Transfer Switch
PN 1 0 1 19
01B auto-
01A auto-
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status cabinet field descriptions

status cabinet field descriptions 7 of 3

Field Description
Carrier The cabinet number and carrier letter of each carrier in the cabinet.
Location
PN/SN The Port Network number or Switch Node number (1 or 2) of the indicated
Number carrier.
Carrier Type | The type of the indicated carrier: processor, port, expansion-control,
switch-node, dup-sw-node or not-used.
Cabinet Type | One of the following types:
MCC (multicarrier cabinet)
SCC (single-carrier cabinet)
S75XE (System 75 XE [pre-R1V4] single-carrier cabinet)
blank (undetermined cabinet type).
PN/SN Each Port Network and Switch Node located in the cabinet is identified by its
PN number or its SN number and PNC designation (A or B).
10f3
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status cabinet field descriptions 2 of 3

Field Description

Connectivity | For PNs connectivity status refers to the availability of the EAL (Expansion
Status Archangel Link) and INL (Indirect Neighbor Link) to the carrier for both active
and standby PNCs (if duplicated). Possible values are:

up — EAL and INL are both available.

down — EAL and INL are both unavailable.

near-end — The EAL is available, and the INL is unavailable.
far-end —The INL is available, and the EAL is unavailable.

aa — Points to a problem with the archangel. The control is up, but the
archangel is not functioning and is not available.

blank — In the standby column, this means PNC is not duplicated.

For SNs connectivity status indicates circuit pack insertion on the Switch
Node as follows:
up — At least one switch node interface circuit pack in the Switch Node
is inserted.

down — There are no switch node interface circuit packs inserted on
the Switch Node.

blank — In the active column, this indicates that the Switch Node carrier
is currently the standby in a critical-reliability system. In the standby
column, this indicates that the Switch Node carrier is currently active
(whether or not PNC is duplicated).

Emergency The location of the circuit pack containing the emergency transfer select
Transfer switch (PN maintenance).

Select The current setting of the emergency transfer switch:
Switch on Emergency transfer has been manually activated.
off Emergency transfer is being manually prevented.
auto+ The cabinet is controlling emergency transfer and is activated.

auto- The cabinet is controlling emergency transfer and is not
activated.

unavail The current setting of the emergency transfer switch is not
available.

PN/SN Each Port Network and Switch Node located in the cabinet is identified by its
PN number or its SN number and PNC designation (A or B).

20f3
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status cabinet field descriptions 3 of 3

Field Description

Mj, Mn, Wn The number of major, minor and warning alarms currently logged against the
Port Network or Switch Node.

30f3

calltype route-chosen

list calltype route-chosen

list calltype route-chosen n [locaton n | all] [partition n] [schedule]

Use 1list calltype route-chosen to see what would happen to a call routed through
CALLTYPE.

The following is an example of the results of 1ist calltype route-chosen.

list calltype route-chosen 6001452 location 1
CALLTYPE ANALYSIS ROUTE CHOSEN REPORT

Location: 1 Partitioned Group Number: 1
Match: 6001452

length: Min 7 Max 7
Selected Location: all

After Delete and Insert Type Result
1: 6001452 ext No dialplan match.
2: 452 aar Match 452, min=3, max = 7
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list calltype route-chosen screen field descriptions

list calltype route-chosen field descriptions 7 of 2

Field Description

Location Location from the command line. Allows you to see what would happen
if the telephone number you enter into your administration terminal were
dialed from a phone’s call log in this location.

If there are matching entries in the entered location, those get used.

If there are no matching entries in the entered location, Communication
Manager tries the entries in location all.

Partitioned Group | Partitioned Group Number as entered on the command line. Default is 1.
Number

Match numeric = the entry in the Calltype Digit Analysis Table that was
selected for the dialed string

Blank = no matching entries for this dialed string in the Calltype Digit

Analysis Table
length numeric = the entry in the Calltype Digit Analysis Table that was
Min selected for the dialed string
Max Blank = no matching entries for this dialed string in the Calltype Digit
Analysis Table

Selected Location | Phones dialing from this location use the entries on this form.

If there are matching entries in the phone’s location, those entries get
used.

If there are no matching entries in the phone’s location, Communication
Manager tries the entries in location all.

After Delete and The digit string as it appears after call type digit manipulation for that
Insert pattern, up to 4 manipulations.

10f2
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list calltype route-chosen field descriptions 2 of 2

Field Description
Type ext

aar

ars

udp

The call type used by the call type algorithm to test the modified string.

Call types correspond to the equivalent entries on the Calltype Digit
Analysis Table (display calltype analysis).

Result Results of the analysis on the dialed string. If there was a successful
match and completion of the call, the modifications to the dialed string
appear. Results stop at the first successful match and valid route.

Use this information to view the call type’s specific routing analysis form
(AAR Routing Table, ARS Routing Table, dialplan analysis tables and the
uniform-dialplan tables) for more information about the routing of the call.

20f2

campon-busyout

campon-busyout

campon-busyout [ trunk | processor ] <trunk group/member | location >

Use campon-busyout to busy-out system resources that need maintenance or repair, and to
remove idle VolIP resources from the system’s pool of available VolP resources.
Campon-busyout allows present activity to continue and prevents future activity, so that the
facilities will eventually become idle and allow board replacement to occur.

Use campon-busy-out media-processor to selectthe media processor to be busied out
while the media processor is still in service. Once all of the media processor’s resources are in
a busy-out state, the associated board can be removed from the system without disrupting
active calls. Use status media-processor board on page 411 to check the busy-out status of a
media processor.

Action/Object Qualifier Qualifier Description
campon-busyout trunk trunk-group/member location of
campon-busyout media-processor location the resource

A redundant campon-busyout, issued for a media processor already in the pending busyout
or busyout service state, results in ABORT with an error code for any media processor resource
that is already busied.
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Use release board to abort campon-busyout:
1 Busied resources are returned to service. The command result is PASS.

1 Resources marked for busyout, pending busyout, are cleared. The command result is
ABORT with an error code that signifies the release of a media processor that was in the
pending busy service state.

Busyout board and busyout port override any pending busyout states created with
campon-busyout for media processors.

For more information, see Common Input Parameters on page 25, Common Command Output
Screens on page 28, and Busyout and Release Commands on page 33.

capacity

display capacity

display capacity [schedule]

Use display capacity to see how your system is administered, and to see a snapshot
status of system resources.

Use display capacity to see the maximum capacities of system resources allowed by the
system and the current level of usage. Most of the maximum capacities depend on your
contract with Avaya. Capacities are defined in the license files and displayed on the
System-Parameters Customer-Options screen.

Action/Object Qualifier Qualifier Description Login Default

display capacity | schedule | See Common Input init
Parameters on page 25. inads
dadmin
craft
cust
rcust

The screen below shows the output for page 1 of display capacity.

Note:

The capacities in this example may not coincide with your system. The
information is p resented to help explain the command and the field values, not to
provide capacity information.
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display capacity

Page 1 of x
SYSTEM CAPACITY

Current System Memory Configuration: G3xV11l

System
Used Available Limit

AAR/ARS

AAR/ARS Patterns: 17 623 640
Inserted Digit Strings: 6 2994 3000

ABBREVIATED DIALING (AD)

AD Entries Per System: 10 99990 100000

AD Personal Lists Per System: 1 4999 5000

ADJUNCT SWITCH APPLICATION INTERFACE (ASAI)

Active Controlling Associations: 0 6000 6000
Notification Requests: 0 10000 10000
Simultaneous Active Adjunct Controlled Calls: 0 3000 3000

display capacity field descriptions, page 1

display capacity field descriptions, AAR/ARS, ABBREVIATED DIALING (AD), ADJUNCT
SWITCH APPLICATION INTERFACE (ASAIl) page 1 71 of 2

Field

Description

Current System Memory

The platform on which the translations were saved. Can also be

Configuration unknown if no flash card is present or translations made on old
load. This is important because platforms are not always
compatible.

Standard or Extra Large = translations are saved on CM 4.0 or
later.

Anything other than Standard or Extra Large = translations were
saved on a pre-CM4.0 system.

AAR/ARS

AAR/ARS Patterns

The number of route patterns. See Administrator Guide for Avaya
Communication Manager (03-300509).

Inserted Digit Strings

Number of 12-digit strings inserted and available for AAR/ARS
preferences. See Administrator Guide for Avaya Communication
Manager (03-300509).

ABBREVIATED DIALING

(AD)

AD Entries Per System

The number of abbreviated dialing entries for both group and
personal lists.

10f2
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display capacity field descriptions, AAR/ARS, ABBREVIATED DIALING (AD), ADJUNCT
SWITCH APPLICATION INTERFACE (ASAI) page 1 2 of 2

Field Description

(03-300509).

AD Personal Lists Per The number of abbreviated dialing personal lists. See
System Administrator Guide for Avaya Communication Manager

Adjunct Switch Application Interface (ASAI)

Active Controlling

The number of station domain controls that ASAI adjuncts can

Adjunct Controlled Calls

Associations request.

Notification Requests The number of requests ASAI can make to monitor call activity at
a split or VDN.

Simultaneous Active The number of calls that can be controlled by ASAI adjuncts.

20f2

Following is the page 2 output for display capacity.

display capacity
SYSTEM CAPACITY

Page 2 of x

System
Used Available Limit
ATTENDANT SERVICE

Attendant Positions: 2 26 28
Queue Length: 0 300 300

Queue/Call Status Buttons: 0 15913 15928+
Authorization Codes: 0 90000 90000

BASIC CALL MANAGEMENT SYSTEM (BCMS)
BCMS Measured Agents: 0 2000 2000
BCMS Measured ACD Members: 0 40000 40000
BCMS Measured Splits/Skills: 50 550 600
BCMS Measured VDNs: 40 472 512
‘+/ Limit combined with Facility Busy Indicators
Communication Manager Release 5.0 Issue 4 January 2008
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display capacity field descriptions, page 2

Table 14: display capacity field descriptions, ATTENDANT SERVICE, BASIC CALL
MANAGEMENT SYSTEM (BCMS) page 2

ATTENDANT SERVICE

Attendant Positions

The number of administered attendants.

Queue Length

A real-time snapshot of the number of calls waiting for
attendant service.

Queue/Call Status Buttons

The number of attendant queue status buttons administered
on stations. There are two types of queue status buttons:

1 atd-gcalls (ATD - Queue Calls)
1 atd-qtime (ATD - Queue Time)

Authorization Codes

The number of authorization codes used for security
purposes. See Administrator Guide for Avaya
Communication Manager (03-300509).

BASIC CALL MANAGEMENT SYSTEM (BCMS)

BCMS Measured Agents

The number of agents the Basic Call Management System
(BCMS) is measuring.

BCMS Measured ACD
Members

The number of ACD members BCMS is measuring.

BCMS Measured Splits/Skills

The number of hunt groups BCMS is measuring.

BCMS Measured VDNs

The number of vector directory numbers BCMS is
measuring.
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Following is the page 3 output for display capacity.

display capacity Page 3 of x
SYSTEM CAPACITY
System
Used Available Limit

CALL COVERAGE

Coverage Answer Groups: 0 1000 1000
Coverage Paths: 7 9992 9999

Call Pickup Groups: 0 5000 5000
Call Records: - - 15424

CALL VECTORING/CALL PROMPTING

Total Vector Directory Numbers: 43 19998 20000

Meet-me Conference VDNs per system: 1 1799 1800

Total Vectors Per System: 27 972 999

Meet-me Conference Vectors per System: 1 998 999
BSR Application-Location Pairs Per System: 334 2226 2560

display capacity field descriptions, page 3

Table 15: display capacity field descriptions, CALL COVERAGE, CALL VECTORING/CALL
PROMPTING page 3 1 of 2

CALL COVERAGE

Coverage Number of Coverage Answer Groups. See Administrator Guide for Avaya
Answer Communication Manager (03-300509).

Groups

Coverage Number of paths taken when a call goes to coverage. See Administrator
Paths Guide for Avaya Communication Manager (03-300509).

Call Pickup Number of administered call pickup groups. See Administrator Guide for
Groups Avaya Communication Manager (03-300509).

Call Records Maximum number of active calls at a given time, set at the system level.

CALL VECTORING/CALL PROMPTING

Total Vector Number of system VDNs. See Avaya Call Center Release 4.01 Call
Directory Vectoring and Expert Agent Selection (EAS) Guide, 07-600780 (formerly
Numbers 07-300477, 07-300186, 555-230-714).

10f2
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Table 15: display capacity field descriptions, CALL COVERAGE, CALL VECTORING/CALL
PROMPTING page 3 2 of 2

Meet-me Number of vector directory numbers for the meet-me conference feature.
Conference
VDNs per
system

Total Vectors Number of vectors per system. See Avaya Call Center Release 4.01 Call
Per System Vectoring and Expert Agent Selection (EAS) Guide, 07-600780 (formerly
07-300477, 07-300186, 555-230-714).

Meet-me Number of vectors for the meet-me conference feature.

Conference

vectors per

System

BSR Number of mappings administered in a multisite network. The maximum
Application - number of application-location pairs per system is 2560. For example, for a
Location Pairs | network of 10 locations, you can assign up to 256 applications. With 20
Per System locations, you can assign up to 128 applications. See Avaya Call Center

Release 4.01 Call Vectoring and Expert Agent Selection (EAS) Guide,
07-600780 (formerly 07-300477, 07-300186, 555-230-714).

20f 2

Following is the page 4 output for display capacity.

display capacity Page 4 of x
SYSTEM CAPACITY
System
Used Available Limit

DATA PARAMETERS

Administered Connections: 5 123 128
Alphanumeric Dialing Entries: 0 1250 1250
DIAL PLAN

Extensions: 7551 42182 49733

Miscellaneous Extensions: 2153 24105 26258

UDP Extension Records: 2 79998 80000

Digital Data Endpoints: 50 7450 7500

Expansion Port Networks: 6 58 64
Facility Busy Indicators: 2 15913 15928+

AR Limit combined with Queue/Call Status Buttons
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display capacity field descriptions, page 4

Table 16: display capacity field descriptions, DATA PARAMETERS, DIAL PLAN,

page 4

DATA PARAMETERS

Administered
Connections

The number of connections between two access or data endpoints. See
Administrator Guide for Avaya Communication Manager (03-300509).

Alphanumeric
Dialing Entries

See Administrator Guide for Avaya Communication Manager (03-300509).

DIAL PLAN

Extensions

This includes stations, data endpoints, hunt groups, announcements, TEGs,
VDNs, common shared extensions, and code calling IDs.

Miscellaneous

Anything that is not a station, trunk, data module, or attendant. This

Extensions includes, but is not limited to, PCOL groups, common shared extensions,
access endpoints, administered TSCs, code calling IDs, VDNs, LDNs, hunt
groups, announcements, and TEGs.

UDP Extension | The number of 4-digit or 5-digit extension numbers that allow a user to call

Records from one PBX to another using that number.

Digital Data The number of digital serial communication devices that permit the

Endpoints asynchronous transfer of data. This also includes the number of analog

adjuncts.

Expansion Port

The number of port networks connected to the TDM bus and packet bus of a

Networks processor port network.
Facility Busy The number of visual indicators of the busyl/idle status of any particular trunk
Indicators group, hunt group member, or station user. See Administrator Guide for

Avaya Communication Manager (03-300509).
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Following is the page 5 output for display capacity.

display capacity Page 5 of x
SYSTEM CAPACITY
System
Used Available Limit
HUNT GROUPS, SPLITS, OR SKILLS
Groups/Splits/Skills: 55 944 999
Administered Logical Agents: 699 9301 10000
Administered Logical Agent-Skill Pairs: 13868 51132 65000
Logged-In ACD Agents: 0 5200 5200
Logged-In Advocate Agents: 0 5200 5200
Logged-In IP Softphone Agents: 0 5200 5200
Group Members Per System: 0 60000 60000
CMS Measured ACD Members: 0 60000 60000
Dynamic Queue Slots Per System: 2453 9547 12000
Queue/Call Status Buttons: 13 15913 15928+
Intercom Groups Per System: 0 256 256
Modem Pool Groups Per System: 0 63 63
Personal CO Line (PCOL) Trunk Groups: 0 200 200
‘+/  Limit combined with Facility busy Indicators
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display capacity field descriptions, page 5

Table 17: display capacity field descriptions, HUNT GROUPS, SPLITS, OR SKILLS page 5

HUNT GROUPS, SPLITS, OR SKILLS

Groups/Splits/Skills

The number of ACD hunt groups.

Administered Logical
Agents

The number of logical agents administered. Applicable to
systems with Expert Agent Selection.

Administered Logical
Agent-Skill Pairs

The number of logical agent-skill pairs that are administered.

Logged-In ACD Agents

A real-time field displaying the number of agents actually logged
in. For example, if an agent is logged into 4 skills (and there are
no other agents), then the Logged-In ACD Agents field is 1 and

the Group Members Per System field is 4.

Logged-In Advocate
Agents

The number of Advocate agents that are currently logged in.

Logged-In IP Softphone
Agents

The number of IP Softphone agents that are currently logged in.

Group Members Per
System

The number of agent/group pairs.

CMS Measured ACD
Members

The number of agent pairs being measured by CMS.

Dynamic Queue Slots Per
System

The number of hunt group queue positions being used. The
system pool of queue slots is dynamically assigned as needed.
All calls can be queued.

Queue/Call Status
Buttons

The number of hunt group queue status buttons administered on
stations. There are four types of queue status buttons; attendants
use the last two queue status buttons:

g-calls (Queue Calls)
g-time (Queue Time)
atd-qcalls (ATD - Queue Calls)
atd-qgtime (ATD - Queue Time)

Intercom Groups Per
System

The number of intercom groups set up within your organization.

Modem Pool Groups Per
System

The number of modem pool groups. See Administrator Guide for
Avaya Communication Manager (03-300509).

Personal CO Line (PCOL)
Trunk Groups

The number of PCOL trunk groups. See Administrator Guide for
Avaya Communication Manager (03-300509).
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Following is the page 6 output for display capacity.

display capacity

Page 6 of x
SYSTEM CAPACITY
System
Used Available Limit

RECORDED ANNOUNCEMENTS/MUSIC/AUDIO SOURCES

Analog Queue Slots: 0 1000 1000

Administered Announcement Files: 111 2889 3000

TN2501 VAL Boards: 1 4% 5

Media Gateway VvVAL Sources: 0 0 0

TN2602 Boards with 80 VoIP Channels: 0 0 0

TN2602 Boards with 320 VoIP Channels: 1 1 2
TEMPORARY SIGNALING CONNECTIONS (TSC)

Administered TSCs: 7 243 250

NCA-TSC Calls: 2 997 999

'*'  Available VAL Boards limited by other inserted integ type annc boards

display capacity field descriptions, page 6

Table 18: display capacity field descriptions, TEMPORARY SIGNALING CONNECTIONS

(TSC) page 6 71 o0of 2

Recorded
Announcement
Analog Queue Slots

TN2601 VAL Board

The current usage, license limit, and available capacity associated
with the “Maximum TN2601 VAL Boards” license feature.

Media Gateway VAL
Sources

The current usage, license limit, and available capacity associated
with the “Maximum G700 VAL Sources” license feature.

TN2602 Boards with
80 VoIP Channels

The current usage, license limit, and available capacity associated
with the "Maximum TN2602 Boards with 80 VolP Channels" license
feature.

Used = total number of TN2602 circuit packs in the system
administered with 80 VolIP channels

Limit = value in the Maximum TN2602 Boards with 80 VolIP
Channels field on the system -parameters customer-options form.

10f2
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Table 18: display capacity field descriptions, TEMPORARY SIGNALING CONNECTIONS

(TSC) page 6 2 of 2

TN2602 Boards with
320 VolP Channels

The current usage, license limit, and available capacity associated
with the "Maximum TN2602 Boards with 320 VolIP Channels" license

feature.

Used = total number of TN2602 circuit packs in the system
administered with 320 VoIP channels

Limit = value in the Maximum TN2602 Boards with 320 VolP
Channels field on the system -parameters customer-options form.

TEMPORARY SIGNALLING CONNECTIONS (TSC)

Administered TSCs

NCA-TSC Calls

20f2

Following is the page 7 output for display capacity.

display capacity

Remote Office Trunks
SBS Trunks
SIP Trunks

SYST

TRUNKS

DS1
DS1 With Echo
ICHT Fo

(included in
(included in
(included in

EM CAPACITY

Circuit Packs:
Cancellation:
r ISDN Trunks:

ISDN CBC Service Selection Trunks:

Trunks Groups:
Trunks Ports:

"Trunk ports’):
"Trunk ports’):
"Trunk ports’):

Used Available

604

0
0
765

390
400
576
199
1966
7396

4000
1000
4000

Page 7 of x

System

Limit

400
400
576
200
2000
8000

4000
1000
4000

‘*7 Available VAL Boards limited by other inserted integ type annc boards

display capacity field descriptions, page 7

Table 19: display capacity field descriptions, TRUNKS, page 7 1 of 2

TRUNKS

DS1 Circuit Packs

The number of allowed DS1 circuit packs.

10f2
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Table 19: display capacity field descriptions, TRUNKS, page 7 2 of 2

DS1 With Echo Cancellation

The number of DS1 circuit packs that can have echo
cancellation.

ICHT For ISDN Trunks

The number of Incoming Call Handling Table (ICHT)
entries administered for trunk groups.

ISDN CBC Service Selection Trunks

The number of call-by-call trunk groups.

Trunk Groups

The number of trunk groups administered.

Trunk Ports

The number of trunk ports administered.

H.323 Trunks (included in Trunk ports’)

The number of administered H.323 Office trunks

Remote Office Trunks (included in
‘Trunk ports’)

The number of administered Remote Office trunks.

SBS Trunks (included in ‘Trunk ports’)

The number of administered SBS (Separation of
Bearer and Signaling) trunks.

SIP Trunks (included in Trunk ports’)

The number of administered SIP trunks

20f2

Following is the page 8 output for display capacity.

display capacity

Page 8 of x

SYSTEM CAPACITY

System
Used Available Limit
VOICE TERMINALS
Station Button Memory (units): 10 % 90 % 17496000
Team Button / Monitoreed stations: 9 5991 6000
Customized Button Labels:
Station Records: 5392 30565* 36000
Station Records Used by TTI (Not Shared): 41
Station Records Used by TTI (Shared): 0
Stations (includes BRI stations): 4693
Stations With Port: 686
Stations Without Port: 4007 - -
Other Stations: 699 - -
TTI Ports: 0 - -
Auto Moves Stations: 0 5000 5000
Administered IP SoftPhones:
Video Capable H.323 Stations:
Video Capable IP Softphones:
ISDN-BRI Endpoint And Trunk Ports: 38 6962 7000
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display capacity field descriptions, page 8

Table 20: display capacity field descriptions, VOICE TERMINALS, page 8

VOICE TERMINALS

Station Button Memory
(units)

The percentage of memory being consumed by every
administered button.

Team Button / Monitored
stations

The number of team button assignments. Team buttons are used
to monitor members of a team of stations, functional between one
Communication Manager server and the Tenovis 155 hardware
platform.

Station Records

The number of resources being used by regular stations,
announcements, and music on hold.

Stations (includes BRI
stations)

The number of voice terminals.

Station Records Used
by TTI (Not Shared)

TTI ports that are administered by the system when TTl is
activated on the Feature-Related System-Parameters screen
(change system-parameters features). The ports provide
dial-tone to the unadministered physical station attached to the
physical port location.

Station Records Used
by TTI (Shared)

Ports that are shared with AWOH stations. The ports are
administered by the system when is TTI activated on the
Feature-Related System-Parameters screen (change
system-parameters features). The ports provide dial-tone to
the unadministered physical station attached to the physical port
location.

Stations With Port

The number of connected voice terminals (stations with specific
administered ports).

Stations Without Port The number of voice terminals not having an administered port,
such as AWOH.

Other Stations The number of ports used as conversion resources, agent login ID,
MASI, and analog announcements.

TTI Ports The number of ports assigned by TTI features.

Auto Moves Stations

The number of stations available to move using ACTR.

ISDN-BRI Endpoint and
Trunk Ports

The number of ISDN-BRI ports.
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Following is the page 9 output for display capacity.

display capacity Page 9 of 10
SYSTEM CAPACITY
SYSTEM CAPACITY

TOTAL LICENSED CAPACITY License
Used Available Limit

Station and Trunk Ports: 2762 438 3200
Station Capacity: 1789 611 2400
SBS Stations: 0 500 500
Radio Controllers: 0 0 0
Wireless Terminals: 0 0 0
XMOBILE Stations: 0 700 700

EC500: 0

DECT: 0

PHS: 0
Off-PBX Telephone - EC500: 0 0 0
Off-PBX Telephone - OPS: 100 0 100
Off-PBX Telephone - PBFMC: 0 0 0
Off-PBX Telephone - PVEMC: 0 0 0
Off-PBX Telephone - SCCAN: 0 0 0
Off-PBX Telephone Memory (units): 0% 100% 1039500

display capacity field descriptions, page 9

Table 21: display capacity field descriptions, TOTAL LICENSED PORTS, page 9 7 of 2

TOTAL LICENSED PORTS

Station and Trunk Ports The number of subscribed ports in the system
Station Records The number of station records administered on the system
SBS Stations The number of extensions administered as SBS (Separation of
Bearer and Signaling).

Radio Controllers The number of subscribed Radio Controller circuit packs
Wireless Terminals The number of subscribed wireless terminals
XMOBILE Stations The number of X-station mobility (XMOBILE) stations
EC500 The number of Avaya Extension to Cellular (EC500) ports
DECT The number of DECT ports
PHS The number of PHS ports

10f2
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Table 21: display capacity field descriptions, TOTAL LICENSED PORTS, page 9 2 of 2

Off-PBX Telephone - EC500 | Usage of the EC500 application (AvayaExtension to Cellular)

Off-PBX Telephone - OPS Usage of the OPS application (Off-PBX Station, supporting
non-native endpoints)

Off-PBX Telephone - SSE Usage of the SSE or SCCAN application (combines cellular
voice and wireless VolP)

Off-PBX Telephone Memory | The number of PHS ports

(units)
20f 2
Following is the page 10 output for display capacity.
display capacity Page 10 of ¥

CONCURRENT REGISTRATION COUNTS

CONCURRENT REGISTRATION COUNTS

Currently System
Registered Available Limit
IP Stations: 296 2704 3000
IP Stations in TTI State: 0 - -
IP Attendant Consoles: 0 3 3
Remote Office Stations: 0 300 300

display capacity field descriptions, page 10

Table 22: display capacity field descriptions, CONCURRENT REGISTRATION COUNTS

page 10
CONCURRENT REGISTRATION COUNTS
Field Description
IP Stations The number of IP stations
IP Stations in TTI State The number of registered IP stations in TTI state
IP Attendant Consoles The number of IP attendant consoles
Remote Office Stations The number of remote office stations
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Following is the page 11 output for display capacity.

display capacity Page 11 of x
CURRENT REGISTRATION COUNTS BY PRODUCT ID

System System
ID Rel Regist. Avail. Limit ID Rel Regist. Avail. Limit
IP Agent : 0 5000 5000
IP Phone : 296 4704 5000
IP ROMax : 0 300 300
IP Soft 0 5000 5000
IP eCons 0 28 28

display capacity field descriptions, page 11

Table 23: display capacity field descriptions, CURRENT REGISTRATION COUNTS BY
PRODUCT ID, page 11

ID Product identifier from the license file

1 IP_Agent = |P agents

1 IP_Phone = IP phones

1 IP_ROMax = R300 remote office phones
1 IP_Soft = IP Softphones

1 IP_eCons = IP Softconsole

1 Soft_Share =
1 APl_Share =
Rel Release number of IP endpoint. A blank implies any release.
Regist. Number of products registered
Avail. Number of products available for registration
System Limit Registration limit
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Following is the page 12 output for display capacity.

display capacity

CURRENT SYSTEM INFORMATION

Software Load: R015x.00.0.824.0
Memory Configuration: Extra Large
Offer Category: A

LAST TRANSLATION LOADED INFORMATION:

Software Load: R015x.00.0.824.0
Memory Configuration: Extra Large
Offer Category: A
Platform: 6

Page 12 of 12
SYSTEM CAPACITY

display capacity field descriptions, page 12

Table 24: display capacity field descriptions, CURRENT SYSTEM INFORMATION, LAST
TRANSLATION LOADED INFORMATION, page 12

CURRENT SYSTEM INFORMATION

Software Load

The current software load on which the system is running.

Memory The system platform.
Configuration
Offer Category The system’s offer category.

LAST TRANSLATION LOADED INFORMATION

Software Load

The software load translations saved before upgrade or reboot. Can also
be unknown/no trans if no flash card is present. Also, if load
translations were upgraded from one prior to G3V4 load 71 or early
G3V5 loads, unknown/no trans displays.

Memory
Configuration

The platform on which the translations were saved. Can also be
unknown if no flash card is present or translations made on old load.
This is important because platforms are not always compatible.
Standard or Extra Large = translations are saved on CM 4.0 or later.
Anything other than Standard or Extra Large = translations were saved
on a pre-CM4.0 system.

Offer Category

The offer category that was set when the last save translation was
done before upgrade or reboot. Can also be unknown if no flash card is
present or translations made on old load.
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carrier

recycle carrier

recycle carrier UUC [override]

Use recycle carrier to momentarily shut down and restore power to a specified S8700 series
G650 or G650 carrier. When a power unit is replaced in a carrier, use recycle carrier to
restart the power on that carrier.

Action/ Qualifier Qualifier Description Login Default
Object
recycle | cabinet cabinet location init
carrier | carrier carrier (or G650 within a G650 stack) super-user
slot location (0 or 15 in a G650) ma?ts
slot Required when the controlling g;admin
override TN2312BP circuit pack is present in switch circuit
the same carrier as the specified pack
power supply maintenance
permissions

Use recycle carrier to:

1 Reset all the boards in the carrier in an attempt to clear a problem when a board stops
responding to control channel messages

1 Verify that each power supply, in a carrier with two power supplies, can supply the full
power load for the carrier

Note:

Use recycle carrier to check the voltages from redundant power supplies
Specify the slot number, and force the power supply in the other slot to be the
only power supply on the backplane. The power supplies monitor the voltage on
the backplane, not the voltage from the power supplies.

The following carriers cannot be recycled:
1 Switch Node Carrier
1 PN Control Carrier
1 Any carrier holding an active Tone-Clock or an active El circuit pack

Note:

Recycle carrier might take 90 seconds to complete. Do not use the LED
activity on the front of the power supply as an indicator of the command status.
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1. CAUTION:

S8700 series When a port carrier is recycled, every port and adjunct supported by
circuit packs on that carrier undergoes a service outage. Use recycle
carrier Uuc override to power recycle a control carrier.

!\ CAUTION:

Never recycle power to a carrier containing DEFINITY AUDIX TN566/TN2169
circuit packs without first shutting down the AUDIX system. Doing so can damage
AUDIX software. Follow instructions on the TN566/TN2169 faceplate (these also
appear under ADXDP-PT in Maintenance Alarms for Avaya Communication
Manager, Media Gateways and Servers (03-300430) (formerly 03-300190)).

I\ CAUTION:
Recycle carrier drops all calls within a carrier when:

1 Do not specify a slot number

1 Specify slot 0 for a carrier with a single power supply

1. CAUTION:

Use recycle carrier override to power recycle a control carrier. When
you execute recycle carrier for a carrier that contains the controlling
TN2312BP, recycle carrier drops all calls within the port network in the
following situations:

1 Do not specify a slot number
1 Specify slot number 0 for a carrier with a single power supply

When you specify a slot, only the power supply in that slot is shut down. If there is another
power supply, it provides power to the carrier while the other power supply is shut down.

When you do not specify a slot, all operating power supplies in the carrier are momentarily shut
down and restored.

Use test board to confirm that the power supply in slot 15 has ringing capability.

For more information, see Common Input Parameters on page 25 and Common Command
Output Screens on page 28.

cdr-link

See:

busyout cdr-link on page 142
release cdr-link on page 142]
status cdr-link on page 143
test cdr-link on page 144
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busyout cdr-link

busyout cdr-link [primary | secondary]

Use busyout cdr-1link to putthe call detail recording link in a maintenance busy state.
When busied out, the link is dropped and must be re-established later when returned to service.
See status link on page 358 for more details on links.

Action/Object Qualifier Qualifier Description Login Default
busyout cdr-link | primary Specify which CDR output init primary
secondary | device to busyout. inads
Examples: craft
busyout cdr-link
busy cdr secondary

For more information, see Common Input Parameters on page 25, Common Command Output

Screens on page 28, and Busyout and Release Commands on page 33.

release cdr-link

Use release cdr-1link to remove maintenance objects associated with specified call detail
recording (cdr) links from a maintenance busy state. These links provide asynchronous data
connections from switches to peripherals. They are composed of:

1 A manager that initiates and maintains the link
1 A controller/protocol that services the link

For information on what a CDR link is and does, see the description of status cdr-link on
page 143. See status link on page 358 for more details on links.

Action/Object Qualifier Qualifier Description Login | Default
release cdr-link | primary Specify which CDR output init none
secondary | device to busyout. inads
Examples: craft
busyout cdr-1link
busy cdr secondary

The Maintenance Name field for release cdr-link primary shows PRI-CDR for primary
cdr-link, or SEC-CDR for secondary cdr-link.
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status cdr-link

status cdr-link

Use status cdr-1link to see the status of the call detail recording (CDR) links. If a link is
down, the report includes the number of times the switch has tried to re-establish the link.

The CDR link is established by socket connection between Communication Manager and a
CDR output device such as a CDR adjunct. The link is used by the server to send call detail
records to the output device. A system may have up to two CDR links, a primary and a

secondary. See PRI-CDR (Call Detail Recording Link) in the Maintenance Alarms for Avaya
Communication Manager, Media Gateways and Servers (03-300430) (formerly 03-300190).

See status link on page 358 for more details on links.

The following is an example of the output for status ecdr-1link

status cdr-link
CDR LINK STATUS
Primary Secondary

Links state: up endpoint not administered
Number of retries:
Date & Time:
Forward Seqg. No:
Backward Seq. No:
CDR Buffer & Full:
Reason Code:

status cdr-link field descriptions

status cdr-link field descriptions 7 of 2

Field Description

Link State The operational status of the link:

up The link is established and is capable of supporting the application.
This is the normal operational state.

down The link is physically down.

endpoint not administered An output device has not been assigned
on the CDR system parameters screen.

Number of Retries The number of times the switch has tried to set up the link.

Date & Time The last time the CDR link went up or down.

10f2
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status cdr-link field descriptions 2 of 2

Field Description

Forward Seq. No A counter which increments with every Session Protocol Data Unit
(SPDU) sent from the switch to the CDR adjunct. Both the primary and
secondary CDR outputs have independent Forward Sequence
numbers.

Backward Seq. No | A counter that indicates the number of the next Session Protocol Data
Unit (SPDU) that is expected from the CDR adjunct. Both the primary
and the secondary CDR outputs have independent Backward
Sequence numbers.

CDR Buffer % Full When the switch produces a CDR record that cannot be immediately
transmitted to the CDR adjunct, that record is placed in the CDR buffer.
This percentage indicates how full the CDR buffer is at any point in
time. If the switch, the CDR adjunct, and the IP link that interconnects
them are all working properly, this number should be zero or very close.

Reason Code Why the CDR link (primary or secondary) last changed from up to down
or vice versa. Values appear when CDR is administered.

CDR connection is closed

CDR Output mode is blank

Data write failure

EIA port Bit rate changes

LSP is inactive

Maintenance Busy

Path is destroyed by COM
Primary extension is changed
Queue for primary CDR is full
Secondary extension is changed

20f2

test cdr-link

test cdr-link primary | secondary [short | long] [repeat# | clear]
[schedule]

Use test cdr-1link to validate that a call detail recording link has been administered and
established.

Test cdr-1link first validates that the Call Detail Recording (CDR) link has been
administered and exists in the switch. Then individual diagnostic tests run on the link and return
results of the test along with any possible error codes. For more information on the CDR link,
see status cdr-link on page 143.
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Action/Object Qualifier Qualifier Description Login Default
test primary test the primary link inti primary
cdr-link secondary | testthe secondary link inads

short craft short

long

repeat#

clear See Common Input Parameters on

schedule page 25.

For more information, see Common Command Output Screens on page 28.
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circuit packs

See:

change circuit-packs on page 146
display circuit-packs on page 150

change circuit-packs

change circuit-packs UU

Use change circuit-packs to administratively add, change or remove circuit packs that are

to be inserted into port, expansion control, and switch node carriers. Also use change

circuit-packs to:

1 configure the system when the circuit packs have not yet been physically inserted.

1 remove a 655A power supply from translations

1 add a missing 655A power supply to translations

Note:

When you add a DS1-C circuit pack to a G650 media gateway, set IP Control on
the IP Server Interface screen for the media gateway to n.

Note:

A 655A power supply is self-administering. Do not use
change circuit-packs to add power supply translations.

The TN code for the TN2312 IPSI and TN2182 tone generator circuit packs are not allowed to

be entered on this form. The TN code will be displayed but cannot be changed.

Action/Object Qualifier Qualifier Description Login Default
change uu The number of the cabinet containing the | init 1
circuit-packs circuit packs to be modified. inads
On an $8700 IP-PNC, the number applies | craft
to port slots 1-10. cust
nms
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This is an example of change circuit-packs 1, page 1, on S8700 MC. See change

circuit-packs field descriptions on page 150.

change circuit-packs 1
CIRCUIT PACKS

"#' indicates circuit pack conflict.

expansion-control

Cabinet: 1 Carrier:
Cabinet Layout: five-carrier Carrier Type:
Slot Code Sf Mode Name Slot Code Sf Mode

11: TN799DP C
0l: TN570 D EXPANSION INTF 12:
02: 13:
03: TN464 G DS1 INTERFACE 14: TN754 C
04: TN2198 BRI LINE 15: TN793 B
05: TN748 D TONE DETECTOR 16:
06: TN464 F DS1 INTERFACE 17:
07: TN4e64d G DS1 INTERFACE 18: TN767 E
08: TN464 F DS1 INTERFACE 19:
09: TN464 F DS1 INTERFACE
10: TN464 F DS1 INTERFACE

Page 1 of 5

Name
CONTROL-LAN

DIGITAL LINE
ANALOG LINE

DS1 INTERFACE

This is an example of change circuit-packs 1, page 2, on S8700 MC. See change

circuit-packs field descriptions on page 150.

change circuit-packs 1
CIRCUIT PACKS
Cabinet: 1 Carrier:
Cabinet Layout: five-carrier Carrier Type: port
Slot Code Sf Mode Name Slot Code Sf Mode
00: 11: TN2302
01l: TN2312AP IP SERVER INTFC 12:
02: TN570 D EXPANSION INTF 13: TN754 C
03: TN464 F DS1 INTERFACE 14: TN754 C
04: 15:
05: TN464 F DS1 INTERFACE 16:
06: TN464 F DS1 INTERFACE 17: TN771 D
07: TN754 C DIGITAL LINE 18: TN2181
08: TN464 F DS1 INTERFACE 19: TN464 D
09: TN464 F DS1 INTERFACE 20: TN464 F
10: TN464 F DS1 INTERFACE
'#' indicates circuit pack conflict.

Page 2 of 5

Name
IP MEDIA PROCESSOR

DIGITAL LINE
DIGITAL LINE

MAINTENANCE/TEST
DIGITAL LINE
DS1 INTERFACE
DS1 INTERFACE
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This is an example of change circuit-packs 1, page 3, on S8700 MC. See change

circuit-packs field descriptions on page 150.

change circuit-packs 1 Page 3 of
CIRCUIT PACKS
Cabinet: 1 Carrier: C

Cabinet Layout: five-carrier Carrier Type: not-used
Slot Code Sf Mode Name Slot Code Sf Mode Name

00: 11:

01: 12:

02: 13:

03: 14:

04: 15:

05: 16:

06: 17:

07: 18:

08: 19:

09: 20:

10: 21:

'#' indicates circuit pack conflict.

This is an example of change circuit-packs 1, page 4, on S8700 MC. See change
circuit-packs field descriptions on page 150.

change circuit-packs 1 Page 4 of
CIRCUIT PACKS
Cabinet: 1 Carrier: D

Cabinet Layout: five-carrier Carrier Type: not-used
Slot Code Sf Mode Name Slot Code Sf Mode Name

00: 11:

01: 12:

02: 13:

03: 14:

04: 15:

05: 16:

06: 17:

07: 18:

08: 19:

09: 20:

10: 21:

'"#' indicates circuit pack conflict.
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This is an example of change circuit-packs 1, page 5, on S8700 MC. See change
circuit-packs field descriptions on page 150.

change circuit-packs 1 Page 5 of
CIRCUIT PACKS
Cabinet: 1 Carrier: E
Cabinet Layout: five-carrier Carrier Type: switch-node
Slot Code Sf Mode Name Slot Code Sf Mode Name
11:
01: 12: TN572 SWITCH NODE CLOCK
02: TN573 B SWITCH NODE INTF 13:
03: TN573 B SWITCH NODE INTF 14:
04: TN573 B SWITCH NODE INTF 15:
05: TN573 SWITCH NODE INTF 16:
06: TN573 B SWITCH NODE INTF 17:
07: TN573 B SWITCH NODE INTF 18:
08: TN573 B SWITCH NODE INTF 19:
09: TN573 B SWITCH NODE INTF 20:
10: TN572 SWITCH NODE CLOCK 21:
'#' indicates circuit pack conflict.

This is an example of change circuit-packs on Cabinet 15, page 1, on an S8700 IP-PNC.

See change circuit-packs field descriptions on page 150.

change circuit-packs 15 Page 1 of 2
CIRCUIT PACKS
Cabinet: 15 Carrier: A
Cabinet Layout: rack-mount-stack Carrier Type: rmc-port
Slot Code Sf Mode Name Slot Code Sf Mode Name
0l: TN556 D BRI LINE
02: TN2312AP IP SERVER INTFC
03:
04: TN760 D TIE TRUNK
05: TN2302 IP MEDIA PROCESSOR
06: TN2224 B DIGITAL LINE
07: TN556 D BRI LINE
08: TN799DP C CONTROL-LAN
09: TN2224 B DIGITAL LINE
10: TN464 F DS1 INTERFACE
'#' indicates circuit pack conflict.
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change circuit-packs field descriptions

change circuit-packs field descriptions

Field Description
Cabinet The administered number of the cabinet
Cabinet Type of cabinet
Layout CG650-rack-mount-stack when Cabinet Layout is G650-rack-mount-stack
Carrier Each page of this screen reports the information for 1 carrier. This field
indicates the letter designation of the carrier displayed on the current page.
Carrier Type | The function of the carrier:
port
G650-(port) when Cabinet Layout type is G650-rack-mount-stack
processor
switch-node
dup-switch-node
not-used
cmc-port
Slot The carrier slot numbers
Populates 655A in slots 00 and 15 if a power supply is plugged in when
Cabinet Layout type is G650-rack-mount-stack
Code The TN or UN part number of the circuit pack. This number identifies the
circuit pack type to system software.
Sfx The letter suffix of the circuit pack, if applicable.
Name The name of the circuit pack. This field aids in entering the circuit pack codes.
This field is not populated automatically.

display circuit-packs

display circuit-packs <cabinet>

Use display circuit-packs to list circuit packs on a specific cabinet. The output shows
what boards are in which slots in each cabinet and carrier.
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clan-all

status clan-all

status clan-all

Use status clan-port to determine if a C-LAN board:
1 is in-service
1 can be used by IMS (Integrated Management System) as a source board
1 is healthy for firmware-download (no alarms on the board or ports)

The following example shows the output for Page 1 from status clan-all

status clan-all Page 1
CLAN STATUS FOR FIRMWARE DOWNLOAD (FWDL)
Service Auto FUWDL Service Auto FUWDL

Slot State Capable Slot State Capable
01C17  out-of-service n 20B06  in-service y
04D16  in-service y B7CO5  in-service y
BTEQY  in-service y BTE11 in-service y
04BO2  in-service y 24A02  in-service y
08A0Y4  in-service y 08ABS  in-service y
06B02 in-service y 25A14  in-service y
20BOT  in-service y 20BO8  in-service y
10B14  in-service y 10B15  in-service y
10B16  in-service y 09CO5  in-service y
O4D17  in-service y 07D1@  in-service y
08D14  in-service y 09003  in-service y
12C15  in-service y 10D10  in-service y
09CO3  in-service y 01BO5  in-service y
B4CO8  in-service y 06D13  in-service y
06D14  in-service y B7CO6  in-service y

press CANCEL to guit -- press NEXT PAGE to continue

status clan-all field descriptions

status clan-all field descriptions 7 of 2

Field Name Description

Slot Slot where the C-LAN circuit pack is located

10f2
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status clan-all field descriptions 2 of 2

Field Name Description
Service State in-service or out-of-service
Auto FWDL Capable i1 n - CLAN is not firmware-capable, CLAN is in use on another

download form, or no PPP ports available

1y - CLAN is healthy and available for firmware-download

20f2

clan-ip

status clan-ip

status clan-ip location

Use status clan-ip to see the activity on a C-LAN circuit pack.

Action/Object Qualifier Qualifier Description

status clan-ip location | board location of the C-LAN circuit pack

The following example shows the output from status clan-ip.

status clan-ip 04E05
IP STATUS
Reset Time: 09/10 18:03
Incoming Received: Octets Datagrams Discards Hdr Errors
Since Reset 39294813 108862 0 0
Outgoing Transmitted: Octets Datagrams Discards No Routes
Since Reset 10571795 109174 0 0
Datagrams w/o Routes ICMP Dest Unreachables ICMP Redirects
Since Reset 6 0
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status clan-ip field descriptions

status clan-ip field descriptions

Field Name Description

Reset Time Time the last reset occurred.

Incoming Received: Octets | The number of octets received since the last reset.

Incoming Received: The total number of input datagrams received from interfaces,
Datagrams including those received in error, since the last reset.

Incoming Received: The number of input IP datagrams for which no problems were
Discards encountered to prevent their continued processing, but which were

discarded (e.g., for lack of buffer space) since the last reset. This total
does not include any datagrams discarded while awaiting re-assembly.

Incoming Received: The number of input datagrams discarded since the last reset due to
Hdr Errors errors in their IP headers, including bad checksums, version number
mismatch, other format errors, time-to-live exceeded, errors
discovered in processing their IP options, etc.

Outgoing Transmitted: The number of octets transmitted since the last reset.

Octets

Outgoing Transmitted: The total number of IP datagrams which local IP user-protocols

Datagrams (including ICMP) supplied to IP in requests for transmission since the
last reset.

Outgoing Transmitted: The number of output IP datagrams for which no problem was

Discards encountered to prevent their transmission to their destination, but
which were discarded (e.g., for lack of buffer space) since the last
reset.

Outgoing Transmitted: The number of IP datagrams discarded since the last reset because

No Routes no route could be found to transmit them to their destination. This total

includes any datagrams which a host cannot route because all of its
default gateways are down.

Datagrams w/o Routes: The number of ICMP Destination Unreachable messages received
ICMP Dest Unreachables since the last reset.

Datagrams w/o Routes: The number of ICMP Redirect messages received since the last reset.
ICMP Redirects
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clan-port

status clan-port

status clan-port port location

Use status clan-port to see link and status information regarding a C-LAN port. There are
five pages of output which display the following:

1 LINK/PORT STATUS

1 ERROR COUNTERS

1 PROCESSOR CHANNEL STATUS

1 TCP/IP Applications Currently Active

1 Media Gateways

The following example shows the output for Page 1 from status clan-port 1b0517

status clan-port 01B0517

Service State:
Node Name:

Source IP Address:
Subnet Mask:
Broadcast Address:
Physical Address:
Enabled?:
Maintenance Busy?:
Active Channels:

Page
LINK/PORT STATUS

Link Number: 97
Link Status: connected
Link Type: ethernet
Link Name: clan 1b0517
Service Port Location: 01B0517
Service Port Data Extension: 40823

in-service/idle
clan 1b0517
172.41.23.145
255.255.0.0
172.41.255.255
00:4d:04:a0:9c:b3
yes

no

0

1 of

5

The same information that is displayed by status clan-port can be invoked with
status link n. See status link on page 358 for more information.

Action/Object Qualifier

Qualifier Description

Login

Default

status clan-port

port location

C-LAN port location

1
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clan-usage

status clan-usage has been replaced with status socket-usage.

See:
status socket-usage on page 509.

cleared-alarm-notif

status cleared-alarm-notif

Expert Systems use status cleared-alarm-notif to detect chronic alarming conditions. If
cleared-alarm-notif displays Feature is suspended, Expert Systems can identify open
trouble tickets as chronic problems for special consideration.

Action/Object Qualifier Qualifier Description Login Default
cleared-alarm- | 1 First OSS telephone number init First OSS
notif status of Cleared Alarm inads | telephone
Notification. craft number for
2 Second OSS telephone number cust | the Cleared
status of Cleared Alarm rcust | Alarm
Notification. Notification
status.

communication-interface links

See:
change communication-interface links on page 155
display communication-interface links on page 156

change communication-interface links

change communication-interface links
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Use change communication-interface links to administer the links to the servers from

peripheral adjuncts.

Action/Object Qualifier Qualifier Description Login Default
change communication-interface init
links inads

craft

See status link on page 358 for more details on links.

display communication-interface links

display communication-interface links [schedule]

Use display communication-interface links to list translations for the links to the

servers from peripheral adjuncts.

Action/Object Qualifier Qualifier Description Login Default
display schedule init
communication-interface links inads

craft

See status link on page 358 for more details on links.
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The following example shows the output from display communication-interface
links.

display communication-interface links Page 1 of 15
INTERFACE LINKS

Link Enab Est Ext Type Dest. Conn. Name (20 characters)
Conn Number Module

O J oy U b W N

T T e = S e
<o U W NP O W

display communication-interface links field descriptions

display communication-interface links field descriptions 7 of 2

Field Description
Link Number of the administered link (data module screen).
Enable y/n Depending upon data module administration (processor interface,
Ethernet, and PPP).
Est Conn Establish connection data from the data module forms (processor interface
and PPP).
Ext Extension number of the local data module for this link.
Type Protocol for this link:
I PPP
1 ethernet
Dest. Destination of the link as administered on the data module forms (processor
Number interface and PPP).
10f2
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display communication-interface links field descriptions 2 of 2

Field Description
DTE/DCE Processor interface administration from data module screen (processor
interface only).
Conn. Connected data module administration from data module screen (processor
Module interface)
Name Name from the data module forms (processor interface, Ethernet, and PPP)
20f2

communication-interface processor-channels

See:

change communication-interface processor-channels on page 158

display communication-interface processor-channels on page 161

change communication-interface processor-channels

change communication-interface processor-channels [schedule]

Use change communication-interface processor-channel to assign each local
processor channel to an interface link channel, and to define the information associated with
each processor channel on an Ethernet link.

Action/Object Qualifier Qualifier Description Login Default
change schedule init
communication-interface inads
processor-channels craft

158 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info




List of SAT Commands

The following shows the output from change communication-interface
processor-channels

change communication-interface processor-channels Page 1 of 24
PROCESSOR CHANNEL ASSIGNMENT

Proc Gtwy Interface Destination Session Mach

Chan Enable Appl. To Mode Link/Chan Node Port Local/Remote 1ID

1:

O J o U WwN

Ne]

11:
12:
13:
14:
15:
16:

|
|
[eNeN-Nel-lclNcNcNc NNl ol el el o)
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change communication-interface processor-channels field descriptions

change communication-interface processor-channels field descriptions 7 of 2

Field Description
Enable y/n The processor channel is enabled/disabled.
Appl Identifies the switch application type/adjunct connection used on this channel

over a dedicated network. The application gateway is used for conversion
between ISDN and TCP/IP. Other forms must be properly administered as
well.

Valid entries are
1 audix - Voice Messaging

1 des - Distributed Communication System

1 fp-mwi - ISDN Feature Plus Message Waiting Indication. This channel
passes message waiting light information for subscribers on the
messaging system, from a messaging adjunct on a main switch for a
phone on a satellite switch. The terminating location (far end) of this
channel must be an Avaya Communication Manager system
compatible with ISDN Feature Plus proprietary protocol.

| gateway - Supports an X.25-connected AUDIX connected to an ISDN
DCS network.

1 gtwy-tcp - Supports a TCP connected AUDIX connected to an ISDN
DCS network.

1 mis - Management Information System, otherwise known as CMS
(Communication Management System)

1 gsig-mwi - QSIG Message Waiting Indication. Used with a
QSIG-based interface to a messaging system, this channel passes
message waiting light information for subscribers on the messaging
system.

1 blank

All “msa” entries refer to an obsolete product. An error message appears if an
“msa” value is entered: msaamwl, msaclk, msahlwc, msallwc, msamcs.
Voice Messaging.

Gtwy To Identifies which processor channel the given processor channel is serving as
a gateway to. Valid entries are a number between 1-(maximum number of
processor channels), or blank.

10f2
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change communication-interface processor-channels field descriptions 2 of 2

Field Description
Mode Identifies whether the IP session is passive (client) or active (server). This
field must be blank if the interface link is processor. This field cannot be blank
if the type of interface link is ethernet or ppp.
Valid entries are ¢ (client), s (server), or blank.
Interface Identifies the physical link carrying this processor (virtual) channel. Links are
Link numbered 1 through 254 or p for processor.
Interface For TCP/IP, interface channel numbers are in the range 5000-64500. The
Chan value 5001 is recommended for CMS and 5003 is recommended for DCS.
Destination Identifies the switch or adjunct at the far end of this link. Enter an adjunct
Node name, switch name, far-end IP address, node ID, or leave blank for services
local to this switch.
For ppp connections, match the Destination Node Name on the ppp Data
Module screen.
Destination Identifies the port number of the destination. The number 0 means any port
Port can be used. Valid entries are 0, 5000-64500.
Session The Local and Remote Session numbers can be any value between 1 and
Local 256 (si model) or 384 (r model), but they must be consistent between
: endpoints. For each connection, the Local Session number on this switch
Session must equal the Remote Session number on the remote switch and vice versa.
Remote It is allowed, and sometimes convenient, to use the same number for the
Local and Remote Session numbers for two or more connections.
Mach ID Destination switch ID identified on the dial plan of the destination switch.

20f 2

display communication-interface processor-channels

display communication-interface processor-channels [ schedule ]

Use display communication-interface processor-channels to listthe TCP/IP
listen port to carry each processor (virtual) channel (on an Ethernet link).

Action/Object Qualifier | Qualifier Description Login Default
display init
communication-interface inads
processor-channels craft
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conference

status conference

status conference [all | conference-ID] [schedule]
status conference [all | conference-ID] [endpoint all | endpoint-id]

Use status conference to help identify problems with a multimedia conference, and to help
solve more complex problems.

Action/Object Qualifier Qualifier Description Login Default
status all display all stored conference data | inads all
conference | conference-ID | display data on specified init
conference (current or last system
completed) technician

endpoint all
endpoint-id

schedule See Common Input
Parameters on page 25.

Examples:

status conference

status conference 2

status conference endpoint

The first screen appears when status conference is entered and at least 1 valid conference
is found.

Use status conference to solve the following multimedia problems:
1 A user unable to join or remain joined to a conference.

i A conference having poor video quality due to it being downgraded because of the
automatic algorithms - audio AUTO mode and the Px64 video picture specifications.

1 A user not receiving full service, such as being an audio-only endpoint (no video).

1 An audio add-on user unable to join or remain joined to a conference.

1 A conferee not being seen by other users due to interworking problems.

1 A user not able to participate in the Multipoint Communications Service conference.

1 A continuous conference not switching endpoints in or out of quadrants.
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Output for status conference, page 1

Depending on the status conference command entered, it is possible to have many
records display. Active conferences display first (in order of conference-ID), followed by
completed conferences (most recently completed first). There is no data or information about
conferences not yet begun.

The data for each conference displays in 2 parts: the first screen describes the status of the
conference and indicates the modes and levels of the conference. It also shows certain
endpoint information such as which endpoints are in use and which endpoint caused the
conference operating mode to change. This screen is similar to the administration screens. The
remainder of the screens display endpoint level data (up to 8 endpoints per screen), displaying
the ports and drop reasons.

The screen below shows page 1 of a typical status conference screen, when at least 1
valid conference is found.

status 50 Page 1 of 2
STATUS OF CONFERENCE: 50 Status: in-use
Conference Name: MMCH DYNAMIC Conference Mode: voice-activated
Password Scope:
Password: Cascade Mode:
Class: dedicated Audio Mode: G.728
Start Time/Date: 09:08 OCT 28 Data Mode: none MLP Rate:
Stop Time/Date: 00:0 000 00 Admin Bandwidth: 64k No of Channels: 2
Chair: Conf Bandwidth: 64k Rate Adaptation? y
Format (in/out): CIF FPS: 7.5 QFPS: 7.5 Lo/Hi Interworking? n
Dial In ----Capability---- Rate Bond
Type Ext Meet-Me Number Type Use Chl Aud Vid Mlp Gx Adpt Mode Ts Vs
1: P64 in c y y c e b
2: AUD out vy y
3:
4:
5:
6:

Communication Manager Release 5.0 Issue 4 January 2008 163

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

status conference field descriptions, page 1

Table 25: status conference field descriptions, page 1 7 of 9

Field Description
status The current status of the conference - active, in-use, complete
conference Always set as MMCH DYNAMIC
name
conference Always set as voice-activated
mode
password Not Applicable
password Not Applicable
scope
cascade Conference cascade mode - blank
mode
audio mode The current operating audio mode - G.711-A, G.711-mu, G.728, G.722
class The type of conference - dedicated
data mode Data mode capability for this conference - none, any-mlp, ww-pcs
MLP rate MLP Data Rate for this conference - blank.
no of The number of channels (transfer rate) required for each Px64 endpoint - 2.
channels
Chair Identifies the current chair token holder. This field is always blank.
conf The current operating channel conference bandwidth. This can be different
bandwidth from the administered bandwidth because of Rate Adaptation.
Rate Does this conference support Rate Adaptation? - n/ y.
adaptation
10f9
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Table 25: status conference field descriptions, page 1 2 of 9

Field Description
Format (in/ 1 For single-screen conference, the video format of the conference, CIF,
out) QCIF, QCIF/CIF, H.CTS, H.CTX+, and SGA4.

For conferences other than H.261, the input and output formats are
always symmetric and the mode is the same for input and output.
These display as H.CTX, H.CTX+, SG4.

1 For H.261 mode non-continuous presence conferences, the format is
always symmetric and displays as CIF and QCIF. The same is true for
the non-presentation, continuous presence conference in
single-screen.

For presentation mode H.261 single screen continuous presence
capable conferences, the input and output formats may be symmetric
QCIF/CIF (displayed as CIF) or asymmetric QCIF/CIF, depending on if
the format is administered as upgradeable.

1 For quad-screen conferences, the format is QCIF/CIF to reflect the
input of QCIF from every participant and output of CIF to every
participant.

1 For presentation mode quad-screen conference, the format is also
QCIF/CIF to reflect the input/output of every participant except the
presenter. In quad-screen mode, the input from the presenter is always
CIF.

FPS The CIF frame rate (frames per second) — ‘-, 30, 15, 10, 7.5. FPS indicates
the rate that an endpoint is capable of receiving frames. Note that there is no
indication of the maximum transmit frame rate nor the current frame rate that
the MCU can detect. The frame rate changes as a function of the amount of
motion in the input image.

QFPS The ACIF frame rate (frames per second) — ‘-, 30, 15, 10, 7.5. QFPS
indicates the rate that an endpoint is capable of generating/receiving frames.
For quad-screen VAS conferences, QFPS reflects the highest common QCIF
frame rate of every endpoint and the rate of the video mixer board, which may
be lower than the rest of the participants. Note that QCIF calculation takes into
account the highest common CIF frame rate declared by every conference
participant, since QCIF rate cannot be greater than that of the highest
common CIF rate.

For quad-screen presentation conferences, QFPS reflects the highest
common QCIF frame rate of every participant and the rate of the video mixer
board. Note that the QFPS cannot be greater than the CIF frame rate
announced by the presenter.

QFPS field is blank for proprietary modes.

20f9

Communication Manager Release 5.0 Issue 4 January 2008 165

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

Table 25: status conference field descriptions, page 1 3 of 9

Field Description

lo/hi Conference supports Low Speed/High Speed Interworking. Always n.

interworking

Type The type of conferee, either Audio/Video (P64), Audio Add-on (AUD),
Cascade Link (CAS), BONDing Call (BOND), BONDing Cascade Link
(BCAS), UCC Controller (UCC), or Dedicated Access (DA). BONDing calls
use up to 12 channels to form a single multimedia pipe.

Ext Endpoint extension chosen at administration. This field is blank.

Meet-me Meet-Me Number administered for the Meet-Me Extension. This field is blank.

number

Dial Type Indicates whether dial-in or dial-out is used to join the endpoint to the
conference - in, out. in is for dial-in, out is for dial-out.

In Use Is the endpoint currently participating in the conference or in process of

connecting to the conference? -y, c, e, f, n, blank.

1'y The endpointis in use and is fully connected on all media in an
active conference.

¢ The endpoint is in use and is fully connected, however the endpoint
has changed the conference audio or video capability or has changed
the rate of the conference because of rate adaptation. This condition
requires analysis of this endpoint’s capabilities and mode fields to
identify which capability was reduced.

e The endpoint is in use but the endpoint had capability problems. The
endpoint does not have one of the required capabilities (Vid, Bhl, MLP)
to be a full participant. For MLP capabilities, see the T120 field. This
condition requires analysis of this endpoint’s capabilities and mode field
to identify the missing capability.

f The endpoint is in use but is not connected to all media. This
indicates that the endpoint has declared every required capability
(channel/video/audio/data) but is not fully connected to all conference
media at this time. This endpoint may be in the process of connecting,
has failed to connect, or is not a valid video source. This condition
requires analysis of this endpoint’s capabilities and mode fields to
identify the problem.

n The endpoint was connected in a conference but has/was
disconnected or attempted to connect to a conference but was
unsuccessful.

blank until the first call is made from/to the endpoint

3of9
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Table 25: status conference field descriptions, page 1 4 of 9

Field

Description

Chl

Data on the quantify and quality of channels (transfer rate)? -y, e, n, blank
1y The endpoint has the required number of channels.

1 @ The endpoint has not declared support for the correct number of
channels and cannot participate fully in the conference.

1 n The endpoint has declared the correct number of channels, but every
channel has not yet joined the conference, due to either a network or
endpoint problem.

1 blank Audio add-on endpoints always set to blank.

Aud

Does it have the required audio capability? -y, c, e, blank

1'y The endpoint has the required audio capability. Audio add-on
endpoint always have the Aud field set to y once the endpoint has
joined the conference.

¢ This endpoint is PCM only and it changed the video quality of the
conference by changing the operating audio from G.728 to G.711. If the
administered audio mode is auto and the administered bandwidth is
112 kbps (56 k/channel) or 128 kbps (64 k/channel), the system starts
out with the highest common audio of G.728. When the administered
bandwidth is greater than 128 kbps, the system starts out with the
highest common bandwidth of 7 kHz.

1 @ A PCM-only endpoint that did not have the capability of supporting
the administered audio mode of G.728 (such as a data conference), or
G. 278/G.711 endpoint that did not have the capability of supporting the
administered audio mode of 7 kHz. Such endpoints operate with PCM
audio and interwork with the current operating audio mode.

1 blank until the first call is made from/to the endpoint

40f9
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Table 25: status conference field descriptions, page 1 5 of 9

Field

Description

Vid

Does it have the required video capability and is receiving video? -y, ¢, e, n,
blank

1y The endpoint has the required video capability and should be
receiving video if the Chl, Aud, and Dat fields are y.

1 ¢ It downgraded the conference’s video quality - either from CIF to ACIF
or by decreasing the frame rate. The conference video mode is set by
default to CIF and if a QCIF-only endpoint joins the conference, then
the entire conference is made to operate in QCIF, with the video clarity
downgraded. Also, the conference frame rate is initially set to the
highest frame rate that can then be reduced by any endpoint. If the
conference video mode is not administered with upgrade capability,
then if the video parameters for a conference have been “downgraded,”
they are not “upgraded” until every endpoint disconnects from the
conference.

1 @ The endpoint has not declared any video capability in its cap-set.

1 n Audio only, not receiving video, possibly due to an audio or data
problem.

1 blank Audio add-on endpoints always blank.

Mip

The state of the Control Link to the ESM (T.120 stack terminator), the endpoint
MLP data capability, and the state of the data connection in the T.120 stack.
This field value is always blank, indicating that the Data Mode for the
conference is none, and therefore, the data does not apply, or the endpoint
has never joined the conference.

Gx

Does it have the Still Frame Graphics capability? - y, e, blank
1y This endpoint has this capability.

1 e This endpoint did not declare this capability. The conference retains
the still frame graphics capability when a non-compliant endpoint joins
the conference.

1 blank This endpoint has never joined the conference.

50f9
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Table 25: status conference field descriptions, page 1 6 of 9

Field

Description

Rate Adpt

Rate adaptation/interworking indicator - 5, 6, y, ¢, e, n, blank. Values of 5 and
6 apply only to low-speed/high-speed Interworking. Every other value applies
only to rate adaptation.

1 5 - A 56-kbps (low-speed) endpoint has joined a high-speed (128-kbps
or above) conference. This endpoint is connected with audio-only
capability, but is neither a valid video source nor destination.

6 - A 64-kbps (low-speed) endpoint has joined a high-speed (128-kbps
or above) conference. This endpoint is connected with audio-only
capability, but is neither a valid video source nor destination.

y - This endpoint has joined a conference at the administered rate of
64 kbps, but (because rate adaptation to 56 kbps was triggered by
another endpoint) this endpoint has successfully rate-adapted to 56
kbps.

1 ¢ - The administered bandwidth of a conference is 64 kbps and this
endpoint has joined the conference at 56 kbps. The first 56-kbps
endpoint that joins a 64-kbps rate-adaptable conference triggers rate
adaptation (see Join Time below).

n - A 64-kbps conference was triggered to rate adapt to 56 kbps by
some other endpoint. This endpoint joined the conference at the
bandwidth of 64 kbps, but encountered problems in rate adapting down
to 56 kbps. This endpoint may have the audio and may be receiving
video, but is not a valid video source.

1 blank - Rate adaptation was never triggered by any endpoints. So, if an
endpoint is in use and connected, then it joined the conference at the
administered bandwidth.

Bond Mode

BONDing Mode - blank. This field is blank for calls that are not related to
bonding.

6 of 9
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Table 25: status conference field descriptions, page 1 7 of 9

Field

Description

Ts

Indication of the talking state of the endpoint - t, m, M, S, blank.

1 t - At the time the command was invoked, voice energy (talking) was
detected from the endpoint.

1 m - At the time the command was invoked, the endpoint indicated to the
MCU that it was muted. It is possible that an endpoint may mute, but not
send any indication to the MCU. In this situation the MCU does not
display a mute indication.

1 M - At the time the command was invoked, the endpoint’s audio was
muted via UDD/CRCS Agent interface. M displays when both the
endpoint and the UCC/CRCS Agent have muted the endpoint audio.

1 S - At the time the command was invoked, the endpoint’'s audio was
muted because of solo-audio state set by UCC/CRCS Agent. While in
solo-audio state, new endpoints joining the conference are
automatically muted.

1 blank - At the time the command was invoked voice energy (talking)
was not being detected from the endpoint.

Vs

1 a This value applies only to quad-screen conferences. *a indicates that
an endpoint is part of the current mixed image and is fixed in one of the
quadrants via administration. *a indicates that the endpoint is fixed in a
quadrant but is not currently connected (Fill image displays).

1 b For full-screen conference it indicates that at the time the command
was invoked, this endpoint’s video was being broadcast to other sites.
This conference was in VAS, broadcast, or presentation mode. For
quad-screen VAS conference it is prefixed with an asterisk (*) and
indicates that this endpoint’s video is part of the mixed image because
of VAS. For quad-screen presentation conferences, b (without an
asterisk) identifies the presenter as the broadcaster.

1 B At the time the command was invoked the endpoint’s video was being
broadcast to other sites because of the UCC roll call feature. UCC roll
call feature can only be performed in full-screen mode.

1 ¢ At the time the command was invoked this endpoint’s video was being
broadcast to other sites. The conference was in chair mode and the
broadcaster was designated by the chair. Chair features can only be
performed in full-screen mode.

70f9
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Table 25: status conference field descriptions, page 1 8 of 9

Field

Description

Vs (cont'd)

1

i - At the time the command was invoked the endpoint was not a valid
video source. For continuous presence conference, if this endpoint is
fixed in a particular quadrant, an asterisk (#) is affixed before i.

r - For full-screen conferences, at the time the command was invoked
the endpoint’s video was the return video to the broadcaster. For
continuous presence conference in presentation mode, *r represents a
VAS quadrant that is part of the mixed image.

R - At the time the command was invoked, the endpoint’s video was the
return video to the broadcaster because of the UCC browse feature.
UCC Browse feature can only be performed in full-screen mode.

s - At the time the command was invoked this endpoint’s video was
suppressed at the request of the endpoint. For continuous presence
conference with fixed quadrant participants, if this endpoint is fixed in a
particular quadrant a # is affixed before s.

S - At the time the command was invoked this endpoint’s video was
suppressed via UCC/CRCS Agent interface. For continuous presence
conference with fixed quadrant participants, if this endpoint is fixed in a
particular quadrant, # is affixed before S. S appears when the endpoint
and the UCC/CRCS Agent have suppressed the endpoint video.

u - For full-screen conferences, at the time the command was invoked
this endpoint’s video was being broadcast to other sites. The
conference was in VAS mode and the broadcaster was designated by
the UCC/CRSCS Agent interface. For quad-screen conferences, it
indicates that UCC/CRCS Agent designated this endpoint as fixed in a
quadrant. An asterisk (*) is affixed before u if the endpoint is currently
part of the quad image, and # is affixed if the endpoint is not currently
joined.
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Table 25: status conference field descriptions, page 1 9 of 9

Field

Description

1 U Applies only to quad-screen conference and indicates that UCC/

CRCS Agent designated a quadrant as VAS. An asterisk (*) is affixed
before U to indicate that this endpoint is part of the current quad image.

v At the time the command was invoked this endpoint’s video was
being broadcast to other sites. The conference was in VAS mode but
the endpoint has asked to be a broadcaster via “See-Me” request and
was granted a MCV (Multipoint Command Visualize) token. The
See-Me feature is only performed in full-screen mode.

blank At the time of the request the endpoint’s video was not
broadcast, return, video, or part of the mixed-image, but it is a valid
video source.

90of9

Output for status conference, page 2

status conference

Join

Ext Time

o U1 W N

page 2 of 2
STATUS OF CONFERENCE:

Sum Grp: Groupl Group2 Group3 Group 4
Ll:
L2:
Drop Drop AC —=—————- Ports--—-———---—- Sum
Time Reason Num Trunk Video Aud/Esm Grp Software
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status conference field descriptions, page 2

Table 26: status conference field descriptions, page 2 1 of 4

Field

Description

Sum Grp

The VD audio Level 1 (L1) and Level 2 (L2) summer group parts for each
assigned group (1-4). Summer parts are assigned only for conferences with
over 6 participants. When a conference operates at an audio mode of 7 kHz
(administered audio mode is 7 kHz, or auto with the bandwidth greater than
128 kbps), the system allocates “primary” and “secondary” L1 and L2
summer parts. These primary and secondary parts are allocated as adjacent
port slots on the same board. Status conference only displays the primary
summer ports. The secondary summer ports are always one slot higher than
the displayed primary summer port.

Join Time

Time (in 24-hour notation) when the channel joined the conference.

Drop Time

Time (in 24-hour notation) when the channel disconnected. If the first channel
has a drop time, then it means that the endpoint is idle. If there is a drop time
without a join time, it means that the call disconnected without being joined to
the conference.

Drop Reason

The reason for the channel’s disconnect:

1 2-pri This drop reason occurs when an administration error causes a
mismatch in primary-secondary designation for a cascade link. This
mismatch shows that both MCUs are administered as primaries (see
“Cascading” for a description of primary-secondary compatibility).

2-sec This drop reason occurs when an administration error causes a
mismatch in primary-secondary designation for a cascade link. This
mismatch shows that both MCUs are administered as secondaries
(see “Cascading” for a description of primary-secondary compatibility).

1 Agent The reservation agent has caused the call to disconnect (for
example, the agent has changed a connected dial-out destination
number).

Bandwidth mismatch between a call and the conference it attempted
to join. For example, a 56-kbps call attempted to join a 64-kbps
conference that does not allow rate adaptation.

BondHshake BONDing handshake drop reason can be caused due to
the following reasons: information channel parameter not supported or
invalid, parameter negotiation terminated out of sequence, timer
expired because of the secondary channels did not establish, or
BONDing framing was not detected for one of the other channels.

10f4
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Table 26: status conference field descriptions, page 2 2 of 4

Field

Description

Drop Reason

1

Busy This dial-out drop reason occurs when the MCU detects that the
conferee’s terminal equipment is busy. This drop reason is detected by
an ISDN cause value (for example h0). See “Dial-out” for a description
of CPTR usage.

Chair disconnected the endpoint, using either Chair Command
Disconnect (CCD) or Chair Command Kill (CCK) signals.

Conf End The conference was ended due to reaching stop time for a
reserved conference or due to an active conference being converted to
file.

Endpoint Clearing received from DS1 - the disconnect came from the
endpoint. The endpoint notified the MCU that it intended to disconnect.

Far-end Clearing received from DS1 - the disconnect came from either
the network or the endpoint.

Handshake Either framing was never found (the endpoint could not
complete initialization - problems finding Frame Alignment Signal
(FAS), Multi Frame Alignment (MFA) and getting a corrected coded
cap-set) or framing was lost for some time (over 40 seconds) and the
endpoint was disconnected.

IDtimeout The MCU has not received response to the UIN/password
Query from the H.320 user after three attempts. Each attempt has a
system administered timeout period.

Internal MCU has a problem allocating trunk resources necessary to
route the dial-out call for the specified dial-numbers. This problem can
be associated with routing pattern or trunk associated translation (for
example, TAC specified in the dial-out number or routing pattern points
to a trunk group without members), or it can indicate a lack of trunk
resources (for example, every trunk member is maintenance busy or
every in-service member is busy on a call).

Network Clearing received from DS1 - the disconnect came from the
network. The endpoint that had the disconnect notification capability
disconnected without notifying the MCU.

No-ring This dial-out drop reason occurs when the call has been up for
30 seconds and no ringing is detected.

Not-MCU The dial-out destination number(s) of the “CAS” extension
has terminated to a number that is not a dial-in cascade MCU
extension.
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Table 26: status conference field descriptions, page 2 3 of 4

Field

Description

Drop Reason
(cont’d)

1 Password Either the user entered the wrong password or the audio
add-on user did not enter it within the specified time period. Note that
the audio add-on user gets one attempt to enter a correct password
and inter-digit timing for each digit (that is, about 10 seconds between
digits).

1 Pre-AnsDrop The call disconnected before answer by an endpoint.
The cause of the disconnect may be the network, an endpoint, or a
terminal adapter. This drop reason is different from ‘No-answer,” which
indicates that a 60-second timeout occurred while alerting. In this case,
the call drops before the 60-second timer has expired. Some busy
endpoints connected through terminal adapters display this behavior.

Resource MCU could not provide resources (VC or MMI) when the
call arrived or lost the resources during the call. This could be due to
them being Out of Service, busied out by craft, or being used by
system maintenance. This drop reason could also occur if the DS1/
MMI cable is disconnected. If there was a resource problem when the
call arrived, it would get reorder (fast busy) and not get disconnected
by the MCU.

Reorder This dial-out drop reason occurs when the MCU detects that
there are no available trunks in the network to place the call. This drop
reason is detected by MCU CPTR resources. See “Dial-out” for a
description of CPTR usage.

1 System An MCU restart (level 2) disconnected every call.
1 UIN-Inv The user entered an invalid User Identification Number.

1 Unknown The system could not determine the cause of the
disconnect.

1 Wrong-num This dial-out drop reason occurs when the MCU detects
the wrong destination number was dialed. This drop reason is detected
by MCU CPTR resources SDN cause value. See “Dial-out” for details.

1 UCC controller intentionally disconnected the endpoint.

AC Num

Administered Connection Number - from 1 to 128. AC number can be used to
further diagnose a problem by combining status conference information
with status administered connection and data stored in the error and
alarm logs.

Ports Trunk

The data endpoint that the channel is using.

Ports Video

The MMI port for the channel.
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Table 26: status conference field descriptions, page 2 4 of 4

Field Description

Ports Aud If the endpoint type is not “UCC,” the VC audio encoder port (which is always
paired to a decoder port) for the channel (only the first channel). Because
only one audio encoder port is allocated per endpoint, it appears together
with the ESM data port in the endpoint’s channel 1 port slot position of the
Port Aud/ESM column. For “UCC” endpoint type, the channel 1 port slot
position displays the allocated Call Classifier resource.

Ports ESM The Expansion Service Module MMI data port. This field is always blank.

Sum Grp Endpoint’s assighed summer group number. The summer group port
assignments are on screen 1.

software For Avaya use only.

40f4

Output for status conference endpoint

status conference x endpoint y

This is an example of the first page of status conference x endpoint y. Data relevant
for each endpoint appears on 6 pages. If the endpoint-ID of all is used, every possible
endpoint associated with the specified conference appears.

status conference endpoint page 1 of 6
STATUS OF CONFERENCE ENDPOINT: Status:

Ext: Type: Manufacturer/Country:  / Product:

Terminal Name: Data Mode: MLP Rate:
Admin Bandwidth: Rate Adaptation:

Conf Bandwidth: Lo/Hi Interworking:

Meet-Me Number: Dial Out #1:

Sum Grp: _ Ll: L2: #2:

Quadrature:

ENDPOINT STATES/CAPABILITIES/MODES
In Enh ----Capability---- Rate Bond
Use BAS Chl Aud Vid Mlp Gx Adpt Mode Ts Vs
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status conference endpoint field descriptions, page 1

Table 27: status conference endpoint field descriptions, page 1 1 of 8

Field Description

Endpoint Endpoint-ID is a slot number associated with the endpoint entered on the
conference forms.

Product Product identification number obtained from the endpoint.

Manufacturer/ | Manufacturer identification number and manufacturer’s country code

Country obtained from the endpoint.

Terminal blank

Name

Sum Grp Summer group number to which this endpoint belongs and the VC Audio
Level (L1) and Level 2 (L2) summer ports for this group. These fields have an
entry only for conferences with over 6 participants.

Dial Out #1 Blank

Dial Out #2 Blank
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Table 27: status conference endpoint field descriptions, page 1 2 of 8

Field

Description

In Use

Is the endpoint currently participating in the conference or in process of
connecting to the conference? —vy, ¢, e, f, n, blank.

1 'y — The endpoint is in use and is fully connected on all media in an

active conference.

1 ¢—The endpoint is in use and is fully connected, however the endpoint

has changed the conference audio or video capability or has chan
the rate of the conference because of rate adaptation. This conditi
requires analysis of this endpoint’s capabilities and mode fields to
identify which capability was reduced.

1 @ — The endpoint is in use but the endpoint had capability problem

ged
on

S.

The endpoint does not have one of the required capabilities (Vid, Bhl,
MLP) to be a full participant. For MLP capabilities, see the T120 field.

This condition requires analysis of this endpoint’s capabilities and
mode field to identify the missing capability.

1 f—The endpoint is in use but is not connected to all media. This
indicates that the endpoint has declared every required capability

(channel/video/audio/data) but is not fully connected to all conference
media at this time. This endpoint may be in the process of connecting,

has failed to connect, or is not a valid video source. This condition
requires analysis of this endpoint’s capabilities and mode fields to
identify the problem.

1 n — The endpoint was connected in a conference but has/was
disconnected or attempted to connect to a conference but was
unsuccessful.

1 blank — The field is blank until the first call is made from/to the
endpoint.

Enh BAS

EnhancedBasic Service Flag—n, y

y — The endpoint supports the enhanced BAS commands/caps;
n — The endpoint only supports the basic BAS commands/caps.

20f8
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Table 27: status conference endpoint field descriptions, page 1 3 of 8

Field Description

Chl Data on the quantify and quality of channels (transfer rate)? —y, e, n, blank
1y — The endpoint has the required number of channels.

1 @ — The endpoint has not declared support for the correct number of
channels and cannot participate fully in the conference.

1 n— The endpoint has declared the correct number of channels, but
every channel has not yet joined the conference, due to either a
network or endpoint problem.

1 blank — Audio add-on endpoints always have a blank Chl field.

Aud Does it have the required audio capability? — vy, c, e, blank

1 'y — The endpoint has the required audio capability. Audio add-on
endpoint always have the Aud field set to y once the endpoint has
joined the conference.

1 ¢ — This endpoint is PCM only, and it changed the video quality of the
conference by changing the operating audio from G.728 to G.711. If the
administered audio mode is auto and the administered bandwidth is
112 kbps (56 k/channel) or 128 kbps (64 k/channel), the system starts
out with the highest common audio of G.728. When the administered
bandwidth is greater than 128 kbps, the system starts out with the
highest common bandwidth of 7 kHz.

1 @ — A PCM-only endpoint that did not have the capability of supporting
the administered audio mode of G.728 (such as a data conference)

1 G —278/G.711 endpoint that did not have the capability of supporting
the administered audio mode of 7 kHz. Such endpoints operate with
PCM audio and interwork with the current operating audio mode.

1 blank — The field is blank until the first call is made from/to the
endpoint.
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Table 27: status conference endpoint field descriptions, page 1 4 of 8

Field

Description

Vid

Does it have the required video capability and is receiving video? —y, ¢, e, n,
blank

1 'y — The endpoint has the required video capability and should be
receiving video if the Chl, Aud, and Dat fields are y.

1 ¢ — It downgraded the conference’s video quality - either from CIF to
ACIF or by decreasing the frame rate. The conference video mode is
set by default to CIF and if a QCIF-only endpoint joins the conference,
then the entire conference is made to operate in QCIF, with the video
clarity downgraded. Also, the conference frame rate is initially set to
the highest frame rate that can then be reduced by any endpoint. If the
conference video mode is not administered with upgrade capability,
then if the video parameters for a conference have been
“‘downgraded,” they are not “upgraded” until every endpoint
disconnects from the conference.

1 @ — The endpoint has not declared any video capability in its cap-set.

1 n — Audio only, not receiving video, possibly due to an audio or data
problem.

1 blank — Audio add-on endpoint always have the Vid field set to b1ank.

Mip

The state of the Control Link to the ESM (T.120 stack terminator), the
endpoint MLP data capability, and the state of the data connection in the
T.120 stack. This field value is always blank, indicating that the Data Mode for
the conference is none, and therefore, the data does not apply, or the
endpoint has never joined the conference.

Gx

Does it have the Still Frame Graphics capability? —y, e, blank
1 'y — This endpoint has this capability.

1 e — This endpoint did not declare this capability. The conference retains
the still frame graphics capability when a non-compliant endpoint joins
the conference.

1 blank — This endpoint has never joined the conference.
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Table 27: status conference endpoint field descriptions, page 1 5 of 8

Field

Description

Rate Adpt

Rate adaptation/Interworking indicator — 5, 6, y, ¢, e, n, blank. Values of 5
and 6 apply only to low-/high-speed interworking. Every other value applies
only to rate adaptation.

1 5 — A 56-kbps (low-speed) endpoint has joined a high-speed (128-kbps
or above) conference. This endpoint is connected with audio-only
capability, but is neither a valid video source nor destination.

6 — A 64-kbps (low-speed) endpoint has joined a high-speed (128-kbps
or above) conference. This endpoint is connected with audio-only
capability, but is neither a valid video source nor destination.

1 'y — This endpoint has joined the conference at the administered rate of
64 kbps, but (because rate adaptation to 56 kbps was triggered by
another endpoint) this endpoint has successfully rate adapted to
56 kbps.

1 ¢ — The administered bandwidth of the conference is 64 kbps and this
endpoint has joined the conference at 56 kbps. The first 56-kbps
endpoint that joins 64-kbps rate-adaptable conference triggers rate
adaptation (see Join Time below).

1 n— A 64-kbps conference was triggered to rate adapt to 56 kbps by
some other endpoint. This endpoint joined the conference at the
bandwidth of 64 kbps, but encountered problems in rate adapting down
to 56 kbps. This endpoint may have the audio and may be receiving
video, but is not a valid video source.

1 blank — Rate adaptation was never triggered by any endpoints. So, if
this endpoint is in use and connected, then it joined the conference at
the administered bandwidth.

Bond Mode

BONDing Mode — blank. This field is blank for calls that are not related to
bonding.
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Table 27: status conference endpoint field descriptions, page 1 6 of 8

Field Description

Ts Indication of the talking state of the endpoint — t, m, M, S, blank.

1 t — At the time the command was invoked, voice energy (talking) was
detected from the endpoint.

1 m — At the time the command was invoked, the endpoint indicated to
the MCU that it was muted. It is possible that an endpoint may mute,
but not send any indication to the MCU. In this situation the MCU does
not display a mute indication.

1 M — At the time the command was invoked, the endpoint’s audio was
muted via UDD/CRCS Agent interface. M displays when both the
endpoint and the UCC/CRCS Agent have muted the endpoint audio.

1 8 — At the time the command was invoked, the endpoint’s audio was
muted because of solo-audio state set by UCC/CRCS Agent. While in
solo-audio state, new endpoints joining the conference are
automatically muted.

blank — At the time the command was invoked voice energy (talking)
was not being detected from the endpoint.
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Table 27: status conference endpoint field descriptions, page 1 7 of 8

Field Description
Vs Indication of the MCU video state for this endpoint—a, b, B, ¢,i,r, R, s, S, u,
U, v, blank.

For quad-screen conferences an * is affixed before the value of Vs to indicate
that an endpoint is currently part of the mixed image. A # may be affixed
before the value of Vs to indicate that an endpoint was fixed to be in the
mixed image (via administration or UCC/CRCS Agent), but instead, a Fill
video is shown in its place. This occurs when the video of an endpoint that is
fixed in a quadrant cannot be used as a video source because the endpoint is
currently not joined to the conference, has suppressed its video, or has
invalid video to be the video source. Notice that at most four endpoints have
an * or # affixed before the Vs field value.

For quad-screen conference in VAS mode, the mixed image is broadcast to
every endpoint. For quad-screen conference in presentation mode, the mixed
image is return video to the presenter.

1 a — This value applies only to quad-screen conferences. *a indicates
that an endpoint is part of the current mixed image and is fixed in one
of the quadrants via administration. *a indicates that the endpoint is
fixed in a quadrant but is not currently connected (Fill image displays).

1 b — For full-screen conference it indicates that at the time the
command was invoked, this endpoint’s video was being broadcast to
other sites. This conference was in VAS, broadcast, or presentation
mode. For quad-screen VAS conference it is prefixed with an asterisk
(*) and indicates that this endpoint’s video is part of the mixed image
because of VAS. For quad-screen presentation conferences, b
(without an asterisk) identifies the presenter as the broadcaster.

1 ¢ — At the time the command was invoked this endpoint’s video was
being broadcast to other sites. The conference was in chair mode and
the broadcaster was designated by the chair. Chair features can only
be performed in full-screen mode.

1 B — At the time the command was invoked the endpoint’s video was
being broadcast to other sites because of the UCC roll call feature.
UCC roll call feature can only be performed in full-screen mode.

1 i — At the time the command was invoked the endpoint was not a valid
video source. For continuous presence conference, if this endpoint is
fixed in a particular quadrant, an asterisk (#) is affixed before i.
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Table 27: status conference endpoint field descriptions, page 1 8 of 8

Field

Description

Vs
(cont’d.)

1 r — For full-screen conferences, at the time the command was invoked
the endpoint’s video was the return video to the broadcaster. For
continuous presence conference in presentation mode, *r represents a
VAS quadrant that is part of the mixed image.

R — At the time the command was invoked, the endpoint’s video was
the return video to the broadcaster because of the UCC browse
feature. UCC Browse feature can only be performed in full-screen
mode.

s — At the time the command was invoked this endpoint’s video was
suppressed at the request of the endpoint. For continuous presence
conference with fixed quadrant participants, if this endpoint is fixed in a
particular quadrant a # is affixed before s.

S — At the time the command was invoked this endpoint’s video was
suppressed via UCC/CRCS Agent interface. For continuous presence
conference with fixed quadrant participants, if this endpoint is fixed in a
particular quadrant, # is affixed before S. S displays when both the
endpoint and the UCC/CRCS Agent have suppressed the endpoint
video.

u — For full-screen conferences, at the time the command was invoked
this endpoint’s video was being broadcast to other sites. The
conference was in VAS mode and the broadcaster was designated by
the UCC/CRSCS Agent interface. For quad-screen conferences, it
indicates that UCC/CRCS Agent designated this endpoint as fixed in a
quadrant. An asterisk (*) is affixed before u if the endpoint is currently
part of the quad image, and # is affixed if the endpoint is not currently
joined.

1 U — Applies only to quad-screen conference and indicates that UCC/
CRCS Agent designated a quadrant as VAS. An asterisk (*) is affixed
before U to indicate that this endpoint is part of the current quad image.

v — At the time the command was invoked this endpoint’s video was
being broadcast to other sites. The conference was in VAS mode but
the endpoint has asked to be a broadcaster via “See-Me” request and
was granted a MCV (Multipoint Command Visualize) token. The
See-Me feature is only performed in full-screen mode.

blank — At the time of the request the endpoint’s video was not
broadcast, return, video, or part of the mixed-image, but it is a valid
video source.
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Page 2 of status conference x endpoint y shows endpoint channel information.

status conference endpoint page 2 of 6
ENDPOINT CHANNEL INFORMATION
Chan. Join Drop ----Drop---- AC -—-—————-———-- Ports-—-----—-—- Fr

No. Time Time Reason Code Num Trunk Video Aud/ESM BONDng Err Software
1:

O J oUW

e

11:
12:

status conference endpoint field descriptions, page 2

status conference endpoint field descriptions, page 2 1 of 5

Field Description

Join Time Time (in 24-hour notation) when the channel joined the conference.

Drop Time Time (in 24-hour notation) when the channel disconnected. If the first channel
has a drop time, then it means that the endpoint is idle. If there is a drop time
without a join time, it means that the call disconnected without being joined to
the conference.

10f5

Communication Manager Release 5.0 Issue 4 January 2008 185

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

status conference endpoint field descriptions, page 2 2 of 5

Field Description
Drop The reason for the channel’s disconnect:
Reason

1 2-pri - This drop reason occurs when an administration error causes a
mismatch in primary-secondary designation for a cascade link. This
mismatch shows that both MCUs are administered as primaries (see
“Cascading” for a description of primary-secondary compatibility).

1 2-sec - This drop reason occurs when an administration error causes a
mismatch in primary-secondary designation for a cascade link. This
mismatch shows that both MCUs are administered as secondaries (see
“Cascading” for a description of primary-secondary compatibility).

Agent - The reservation agent has caused the call to disconnect (for
example, the agent has changed a connected dial-out destination
number).

Bandwidth - Mismatch between a call and the conference it attempted
to join. For example, a 56-kbps call attempted to join a 64-kbps
conference that does not allow rate adaptation.

BondHshake - BONDing handshake drop reason can be caused due to
the following reasons: information channel parameter not supported or
invalid, parameter negotiation terminated out of sequence, timer expired
because of the secondary channels did not establish, or BONDing
framing was not detected for one of the other channels.

1 Busy - This dial-out drop reason occurs when the MCU detects that the
conferee’s terminal equipment is busy. This drop reason is detected by
an ISDN cause value (for example h0). See “Dial-out” for a description
of CPTR usage.

i Chair - disconnected the endpoint, using either Chair Command
Disconnect (CCD) or Chair Command Kill (CCK) signals.

Conf End - The conference was ended due to reaching stop time for a
reserved conference or due to an active conference being converted to
file.
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status conference endpoint field descriptions, page 2 3 of 5

Field Description

Drop 1 Endpoint Clearing received from DS1—The disconnect came from the
Fea?%f; endpoint. The endpoint notified the MCU that it intended to disconnect.
con

Far-end Clearing received from DS1—The disconnect came from either
the network or the endpoint.

Handshake Either framing was never found (the endpoint could not
complete initialization—Problems finding Frame Alignment Signal
(FAS), Multi Frame Alignment (MFA) and getting a corrected coded
cap-set) or framing was lost for some time (over 40 seconds) and the
endpoint was disconnected.

IDtimeout—The MCU has not received response to the UIN/password
Query from the H.320 user after three attempts. Each attempt has a
system administered timeout period.

Internal MCU has a problem allocating trunk resources necessary to
route the dial-out call for the specified dial-numbers. This problem can
be associated with routing pattern or trunk associated translation (for
example, TAC specified in the dial-out number or routing pattern points
to a trunk group without members), or it can indicate a lack of trunk
resources (for example, every trunk member is maintenance busy or
every in-service member is busy on a call).

Network - Clearing received from DS1—The disconnect came from the
network. The endpoint that had the disconnect notification capability
disconnected without notifying the MCU.

Not-MCU - The dial-out destination number(s) of the “CAS” extension
has terminated to a number that is not a dial-in cascade MCU
extension.

No-ring - his dial-out drop reason occurs when the call has been up for
30 seconds and no ringing is detected.

Reorder - his dial-out drop reason occurs when the MCU detects that
there are no available trunks in the network to place the call. This drop
reason is detected by MCU CPTR resources. See “Dial-out” for a
description of CPTR usage.

Pre-AnsDrop- The call disconnected before answer by an endpoint.
The cause of the disconnect may be the network, an endpoint, or a
terminal adapter. This drop reason is different from ‘No-answer,” which
indicates that a 60-second timeout occurred while alerting. In this case,
the call drops before the 60-second timer has expired. Some busy
endpoints connected through terminal adapters display this behavior.
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status conference endpoint field descriptions, page 2 4 of 5

Field

Description

Drop
Reason
(cont’d)

1 Resource - MCU could not provide resources (VC or MMI) when the
call arrived or lost the resources during the call. This could be due to
them being Out of Service, busied out by craft, or being used by system
maintenance. This drop reason could also occur if the DS1/MMI cable is
disconnected. If there was a resource problem when the call arrived, it
would get reorder (fast busy) and not get disconnected by the MCU.

Password - Either the user entered the wrong password or the audio
add-on user did not enter it within the specified time period. Note that
the audio add-on user gets one attempt to enter a correct password and
inter-digit timing for each digit (that is, about 10 seconds between
digits).

System - An MCU restart (level 2) disconnected every call.

UIN-Inv - The user entered an invalid User Identification Number.

Unknown -The system could not determine the cause of the
disconnect.

1 Wrong-num - This dial-out drop reason occurs when the MCU detects
the wrong destination number was dialed. This drop reason is detected
by MCU CPTR resources SDN cause value. See “Dial-out” for details.

1 UCC - controller intentionally disconnected the endpoint.

Drop Code

A detail code complementing the Drop Reason (see above). Additional
bonding related information may be obtained from supplementary BONDing
Drop Codes described above.

AC Num

Administered Connection Number - from 1 to 128. AC number can be used to
further diagnose a problem by combining status conference information
with status administered connection and data stored in the error and
alarm logs.

Ports Trunk

The data endpoint that the channel is using.

Ports Video

The MMI port for the channel.

Ports Aud

If the endpoint type is not “UCC,” the VC audio encoder port (which is always

paired to a decoder port) for the channel (only the first channel). Because only
one audio encoder port is allocated per endpoint, it appears together with the

ESM data port in the endpoint’s channel 1 port slot position of the Port Aud/
ESM column.

For “UCC” endpoint type, the channel 1 port slot position displays the
allocated Call Classifier resource.

Ports ESM

The Expansion Service Module MMI data port. This field is always blank.

4 0of5
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of framing errors.

Field Description

Ports The MMI port used for BONDing for the channel.

BONDNg

Fr Err Frame error counter. A circular hex counter (0-FF) to indicate the occurrence

S50of5

The following screen shows page 3 of status conference x endpoint y.

status conference endpoint

CONFERENCE INFO:

STAT

CMD

Broadcaster:

Return Vid: xx

MODE COMMANDS/COMMUNICATION MODES

CONF

EPT-IN

xxX (See-Me)

EPT-OUT

MK KKKKKNKBK BIK

G728
derestrict
H.261
MLP-off
H-MLP-off
LSD-off
HSD-off
encrypt-off

N-comp-6B-HO N-comp-6B-HO

384

neutral
derestrict
H.261
MLP-off
H-MLP-off
LSD-off
HSD-off
encrypt-off

G728
derestrict
H.261
MLP-off
H-MLP-off
LSD-off
HSD-off
encrypt-off
N-comp-6B-HO

| EPT MISC
[—=————= I O
| AIM: y n
| VIS y n
| MIS n
| MCV: n

| _____________
| TALK: y 05
| VFCV: y 01
| BCTK: n 02
| RTTK: y 01
| BCLS: n

| RTLS: n

| HYPR: n 00
IDMUTE: n 00
|H.261: n 00
| VEMT: n 00

MCUFAL:

page 3 of ©

FAS:

=
€|
B
O oK K KKK

(@]
o3 B3B8 B3 33

o O

FEFAL:

FAW --
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status conference endpoint field descriptions, page 3 Conference Info

status conference endpoint field descriptions, page 3 Conference Info

Field

Description

CONFERENCE INFO: Applies mostly to full-screen conferences.

Broadcaster

Indicates the endpoint number that is the current broadcaster. Applies to
full-screen and quad-screen presentation mode conferences.

1 Broadcast: a broadcast mode broadcaster.

1 Chair: the broadcaster was designated by the chair.

1 See-Me: the broadcaster is a result of MCV request from an endpoint.
1 Presenter: a presentation mode broadcaster.

1 Rollcall: the broadcaster was designated by the UCC via the Rollcall
feature.

1 UCC: the broadcaster was designated by the UCC.
1 VAS: Voice Activated Switching broadcaster.

Next
Broadcaster

Indicates the endpoint number that is selected to be the next broadcaster.

Return Vid

Indicates the endpoint number that is the current return video. The return
video can be qualified with the following keywords:

1 blank: the return video is the previous broadcaster forced to be return
video because of VAS, action by Chair, action by UCC, or endpoint
MCYV request. The broadcaster qualifier identifies which action forced
this endpoint to become return video.

1 Autoscan: auto scan return video. This is true only when conference
mode is broadcast with auto scan.

1 Browse: the return video was designated by the UCC via the Browse
feature.

1 VAS: a Voice Activated Switching return video.

Next Return
Vid

Indicates the endpoint number that is selected to be the next return video.
MCU
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status conference endpoint field descriptions, page 3

Table 28: status conference endpoint field descriptions, page 3 MODE COMMANDS/
COMMUNICATION MODES 1 of 2

Fields Description

MODE COMMANDS/COMMUNICATION MODES

This is a collection of both incoming and outgoing bandwidth allocations for the multiplex. The
Incoming data is the rate at which the MCU thinks the endpoint is communicating based on
the Bit-rate Allocation Signal (BAS) codes received from the endpoint/codec and the
capabilities the MCU has declared. The Outgoing data is the rate from the MCU toward the
endpoint. The following are column definitions for this section of page 3

CONF The desired conference operating mode. This may be different from the
endpoint in (EPT-IN) or endpoint out (EPT-OUT) modes.
CMD labels for the various types of mode commands
STAT y/n Compatibility of conference mode and the incoming mode.
y indicates mode compatibility. n indicates that the modes are not compatible.
EPT-IN Communication modes coming in from an endpoint.
EPT-OUT Communication modes sent out to an endpoint based on the number of

channels connected and the capabilities of the endpoint.

XRATE One of the supported rates in Table 29: Supported Transfer Rates on
page 193. XRATE may be 64 when the endpoint is just dialing in, or in the
event of problems. It implies that only one B-channel is being used.

AUDIO Audio rate (kbps bandwidth) of the conference and the endpoint must be the
same but not necessarily their mode. When the audio rate of the conference
and the endpoint are different the endpoint’s audio will interwork but the
endpoint’s video will be invalid. MCU may or may not send video to such an
endpoint.

Table 30: Audio Mode Configurations on page 193 summarizes expected
endpoint audio mode with different configurations of transfer rate, facility
bandwidth, conference mode, and whether or not every endpoint supports the
highest common audio mode (HC audio) when the administered mode is auto.
The highest common conference mode is dependent on the administered
bandwidth. A ‘= in the table indicates ‘does not apply.’

Other possible AUDIO mode values include neutral (neutralized I-channel)
and Au-off, Frm (no audio signal) which never match conference mode and
are not supported by MCU.

10f2
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Table 28: status conference endpoint field descriptions, page 3 MODE COMMANDS/
COMMUNICATION MODES 2 of 2

Fields

Description

56/64

The 56/64 field is derestrict when operating at per-channel rates of either 64,
128, 192, 256, 320, 384, 512, 768, 1472, 1536, or 1920 kbps. It is restrict
when operating at rates of either 56, 112, 168, 224, 280, 336, 448, or 672
kbps.

Note that if the conference is configured for N x 56-kbps operation, the
endpoint may signal either via capabilities or modes that is operating at the
proper rate. In such a case, even when we receive derestrict command
which does not match the conference communication mode of restrict, if the
capability indicates restrict (MISC capability has restrict displayed on Page 4)
the STAT 56/64 is y to indicate 56/64 compatibility between the conference
and the endpoint.

VIDEO

The Video mode: H.261 (recommended), H.CTX (proprietary), H.CTX+
(proprietary), or SG4 (proprietary) indicate that video is on in the direction
indicated; video-off when the video is off.

MLP

Multi Layer Protocol data mode. When Data Mode is administered as any-mip
or ww-pcs, the MLP mode should be var-MLP. Other values will affect video
status.

The MLP mode should be MLP-off when Data Mode is administered as none.
Again, other values in this mode will affect video status.

H_MLP

The High Speed MLP mode. The HMLP mode should be H-MLP-off. Other
values in this mode will affect video status.

LSD

Low Speed Data mode. The LSD mode should be LSD-off. Other values in
this mode will affect video status.

HSD

High Speed Data mode. The HSD mode should be HSD-off. Other values in
this mode will affect video status.

CRYPT

Encryption mode. The CRYPT mode should be encrypt-off. Other values in
this mode will affect video status.

S/M

Single-/multi-channel interoperability mode. 6B-H0-comp indicates that the
sender is interoperating multiple channels and a single channel (for example,
6B and HO). Not-comp-6B-HO0 indicates that the sender is not interoperating
between 6B and HO. Normally this value is Not-comp-6B-H0. Other values in
this mode will affect video status.

20f 2
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Table 29: Supported Transfer Rates

XRATE Bandwidth of the Call
2x64 2B (2x56 or 2x64)
128 112 or 128 kbps
196 168 or 196 kbps
256 224 or 256 kbps
320 280 or 320 kbps
384 336 or 384 kbps
512 512 kbps

768 768 kbps

1472 1472 kbps

1536 1536 kbps'

1920 1920 kbps

Table 30: Audio Mode Configurations 7 of 2

Admin All Xfer Facility Conf Mode Expected Endpoint Mode

Mode Support | Rate BW

(HC HC

Audio) Audio

auto yes <=128k | — G.728 G.728

(G.728)

auto no <=128k | 64k G.711-A-56k | G.711-A-56k B.711-Mu-56k

(G.728)

auto no <=128k | 56k G.711-A-48k | G.711-A-48k G.711-MU-48k

(G.728)

auto - >128k | 64k G.722-56k G.722-56k G.711-A-56k G.711-Mu-56k
(G.722)

auto - >128k | 56k G.722-48k G.722-48k G.711-A-48k G.711-Mu-48k
(G.722)

G728 - - G728 G.728

10f2
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Table 30: Audio Mode Configurations 2 of 2

Admin All Xfer Facility Conf Mode Expected Endpoint Mode

Mode Support | Rate BW

(HC HC

Audio) Audio

G.711 - - 64k G.711-A-56k | G.711-A-56k G.711-Mu-56k

G.711 - - 56k G.711-A-48k | G.711-A-48k G.711-Mu-48k

G722 - - 64k G.722-56k G.722-56k G.711-A-56k G.711-mu-56k
G722 - - 56k G.722-48k G.722-48k G.711-A-48k G.711-Mu-48k

20f 2

status conference endpoint field descriptions, page 3

status conference endpoint field descriptions, page 3 Endpoint Misc Info 7 of 2

Field

Description

EPT MISC

EPT MISC
n. The cou
0x01. AIM
endpoint o

contains miscellaneous states and counters for an endpoint. The flags can be y or
nters start with initial value of 0x00, they increment to 0xff, and then wrap around to
and vIs are BAS commands which can be sent as input (I) to MCU from an

r as output (O) from MCU to an endpoint.

AIM

Audio Indicate Muted. y on input (1) indicates that this endpoint has muted its
audio. MCU will not VAS to an endpoint displaying mute indicate. Value of n on
input indicates that this endpoint has not muted (only if endpoint audio mode is
turned on). y on output (O) indicates that every other endpoint in the conference
has muted its audio (have sent AIM to MCU). MAC in turn tells this endpoint (by
sending it AIM) that there is no audio output from MCU. n on output indicates that
there is an audio path open across the bridge.

VIS

Video Indicate Suppressed. y on input (l) indicates that this endpoint has
suppressed its video (indicated video is muted). y on output (O) indicates that the
MCU is not sending video to this endpoint because there is no video broadcaster
(broadcaster has not joined or broadcaster’s video is not valid).

MIS

Multipoint Indicate Secondary-status. This command is only sent as output (O) to
an endpoint. n indicates that the endpoint is viewed as capable of being a valid
source (although not necessarily at this moment). n is correct for video. y indicates
that MIS was sent to an endpoint and that this endpoint is viewed as a secondary
endpoint. The endpoint is included in the audio portion of the conference but not
the video portion. Video will not be sent.

10f 2
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status conference endpoint field descriptions, page 3 Endpoint Misc Info 2 of 2

Field

Description

MCV

Multipoint Command Visualize. This command is only sent as input (I) from an
endpoint. y indicates that an endpoint has requested to become a broadcaster.
This is used during Still Frame Graphics and to force “presentation” mode.

TALK

y indicates that the VC board is detecting voice energy from the endpoint. The
TALK counter indicates the number of times a start/stop was detected.

VRCV

y indicates if the endpoint is receiving video (MMCH is sending video to the
endpoint). The VRCV counter indicates the number of times video was sent/not
sent to this endpoint.

BCTK

Applies to single screen and quad-screen presentation mode conferences. y
indicates that the endpoint is the video broadcast source. The BCTK counter
indicates the number of times this endpoint was the video broadcast source.

RTTK

Applies to single screen conferences. y indicates that the endpoint is the return
video source. The RTTK counter indicates the number of times this endpoint was
the return video source.

BCLS

Applies to single screen and quad-screen presentation mode conferences. y
indicates that the endpoint is watching the video of the broadcast source.

RTLS

Applies to single screen conferences. y indicates that the endpoint is watching the
video of the return source.

HYPR

y indicates hyperactivity from an endpoint (MCU isolated endpoint from the MCU
conference due to “thrashing” behavior) and affects endpoint’s status as a video
source (for 5 seconds of hyperactivity timer). The HYPR counter indicates the
number of times this endpoint was hyperactive.

DMUTE

y indicates that the decoder was muted by the VC board or the software in the
MCU. VC board mutes the decoder when it loses MMI or endpoint framing is lost,
when it receives an invalid audio code word, and when endpoint is hyperactive.
The only time that the MCU software mutes the decoder of an endpoint is to mute
every endpoint, other than the broadcaster, when a mode of a conference is
“broadcastw/scan” (broadcast with auto scan). The DMUTE counter indicates the
number of times this endpoint’s decoder was muted by the VC board.

VEMT

The video format applicable only to quad-screen conferences. Always n, indicating
QCIF format.

H.261

y indicates video framing loss. The H.261 counter indicates the number of times
the framing was lost.

20f2

Communication Manager Release 5.0 Issue 4 January 2008 195

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

status conference endpoint field descriptions, page 3

status conference endpoint field descriptions, page 3 Frame Alignment Word Info

Field

Description

Frame Alignment Word (FAW) Information

The FAW section of page 3 provides the channel Frame Alignment Word information for the
communication paths labeled CHL 1 and 2. For 2B calls, both CHL 1 and 2 are used. For
1-channel calls (at rates of 112, 128, 168, 196, 224, 256, 280, 320, 336, 384, 768, 1472,
1536, and 1920 kbps), only CHL 1 is used. A-OUT, A-IN, M-FRM, MFA, and MFN are flags
with values of y or n.

A-OUT MCU has endpoint framing.

A-IN Endpoint has MCU framing

M-FRM Multichannel frame alignment is present (alignment of both channels in 2B).

MFA Multiframe alignment word is present (required in 2B call).

MFN Multiframe numbering is present (required in 2B call).

FAS Frame Alignment Signal (FAS) channel number (1 or 2). This number should
match the column header.

MCUFAL | MCU Frame Alignment Loss (MCUFAL). A counter of the number of times the
MCU indicates to the endpoint that it has lost endpoint FAW or multichannel
synchronization (M-FRM). The MCU a-bit toggles when the MCU gains or loses
endpoint multichannel synchronization. This counter starts with an initial value of
0x00, increments to 0xff, then wraps around to 0x01. The MCUFAL count is also
shown in the Fr Err field on page 2.

FEFAL Far End Frame Alignment Loss (FEFAL). A counter of the number of changes the

MCU detects in the endpoint’s a-bit (A-OUT). The endpoint a-bit toggles when an
endpoint gains or loses MCU framing. This counter starts with an initial value of
0x00, increments to 0xff, then wraps around to 0x01.
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The following screen shows page 4 of status conference x endpoint y.

status conference endpoint page 4 of 6
ENDPOINT CAPABILITY INFORMATION

VID | vemt: QCIF  efps: 30 et osee amp
| da sfg gfps: 7.5 H.CTX+ SG4 sfg

MISC | derestrict | S/M mbe ascomp | eie

TXR | 64 6ax2 x5 6axd Gixo axe | 384 swixz | 3wax3  asexa  asans
\ 128 192 256 320 512 768 1152 1472 1536 1920

e

"> | var 300 1200 4800 6400 B00D 9600 14.4K 16% 24k 32k 40K 43k 56K 624K 64k

TSh | var 64K 120k 192k 256K 320k 348K Sizk 769k 1152k 1svex

TUie | var 4k 6.4k 14.4% 16k 22,4k 24% 0.4k a2k 3.4x 40k se.an  ez.an

e | var 62.4k | 65k 128k 192% 2oek azok saen
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status conference endpoint field descriptions, page 4,

Fields on this page appear only when an endpoint declares the specific capability. For example,
if an endpoint does not declare the VID H.CTX capability, the H.CTX field does not appear.

status conference endpoint field descriptions, page 4 1 of 2

Field

Description

VID

Provides information about the type of video and frame rate the endpoint supports.

vifmt - does not display if the endpoint has no video capability. Every value is blank if
there is an active call or if this is an audio-only endpoint. Otherwise, values for this
field include:

1 FCIF for full CIF
1 QCIF for quarter CIF. Support of CIF implies support of QCIF. In general, for
larger screens, CIF displays sharper resolution video, which ZCIF is blocked,

but may run at higher frame rates and less clear. The differences are less
observable on very small displays.

1 cfps and gfps are the maximum frame rate (frames/second) at which the
endpoint can receive video for CIF and QCIF operating modes. CIF frame-rate
values are 30 fps, 15 fps, 10 fps, and 7.4 fps. If the endpoint does not support
CIF (that is, the vfmt field is QCIF), the cfps value should be blank.

1 da_sfg indicates support for H.261 Still Frame Graphics transfers.
1 H.CTX, H.CTX+ and SG4 are proprietary video format capabilities.
1 8G4_sfg indicates support for SG4 Still Frame Graphics

MISC

The restrict field is one way for an endpoint to indicate that it is operating at 56 kbps
per channel. Another way is the 56/64 command mode with restrict. An endpoint
on a 56-kbps conference must send one or both of the 2 indications that they are
operating at 56 kbps before they become a video source in a 56-kbps conference. If
they signal either way that they are operating at 56 kbps in a 64- or 384-kbps
conference, they are an audio-only source, but the MCU continues to send Selected
Communication Mode (SCM) toward them when possible.

A MISC capability of derestrict and a 56/64 command of derestrict together
indicate that an endpoint is operating at 64 kbps. If either is restrict, the conference
operates at 56 kbps. Other field values include:

1 dcomp indicates support for WorldWorx PCS data compliance.

1 mbe indicates support for Multi Byte Extension. MBE capability is used for the
exchange of passwords, terminal names, and other special capabilities, such
as, support of WorldWorx PCS specific features.

1 cic (Chair Indicate Capability) indicates chair control capability.

10f 2
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status conference endpoint field descriptions, page 4 2 of 2

Field Description

XR Transfer rate capabilities are statement about the speeds at which the endpoint can
operate over the current connection and operate a Px64 Multiplex.

For a 384-kbps (HO) call, the endpoint sends its capabilities to indicate 384-kbps
support, which displays as 384. On a 336-kbps call, the endpoint must signal
384-kbps support. If an endpoint does not indicate support for 384 kbps on a 384-/
336-kbps conference, the MCU provides Audio Only Communications Mode
(ACOM). For a 2B conference, the MCU sets the rate to 2x64, expecting the
endpoints to do likewise (64x2 is displayed; if this is not displayed, there is no 64x2
capability). Endpoints may occasionally take 2x64 (or the current channel rate: 384,
768, 1472, 1536) out of their capability. This is Mode 0 forcing and is part of normal
procedures. The MCU will provide AOCM if the endpoint does not signal support
matching the configuration of the conference.

AUD The audio fields are statements of the audio protocols that the endpoint supports.
711m and 711a are PCM (G.711) and support Mu and A-law, respectively, and at
least one is required of endpoints. The g728 field indicates whether G.728 is
supported (LB_CELP). This value depends upon the type of the endpoint and how
that endpoint is currently configured. The g722_48 field indicates endpoint support
for G.722 (7 kHz) at both 48 and 56 kbps. Therefore, g722_48 indicates that the
endpoint supports G.722 audio at both rates. The g722_64 field indicates endpoint
support for G.722 at 64 kbps in an unframed (not supported by the MCU) mode.

LSD The LSD fields indicate the capabilities for Low Speed Data conferencing.

HSD The HSD fields indicate the capabilities for High speed Data conferencing.

MLP The MLP fields indicate the capabilities for Multi Layer Protocol Data capabilities.

HMLP | The HMLP fields indicate the conference’s capability for High Speed MLP data
conferencing.
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Page 5 - Endpoint Call Status Information

This page summarizes such call-related status as per-channel join counts, join/drop time, drop
reason, drop code, and auxiliary bonding drop code. It also contains a drop code and software
fields from the previous call. The data on the page is always retained. The Endpoint Call Status
Information section groups together call-related fields. The Joint Count field is described below,

and other fields are described in the following screens.

status conference endpoint

ENDPOINT CALL STATUS INFORMATION

Join Join Drop  —————————————- Drop —-—-———----
Chan Count Time Time Reason Code BondCode
1: o o
2: o o
3: o o
4: o o
5: o o
6: e s
Ty o o
8: o o
9: e s
10: e s
11: - -
12:

-—-— Previous
DropCode

page 5 of ¢

Software

status conference endpoint field descriptions page 5

Field Description

Join Shows the number of times this endpoint joined this conference during this

Count conference session. This counter starts with 0, can increment to 64, and wraps
around back to 1.
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Page 6 - Administered Connections

This page summarizes information about the administered connections associated with this
endpoint. This data can be viewed while the conference is active.

status conference endpoint page 6 of §

ADMINISTERED CONNECTIONS INFORMATION

AC Retry Failure
Chan Num Dial-out Number Connection State Count Cause
1. o o
2: o __
3: o o
4: o o
5: o o
6: o o
Ty o o
8: o o
9: o o
10: o o
11: o o

12:
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status conference endpoint field descriptions, page 6

status conference endpoint field descriptions, page 6 7 of 2

Field Description

Dial-Out The actual numbers that are dialed out by the administered connections for

Number each channel in the call. Note that the dial Out #1 and #2 on page 1 of the
forms display the DCP endpoint number. This is particularly useful with bonding
dial-out calls.

Connection | Indicates the current call state of the AC. The following are connection states

State associated with dial-out ACs:

1 enabled—is transient in nature and indicates that an AC is about to
enter the attempting to connect state.

1 disabled—this may mean one of three things:

- The AC has reached an administered retry threshold, and all retries are
stopped. Verify this by checking the error log and checking whether an
error type of 9 is logged against the AC.

- The AC was in a connected state and the far end disconnected.

- The initial channel call has not yet connected. No dial out call attempt is
made for the additional channel(s) until the initial channel has reached
a connected state.

1 not scheduled—is transient in nature and indicates that an AC is about
to enter the “attempting to connect” state.

1 waiting to retry—means that the AC is inactive (sleeping) and waiting
for the retry timer to expire. Once the timer expires, the AC sends a dial
out call and enters the “attempting to connect” state. ACs in this state
indicate that the dial out call has failed at least once.

1 attempting to connect—means that the AC is active on a call, but the
call has not yet connected.

1 connected—means that the call associated with the AC has been
answered and join cut-through to the conference.
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status conference endpoint field descriptions, page 6 2 of 2

Field Description

Retry Number of retries have been attempted for this AC during this join attempt. This

Count field does not clear when the AC connects. This field clears when a new join
attempt is made via a Redial feature. Note that this is different from the Join
Count which counts the number of times the channel joined the conference
during this conference session.

Failure ISDN or CPTR cause value (values lower than 0x7f) recorded when the last

Cause dial out call was dropped. Values above 0x7f are generated internally.

Table 31: Status AC - Failure Cause Values on page 203 lists all possible
failure cause values displayed by this field and its associated description. This
value is logged in the error log and appears with display errors. Err Type
appears as a decimal.

20f2

Table 31: Status AC - Failure Cause Values 71 of 2

Failure Cause (hexadecimal) | Description

0x00 (0t0) N/A

0x01 (Ot1) Incorrect destination address
0x02 (0t2) Reason unknown

0x06 (0t6) Reason unknown

0x10 (0t16)

Normal call clearing

0x11 (0t17)

Endpoint not available

0x12 (0t18)

ISDN timer expired

0x15 (0t21)

Reason unknown

0x12 (0t22)

Destination address changed

0x1C (0t28)

Bad destination or access denied

0x1D (0t29)

Access denied

Ox1F (0t31)

Reason unknown

0x22 (0t34)

Trunks unavailable

0x26 (0t38)

Temporary or facility failure

0x29 (0t41)

Temporary or facility failure

10f2
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Table 31: Status AC - Failure Cause Values 2 of 2

Failure Cause (hexadecimal) | Description

0x2A (0t42) Resources unavailable

0x2C (0t44) Resources unavailable

0x32 (0t50) Access denied

0x34 (0t52) Access denied

0x36 (0t54) Access denied

0x3A (0t58) Resources unavailable

0x41 (0t65) Required capability not implemented

0x42 (0t66) Required capability not implemented

0x45 (0t69) Required capability not implemented

0x51 (0t81) ISDN protocol error

0x52 (0t82) Required capability not implemented

0x58 (0t88) Incorrect destination number

0x60 (0t96) ISDN protocol error

0x61 (0t97) ISDN protocol error

0x62 (0t98) ISDN protocol error

0x64 (0t100) ISDN protocol error

0x66 (0t102) ISDN timer expired

Ox7f (0t127) Reason unknown

0xC2 (0t194) Ring no answer

0xC8 (0t200) Hi and dry — no feedback detected

0xC9 (0t201) Cascade link administered wrong

O0xCA (0t202) CPTR not available to detect failure
20f 2
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See:
list configuration on page 205
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list configuration media-gateway on page 210
list configuration power-supply on page 211

list configuration software-versions on page 212
list configuration stations on page 214

list configuration

list configuration

[a1ll | atm | board location | carrier c | circuit-pack <board code> |
control | dsl | license | hardware-group | port network n | stations |
trunks] [schedule]

See also:

list configuration media-gateway on page 210
list configuration power-supply on page 211

list configuration software-versions on page 212
list configuration stations on page 214

Use 1list configuration to generate a hardware configuration report. The report includes
the type, code, suffix, and vintage of the requested circuit packs as installed in the switch, and
every assigned port on the circuit packs.

To display SN circuit packs, use the all, carrier, or board qualifiers.

Action/Object Qualifier Qualifier Description Login Default

list hardware-
configuration group

all Displays every circuit pack administered and/or
physically inserted in every port, switch node, and
control carrier of the system.

atm Displays all the ATM boards

board Displays every assigned port on a circuit pack specified
location by cabinet, carrier, and slot.

carrier c | Displays every circuit pack and assigned port on a
specified carrier.

circuit- Displays all the requested circuit packs in the system
pack that are inserted. AWOH and unplugged circuit packs
<board are not listed.
code>
control Displays every circuit pack located in the control
complex.
10f2
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Action/Object

Qualifier

Qualifier Description Login | Default

dsl

Displays every DS1 circuit pack (TN722, TN767, and
TN464) administered and/or every physically inserted
port carrier of the system.

port-
network
pn#

Displays every circuit pack located in a specified port
network. However, Circuit packs in switch node carriers
do not appear.

list cabinet gives the port network number(s)
associated with a particular cabinet. To display SN circuit
packs, use the all, carrier, or board qualifiers.

stations

Displays every circuit pack that can be assigned
stations, including DS1 circuit packs for remote stations.
Every assigned port appears.

See list configuration stations on page 214.

trunks

Displays every circuit pack that can be used for
administering trunks. Every assigned port appears.

schedule

See Common Input Parameters on page 25.

Examples:

list configuration carrier 2c schedule
list configuration port-network 5

list configuration stations

20f2
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The following display shows a typical result of 1ist configuration all.

list configuration all Page 1
SYSTEM CONFIGURATION
Board Assigned Ports
Number Board Type Code Vintage u=unassigned t=tti p=psa
01A01 CALL CLASSIFIER TN744E 000002 01 02 03 04 05 06 07 08
01A02 IP SERVER INTFC TN2312AP HW32 FW042 01 02 03 04 05 06 07 08
01A05 IP MEDIA PROCESSOR TN2302AP HWO3 FW034 01 02 03 04 05 06 07 08
01A06 CONTROL-LAN TN799C 000003 U U U u u u u u
u u u u u u u u
17
01A08 CO TRUNK TN747B 000026 U u u u u u u u
01A09 ANALOG LINE TN793B 000005 U u u u u u u u
u u u u u u u u
u u u u u u u u
01A10 DIGITAL LINE TN2224B 000003 0l u uw u u u u u
u u u u u u u u
u u u u u u u u
01A05 VAL-ANNOUNCEMENT TN2501AP HWO1l FwW11ll 01 02 03 04 05 06 07 08
09 10 11 12 13 14 15 16
17 18 19 20 21 22 23 24
25 26 27 28 29 30 31 32
33
list configuration field descriptions
list configuration field descriptions 17 of 2
Field Description
Board Location of the circuit pack
Number
Board Type Type of board
Code The TN or UN code and suffix of the circuit packs
Vintage The vintage number, or the hardware (HW) and firmware (FW) vintages of the
circuit pack. Also:
no board - the circuit pack is administered but not physically installed
conflict - the circuit pack administered to the slot differs from the circuit pack
that is physically installed
no link - the T1 link is down to a DS1 circuit pack

10f2
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list configuration field descriptions 2 of 2

Field Description
Assigned Each port on the circuit pack is represented by a position corresponding to its
Ports circuit number in ascending order from left to right. Two rows appear for

circuit packs with more then 8 ports. The assigned ports for 1ist
configuration dsl do not appear.

Identifies the current status of the port that corresponds to the position:

01 - 32 - the circuit number of an assigned port

m -

myj - the port is assigned as an external device major (mj) alarm port

mn - the port is assigned as an external device minor (mn) alarm port

p - psa (personal station access)

t - the port is not assigned and is supported by Terminal Translation
Initialization. Activate the port with the TTI association sequence.

u - the port exists but is unassigned.

Each port on a TN556 ISDN-BRI circuit pack can have two BRI endpoints.
BRI ports appear once when assigned only one endpoint and twice when fully
configured with two endpoints.

20f 2

The following display shows a typical result of 1ist configuration dsl.

list configuration dsl
SYSTEM CONFIGURATION - DS1 Circuit Packs

Location Code Vintage Signaling Name CSU MOD
01BO5 TN464F 000002 isdn-pri 120A1
01BO6 TN464D 000002 isdn-pri n/a
01B10 TN767C 000003 none n/a
01B11 TN767E 000003 robbed-bit 120A1
01B12 TN767E conflict none <blank>
01C06 no board none <blank>
01C13 TN464E 000003 common-channel unknown
01C16 TN767D 000024 robbed-bit unkonwn
01Cc18 TN464F 000002 isdn-pri none
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list configuration ds1 field descriptions

list configuration ds1 field descriptions

Field

Description

Location

Location of the DS1 circuit pack

Code

The TN or UN code and suffix of the DS1 circuit packs

Vintage

The vintage number, or the hardware (HW) and firmware (FW) vintages, of the
circuit pack. Other values that may be shown:

no board - The circuit pack is administered but not physically installed
conflict - The circuit pack administered to the slot differs from the circuit pack
that is physically installed

no link - The T1 link is down to a DS1 circuit pack

Signaling

Appears for 1ist configuration dsl. Values are the same as the
signaling mode administered for the ds1 circuit pack, or none if the circuit
pack is not administered.

Name

Appears for 1ist configuration dsl. Values are the same as the
signaling mode administered for the ds1 circuit pack, or none if the circuit
pack is not administered.

CSU MOD

Appears for 1ist configuration dsl option. Contains the identification
number of the Integrated CSU module present on the DS1 circuit pack
(TN767E or later / TN464F or later), or none.

unknown = the circuit pack is a TN464E or TN767D
n/a = the circuit pack is a TN464D or TN767C or earlier suffix DS1 board
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list configuration media-gateway

list configuration media-gateway x

Use 1list configuration media-gateway x to see all the assigned ports on the Media
Modules for the specified Media Gateway.

Action/Object

Qualifier Qualifier Description

list configuration media-gateway x media gateway number

This is an example of 1ist configuration media-gateway 1

Board
Number

001Vl
001v2
001V3
001v4

list configuration media-gateway 1

SYSTEM CONFIGURATION

Assigned Ports

Board Type Code Vintage u=unassigned t=tti p=psa
ANA MM MM711AP HWOO FW0O01 P P P P P P P P
ANA MM MM711BP HWOO FWO0OQ07 P P P P P P P P
DCP MM MM712BP HWOO FWO0O03 P P P P P P P P
DCP MM MM712BP HWO0O FWO0O03 P P P P P P P P

list configuration media-gateway field descriptions

list configuration media-gateway field descriptions

Field Description

Module Physical location of the ports. Vn is the module number (V1-V4) or the virtual

Number slots V8 or V9.

Module Type | Type of Avaya Media Module in the slot. If an administered Media Module is in
conflict with the inserted Media Module, a pound sign (#) appears to the left of
the Module Type field on the Media Gateway screen.

Code Media Module code

Vintage Hardware and firmware vintage of the module.

No code or vintage is listed for the virtual media modules in slots V8 and V9.

Assigned Status of ports associated with Media Module/slot.

Ports Blank means no assigned port.
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list configuration power-supply

list configuration power-supply <cabinet> <carrier>

Use 1list configuration power-supply to see information about the power supplies in
a specified G650 stack with a TN2312BP IPSI or later IPSI circuit pack.

Action/Object Qualifier Qualifier Description | Login Default

list cabinet cabinet location init

configuration | carrier carrier location super-user
power-supply inads

craft

dadmin

any login with Switch
Circuit Pack Maintenance
permissions

The following display shows a typical result of 1ist configuration power-supply

cabinet.
list configuration power-supply 01
SYSTEM CONFIGURATION - 655A Power Supplies
Power Supply Power Supply Power Supply
Location Serial Number Make/Model Number SAP Firmware Version
01A00 03R405000165 Power Unit 655A Rev 03 700246671 02.15.05
01A15 03R405130016 Power Unit 655A Rev 01 700246671 02.15.05
01B0OO 03R404000120 Power Unit 655A Rev 03 700246671 02.15.05
01B15 03R404000130 Power Unit 655A Rev 03 700246671 02.15.05
01C00 03R404000144 Power Unit 655A Rev 03 700246671 02.15.05
01C15 03R404000136 Power Unit 655A Rev 03 700246671 02.15.05
01D00 03R404000125 Power Unit 655A Rev 03 700246671 02.15.05
01D15 03R043270034 Power Unit 655A Rev 03 700246671 02.15.05
01E00 03R404000133 Power Unit 655A Rev 03 700246671 02.15.05
01E15 03R404000109 Power Unit 655A Rev 03 700246671 02.15.05
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list configuration power-supply field descriptions

list configuration power-supply

Field Description
Location The power supply cabinet/carrier/slot
Power Supply The serial number of the power supply
Serial Number
Power supply The apparatus code and hardware revision number of the power supply.
Make/Model If the system cannot communicate with the power supply, or if the power
Number supply is removed from the carrier, this field contains the message
“power supply not present.”
sap® Part number
SAP is a registered trademark of SAP America, Inc.
Power Supply The version number of the power supply firmware (10 characters)

Firmware Version

list configuration software-versions

list configuration software-versions [memory-resident] [schedule]
Use 1list configuration software-version to display:

1 software version numbers and compatibility indexes of the software load modules stored in
system memory (RAM)

1 the dates and times when translation and announcement data were last saved

1 information about any software update files that have been applied to the system

Action/Object Qualifier Qualifier Description Login

list memory-resident | Specifies display of RAM-resident init

configuration schedule files. inads

software-versions See Common Input Parameters on | craft
page 25.

If the memory card contains a core dump file, fields for tape or memory card data display
coredump. When a core dump is present, all other files on the device are marked invalid.

If the memory card cannot be read at the time the command is entered, the relevant fields
display no tape or memory card. (This does not indicate that the system does not recognize
the presence of the device.)
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The following display shows a typical result of 1ist configuration software-version.

list configuration software-versions
SOFTWARE VERSIONS
SOFTWARE VERSION

Memory Resident:
Disk Resident:

R015x.00.0.824.0
R015x.00.0.824.0

TRANSLATION DATA
Memory Resident:
Disk Resident:
Disk Second Copy:

11:12 am FRI OCT 19, 2007
11:12 am FRI OCT 19, 2007
good

list configuration software-versions

list configuration software-versions field descriptions

Field Description

SOFTWARE Information related to the current software-load module stored in memory
VERSION

Memory Version number of the RAM-resident load module

Resident

Disk Resident

The last date and time that translation data was saved to disk. This date is
read from disk, and is blank if the disk is not installed.

TRANSLATION | Information related to the translation files as stored in memory and the
DATA disk.

Memory Date and time marked on the disk when translation data was last read into
Resident memory. This is stored in memory and is not modified by changes to

translation data. Date invalid appears when the timestamp does not
contain the expected information.

Disk Resident

The last date and time that translation data was saved to disk. This date is
read from disk, and is blank if the disk is not installed.

Disk Second
Copy

The last date and time that translation data was saved to disk. This date is
read from the second copy of the file on the disk.
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list configuration stations

list configuration stations

Use list configuration stations to see every circuit pack that can be assigned stations,
including DS1 circuit packs for remote stations. Every assigned port appears.

Action/Object Qualifier Qualifier Description Login | Default

list configuration stations

This is an example of 1ist configuration stations.

list configuration stations

SYSTEM CONFIGURATION

Board Assigned Ports
Number Board Type Code Vintage u=unassigned t=tti p=psa
02A03 DIGITAL LINE TN754C 0000004 P P P P P P P

list configuration stations field descriptions

list configuration stations

Field Description
Board Physical location of the port.
Number

Board Type Type of circuit pack in the slot.

Code Circuit pack TN code and suffix.
Vintage Hardware and firmware vintage of the circuit pack.
Assigned Status of ports associated with the circuit pack/slot.
Ports Blank means no assigned port.

craft2

See:
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disable craft2

enable craft2

List of SAT Commands

Use enable craft2 xyz to create a second craft login assigned to profile 3. Only one login
in addition to craft may be enabled to use profile 3 at any one time.

To change the name of the second craft login, disable the current login (disable craft2)and

enable a new one.

Only logins assigned to profiles 0 (init), 1 (inads), and 2 (dadmin) can execute this command.

Action/Object Qualifier

Qualifier Description

Login

enable craft2 Xyz

The name of a second craft login

Profiles 0-2

disable craft2

Use disable craft2 toremove the second craft login assigned to profile 3.

Only logins assigned to profiles 0 (init), 1 (inads), and 2 (dadmin) can execute this command.

Action/Object

Qualifier Qualifier Description

Login

disable craft2

Profiles 0-2

cti-link

See:
busyout cti-link on page 216
list cti-link on page 217

list usage cti-link on page 218
release cti-link on page 218
test cti-link on page 218
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busyout cti-link

busyout cti-link link

Use busyout cti-1link to busyout a specified endpoint for a link that is administered on the
AESVCS Administration page of the ip-services screen. An ASAI adjunct link provides
connectivity to an ASAI adjunct (for example, CentreVu CT), which is connected to an Ethernet
LAN.

See status link on page 358 for more details on links.

Action/ Qualifier | Qualifier Description Login Feature

Object Interaction

busyout link Link number (1- 8) init See Feature

cti-link inads interactions
craft for busyout
customer | cti-link on
-type page 216.
login

Feature interactions for busyout cti-link

1 All ASAI service is disabled.

i1 A Warning alarm is generated even if more severe CTI link (for example, adj-ip) alarms are
present.

1 Periodic and scheduled tests continue to run. No alarms more severe than a Warning are
generated until the CTI link is released from busyout.

1 The release of CTI link from busyout retires all alarms.

1 If a problem still exists, background maintenance generates new alarms within a few
minutes.

For more information, see Common Input Parameters on page 25, Common Command Output

Screens on page 28, and Busyout and Release Commands on page 33.
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Use 1list cti-1link to list the administered CTI links.

List of SAT Commands

Action/Object Qualifier Qualifier Description Login
list cti-link link number init
count Max # of links to list | inads
craft
cust
See status link on page 358 for more details on links.
The following screen is an example of 1ist cti-link.
list cti-link
CTI LINKS
Link Ext Type Port Name COR
1 400123 ADJ-IP 1
2 400124 ASAI 01A0701 MAPD link to issak 1
list cti-link field descriptions
Field Description
Link The link number
Ext The extension associated with the CTI link (the extension is required but not used)

Type | Link type: ASAI-IP, ADJ-IP, ASAI, ADJLK

Port Port number

Name | Node name for this link

COR Class of restriction number
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list usage cti-link

list usage cti-link link

Use 1list usage cti-1link to list vectors and IP services that use the specified CTI link,
and indicate whether the link is currently used to monitor a hunt-group as a controlling link, and/
or through an event notification or domain control association.

CTl links are identified by the CTI link number in Communication Manger administration
screens, not by extensions. For CTl links, use 1ist usage cti-link instead of list
usage extension.

Action/ Qualifier | Qualifier Description Login
Object
list link Link number (1-64) init
usage inads
cti-link craft
customer-type login

release cti-link

release cti-link [link n]

Use release cti-1link to release a busied-out endpoint for a link that is administered on the
AESVCS Administration page of the ip-services form. An ASAI adjunct link provides
connectivity to an ASAI adjunct (e.g., CentreVu CT), which is connected to an Ethernet LAN.

See status link on page 358 for more details on links. For more information, also see Busyout
and Release Commands on page 33.

Action/Object Qualifier Qualifier Description Login Default
release link# Link number init
cti-link Example: g]rz?ts

release cti-link 1 | 5 gny customer type login

test cti-link

Use test cti-1link to test the specified CTI link.
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For more information on the CTI link, see status firmware download on page 293. See status
link on page 358 for more details on links.

Action/Object Qualifier Qualifier Description Login Default
test cti-link n link number init
short See Common Input inads | short
long Parameters on page 25. craft
repeat 1
clear

customer alarm

test customer-alarm

test customer-alarm UUC [short | long] [repeat repeat# | clear]
[schedule]

Use test customer-alarm to test the customer provided alarm device by closing the alarm
relay contact on the PN and EPN maintenance circuit pack in a specified cabinet, including the
TN2312BP, for one minute and then restoring the alarm relay contact to its current state. Verify
the test by checking the customer alarm attached to the specified circuit pack.

Action/Object | Qualifier Qualifier Description Login Default
test location | Extension of the data module or data | init 1a
customer | short channel to be tested, per dial-plan inads
-alarm long See Common Input Parameters on craft
repeat n page 25. dadmin 1
Examples: switch circuit
clear k
test customer-alarm pac
test customer-alarm 02 r 2 lnanﬂenance
test customer-alarm 0lb r 25 | PErmMissions

test customer-alarm 2a
test customer-alarm 2a sh
test customer-alarm 3 c

data-module

See:
busyout data-module on page 220
release data-module on page 221

Communication Manager Release 5.0 Issue 4 January 2008 219

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

status data-module on page 221
test data-module on page 223

busyout data-module

busyout data-module extension

Use busyout data-module to put a data module in a maintenance busy state, even an
uninstalled data module.

Use release data-module to return the specified data module or data channel into service.

Action/Object Qualifier Qualifier Description

busyout data-module extension | Extension number per dial plan
Example: busyout data-module 31300

Use 1ist data-module to see a list of every data module administered on the system,
including the extension, port, type and other data for each data module. The maintenance
object name for each data module in the Type field is:

Type of data module Maintenance Object
adm-t BRI-SET
announcement DAT-LINE

dtdm DIG-LINE

pdm PDMODULE
system-port DAT-LINE

For more information, see Common Input Parameters on page 25, Common Command Output

Screens on page 28, and Busyout and Release Commands on page 33.
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release data-module

Use release data-module to activate the specified data module or data channel. Hardware
tests are executed to verify that the equipment is functioning.

For more information see Busyout and Release Commands on page 33.

Action/Object Qualifier Qualifier Description Login
release data-module extension | Extension number associated with init
data module or data channel. inads
craft
cust
nms

status data-module

status data-module extension

Use status data-module to see the internal software states of a specified data-module port.
This information helps diagnose and locate facilities to which the data module is connected.

Action/Object Qualifier Qualifier Description Login

status data-module | extension Data module extension init
inads
craft
cust
rcust
bcms
browse

status data-module 70058
DATA-MODULE STATUS

Data Ext/Stn Ext for Stn DM: 70058 Service State: in-service/idle
Port/Channel Number: 26A0817 Maintenance Busy? no
CF Destination Ext:
Connected Ports:

Communication Manager Release 5.0 Issue 4 January 2008 221

TCI Library | www.telephonecollectors.info



Maintenance SAT Commands

status data-module field descriptions

status data-module field descriptions

Field Description

Data Ext/Sta Ext | The data module extension number. For DTDMSs, the connected station
for Stn DM extension is shown.

Port/ The location of the port connected to the data module. For data channels,

ChannelNumber the channel number is shown.

Service State The operational state of the data-module:

in-service/idle The data module is connected but idle.
in-service/active The data module is connected and in use.
out-of-service The data module has been removed from service.
disconnected The data module no longer appears to be present

If the specified port is administered as a system port, the following fields will be for more
information.

status data-module system port field descriptions

Field Description

CF Destination Ext The call-forwarding destination, if any, of the station.

Maintenance Busy Whether the object is busied out for testing.
Connected Ports Locations of ports to which the data module is currently connected.
Service State The operational state of the associated port.
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test data-module

test data-module extension [short|long] [repeat# | clear] [schedule]

Use test data-module to perform hardware diagnostic tests on a data module or a data
channel. Test results are determined by the interface to the digital switch-data line port, digital
line port, or network control data channel.

Action/Object Qualifier Qualifier Description Login Default
test extension | Extension of the data module to be init
data-module | short tested (per dial-plan) inads | short
long Examples: craf(t
test data-module 30000 1 Ccus 1
ripeat 7 | test data-module 30000 nms
clear test data-module 32000 sh r 2
test data-module 33000 1 r 25
test data-module 30000 c

dialplan

display dialplan

For information about display dialplan, see Administrator Guide for Avaya
Communication Manager (03-300509).

directory

list directory

list directory board location | PPCSS
Use list directory board to list every file in the specified board’s memory filesystem.

The forward slash (/) is the default path for listing files in the root directory. To list the files in a
directory other than the “/” root directory, specify the complete path.

Action/Object Qualifier Qualifier Description

list directory PPCSS [full path] board location file/directory name
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The following is an example of 1ist directory board 1Cl12.

list directory board 1Cl2 Page 1
LIST DIRECTORY

Board File/Directory Creation Size
Location Name Date Time Kb

01C12 F:fwdlimg464gv01l 2007/01/01 00:00:00 367

01C13 F:fwdlimg2302av0l 2007/02/29 23:59:59 493

D = Directory F = File

disabled-MOs

list disabled-MOs

list disabled-mos [schedule]

Use 1list disabled-mos to list the maintenance objects that have been disabled with
disable mo, disable all, ordisable mo-all, as well as whether or not the command
has been run.

Use display disabled-tests for numbers of tests that have been disabled.

Action/Object Qualifier Qualifier Description

list disabled-mos schedule | See Common Input Parameters on page 25.
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disabled-tests

display disabled-tests

This command lists the numbers for all maintenance tests that have been disabled by INADS.
These tests are not be available for background or demand testing.

Action/Object Qualifier | Qualifier Description Login

display disabled-tests init
inads
craft
cust
rcust

ds1-echo-cancellation

change ds1-echo-cancellation

pin-cancellation xx

Use change dsl-echo-cancellation to change the plan number of the echo cancellation
circuitry.

Communication Manager allows 10 different sets of parameters (plans) to be administered.
Each plan contains approximately 120 parameters. Initially, all 10 plans are identical (all 120
fields on each plan have the same default values). Plan 1 is display only. Plans 2 - 10 can be
changed.

Echo cancellation is a software, right-to-use feature that is intended for channels supporting
voice. It is not intended for channels that support data. Echo Cancellation on the TN464GP/
TN2464BP is selectable per channel. The TN464GP/TN2464BP has the capability to detect
modem tone and to turn off echo cancellation accordingly.

Echo cancellation is turned on or off on a trunk group basis using change trunk-group. If
DS1 Echo Cancellation is y on the TRUNK GROUP form, echo cancellation is applied to every
TN2405AP trunk member in that trunk group. The echo cancellation parameters used for a
given trunk member are determined by the Echo Cancellation Plan number administered on the
DS1 CIRCUIT PACK form for that specific trunk’s board. If DS1 Echo Cancellation is n on the
TRUNK GROUP form, echo cancellation is turned off for every TN2405AP trunk member in that
trunk group.
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change dsl-echo-cancellation 05

Action/Object Qualifier | Qualifier Description Login

change XX plan number to change init

dsl-echo-cancellation Example: inads
craft

change dsl 01c0401

Location:

Bit Rate:

Line Compensation:
Signaling Mode:

Idle Code:
DMI-BOS?

Slip Detection?
Echo Cancellation?
EC Direction:

EC Configuration:

DS1 CIRCUIT PACK

01co04 Name :
1.544 Line Coding:
1 Framing Mode:

common-chan

11111111
y

n
Yy

inward
l_

Page 1 of 1

ami-zcs
esf

change ds1-echo-cancellation field descriptions

change ds1-echo-cancellation field descriptions

Field Description

Echo y/n y = echo cancellation is activated.

Cancellation

EC Direction the direction that echo is being cancelled

EC Determines which set of echo cancellation defaults will be administered.

Configuration Configuration 1 provides the most rapid adaptation in detecting and
correcting for echo at the beginning of a call, regardless of the loudness of
the talker’s voice.
Configurations 5-15

ds1-facility

See:

busyout ds1-facility on page 227

test ds1-facility on page 228
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busyout ds1-facility

busyout dsl-facility location [ override ]

Use busyout dsl-facility to puta DS1 facility of a DS1C complex into a maintenance
busy state. Each DS1C complex uses from 1 to 4 DS1 facilities.

1 The packet facility carries the control channel for every facility in the complex, all packet
traffic, and some circuit connections.

1 The other facilities carry circuit connections only.

Action/Object Qualifier Qualifier Description

busyout location | Location of the ds1-facility

dsl-facility | override | All packet and circuit traffic on the packet facility is switched
to another facility, and all traffic that was on the destination
facility before the switch is dropped.

Example: busyout ipserver-interface 6b

For more information, see Common Input Parameters on page 25, Common Command Output
Screens on page 28, and Busyout and Release Commands on page 33.

Whenever the circuit pack resets, the packet facility is set on the “a” facility. If system software
detects a problem with this facility, it switches the packet and control traffic to another facility.
The busyout command is not allowed on the packet facility without override. When
override is used, all packet and circuit traffic on the packet facility is switched to one of the
other three facilities, and all traffic that was on the destination facility before the switch is
dropped.

There is no way to tell which facility is carrying the packet and control traffic without attempting
to busy it out. If there is only one facility left in service on the circuit pack, it cannot be busied
out. In this case, the circuit pack must be busied out.

!. CAUTION:

Busying out a non-packet facility disrupts all traffic carried on that facility. Using
override to busy the packet facility disrupts all traffic on the facility to which the
packet and control traffic is moved. This facility cannot be determined in advance.

On critical-reliability systems (duplicated PNC) a facility on the active PNC cannot be busied
out. Use busyout pnc to busyout a standby PNC, and then busyout a facility on the standby
PNC.

For more information, see Common Input Parameters on page 25, Common Command Output
Screens on page 28, and Busyout and Release Commands on page 33.
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test ds1-facility

test dsl-facility location [short | long | external loopback]
[repeat#] [schedule]

Use test dsl-facility on $8700 MC to perform a series of tests on the specified facility.
Each test runs diagnostics on the facility and returns results of the test along with any possible
error codes. The long test is destructive and is not allowed unless the facility has been busied

out.
Action/Object Qualifier Qualifier Description
test location | The location of the DS1 Converter circuit pack plus a letter (a
dsl-facility | short to d) corresponding to the four facilities connected to the

long circuit pack.

external | This initiates a destructive test that sends a test pattern to an
loopback | external device and returns it for comparison to the original.
Configure the external device to loop back the signal. See
DS1-FAC (DS1 Facility) on page 728 in Maintenance Alarms
for Avaya Communication Manager, Media Gateways and
Servers (03-300430) (formerly 03-300190) and DS1-BD
(DS1 Interface Circuit Pack) on page 717 in Maintenance
Alarms for Avaya Communication Manager, Media Gateways
and Servers (03-300430) (formerly 03-300190).

See Common Input Parameters on page 25.

repeat# | Examples: test dsl-facility 04a0ld
schedule test dsl-facility 03a0la sh c

ds1-loop
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test ds1-loop

test dsl-loop location [cpe-loopback-jack-test-begin [number-of-bits
bit-pattern] | far-csu-loopback-test-begin | one-way-span-test-begin |
end-loopback/span-test | inject-single-bit-error | dsl/
csu-loopback-tests]

For TN464F or TN767E or later suffix DS1 Interface circuit packs, use test dsl-loop for
loopback and one-way span testing of the DS1 span.

Action/ Qualifier Qualifier Login Default Feature
Object Description Interaction
test location system dsl/ See
dsl-loop cpe-loopback-jack-test-begin technician csu-loop Feature
number-of-bits bit-pattern inads back- Interactions
far-csu-loopback-test-begin init for test
one-way-span-test-begin super-user ds1-loop
end-loopback/span-test logins with
inject-single-bit-error Maintain
dsl/csu-loopback-tests Switch
Circuit
See Parameters Packs
fortestds1-loop on | Permissions
page 230.
Examples:
test dsl-loop 01c08
test dsl-loop 1-3c03 cpe
test dsl-loop 10c03 end
test dsl-loop 02d12 fa
test dsl-loop 02d12 inj
test dsl-loop 1-3c03 cpe-loopback-jack

Use test dsl-loop to validate that the board exists at the specified location, that the board is
a TN464F or TN767E or later suffix DS1 Interface board. Based on the command parameter, a
long-duration loopback/span test or series of short-duration loopback tests will be executed.

Long-duration loopback tests execute for an extended period of time until the system technician
terminates it. Short-duration loopback tests return the result of the test to the screen when
finished executing. Use 1ist measurements dsl summary to monitor the status of a
long-duration loopback/span test.

If the [inject-single-bit-error] parameter is used, but no CPE loopback jack, far-end CSU, or
one-way span test is active on the DS1 circuit pack, the following error message appears:

Parameter valid only if a loopback/span test is active on the DS1
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Parameters for test ds1-loop

Parameters for test ds1-loop

location

A location represents the physical position of the board to

be tested. It is represented by the cabinet number, the carrier,
and the slot position. A 1-digit cabinet (1-3) is entered with or
without a leading zero (0).

cpe-loopback-jack-test-begi
n [number-of-bits
bit-pattern]

For TN464F or TN767E or later suffix DS1 boards, this causes
a long-duration loopback test to be setup through the CPE
(customer-premises equipment) loopback jack. The command
allows you to specify a loop-up code for the CPE loopback jack
if it differs from the default of Ox47F. Specify the
number-of-bits in the loop-up code as well as the actual
bit-pattern (in hexadecimal).

The test aborts if the busyout command has not been set

far-csu-loopback-test-begin

For TN464F or TN767E or later suffix DS1 boards, this causes
a long-duration loopback test to be setup through the far-end
CSU (channel service unit).

one-way-span-test-begin

For TN464F or TN767E or later suffix DS1 boards, this begins
execution of a long-duration one-way span test.

end-loopback/span-test

For TN464F or TN767E or later suffix DS1 boards, this
parameter terminates long-duration one-way span and
loopback testing.

inject-single-bit-error

For TN464F or TN767E or later suffix DS1 boards, this
parameter causes a single bit error to be sent within an active
framed 3-in-24 test pattern used in long-duration loopback and
span testing.

ds1/csu-loopback-tests

For TN464F or TN767E or later suffix DS1 boards, this
parameter executes the following loopback tests: DS1 Board
LoopBack, CSU Module Equipment LoopBack, and CSU
Module Repeater LoopBack. These tests are performed
sequentially for a short duration each, and individual PASS/
FAIL/ABORT test results are reported following each test.

Feature Interactions for test ds1-loop

Loopback or span tests are allowed only on DS1 boards that are busied out.

Only one of the CPE loopback jack, far-end CSU, one-way span, or DS1/CSU loopback tests
may be active at any given time on a DS1 span.
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eda-external-device-alrm

See:
list eda-external-device-alrm on page 231
test eda-external-device-alrm on page 231

list eda-external-device-alrm

For detailed information about 1ist eda-external-device-alrm, refer to EXT-DEV in
Maintenance for Avaya Communication Manager and DEFINITY® Server CSI (5655-233-119).

test eda-external-device-alrm

test eda-external-device-alrm all | physical-location [repeat repeat#
| clear] [schedule]

Use test eda-external-device-alrm to perform hardware diagnostic tests on the alarm
port for either an individual device, or every external device.

If all is entered, test eda-external-device-alrm performs a hardware diagnostic test
on every administered external device’s alarm port. If an administered external device’s alarm
port is entered, this command performs a hardware diagnostic test on that port.

The test PASSES if the external device is not reporting an external device alarm and FAILS if
the external device is reporting an external device alarm. If the technician specifies a port, it
must be administered as an external device’s alarm port either on a maintenance board or on
an analog line board.

Note:

If you enter test eda-external-device-alrm on an IPSl-connected port,
an error message appears. The IPSI circuit pack contains maintenance board
functionality.
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Action/Object Qualifier Qualifier Description Login | Default
test all test every administered external init
eda-external device’s alarm port on analog line | inads
-device-alrm boards and maintenance boards. craft
physical- | See Parameters for test 1
location eda-external-device-alrm on
repeat page 232.
repeat# location
clear See Common Input
schedule Parameters on page 25.
Examples:
test eda-external-device-alrm all
test eda-external-device-alrm all schedule
test eda-external-device-alrm physical lmajor r 10
test eda-external-device-alrm physical 2c1101 c

Parameters for test eda-external-device-alrm

Parameters for test eda-external-device alrm

physical
location

For an administered external device alarm analog line port, the physical
location represents the physical position of the port to be tested.

Since the “maintenance board” alarm connections connect to control
carrier boards that are in unnumbered slots, the standard port format

cannot be used to designate these alarm connections. The special ports
UUmajor and UUminor are used designate the major or minor
maintenance board alarm connection for cabinet UU.

The special locations UUma jor and UUminor designate the name of the
major or minor Maintenance circuit pack alarm connection for cabinet UU
(depends upon the auxiliary connector of the Port Network). Thus, both a

“major” and “minor” port can be administered with major, minor, or
warning alarms.
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emergency

set emergency

set emergency on | off | auto <cabinet>

Use set emergency to manually set the state of emergency transfer on a TN2312BP in a
media gateway or Compact Modular Cabinet (CMC). set emergency generates a major
alarm if emergency transfer is set to on and generates a warning alarm if emergency transfer is
set to off.

Use status health (all cabinets) or status cabinet (individual cabinets) to see the state
of emergency transfer.

Action/Object Qualifier Qualifier Description Login
set emergency on activates emergency transfer init
off deactivates emergency transfer super-user
auto the server controls emergency transfer ma?ts
specify the cabinet location (1-64 cra
cabinet pecty ( ) dadmin
switch circuit pack
maintenance
permissions
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environment

See:
status environment on page 234
test environment on page 238

status environment

status environment <cabinet> <carrier>

Use status environment to see status information for the 655A power supplies in a
specified G650 or G650 stack.

Action/Object Qualifier Qualifier Description | Login

status cabinet | cabinet location init

environment | carrier super-user
inads
craft
dadmin
switch circuit pack maintenance
permissions

Note:

The microcontroller on the power supply might provide data for diagnostic tests
and status environment, even if the power supply itself fails. The
microcontroller can get input power from three sources, the supply output
voltage, backplane power, or its own power supply, and might work even though
the power supply fails. If the power supply is in a control carrier without a
redundant power supply and the carrier fails, then communication with the power
supply is not available.

Note:

If the system cannot communicate with the power supply, or if the power supply is
removed from the carrier, all fields except Pow Loc and Alm Cnt contain a single
dash (-).
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The following display shows a typical result of status environment.

status environment 01
CABINET POWER SUPPLY STATUS (655A)

Pow Alm Temp (F/C) Hot Voltage FAN Ring Voltage Input
Loc Cnt InLet Exhst Spot +5 -5 -48 Ctrl Alm Stat Ctrl Set Det Power
01A00 O 64/18 66/19 ok 5.05 5.08 48.5 mid N ok actv 20HZ Y AC
01A15 O 64/18 66/19 ok 5.10 5.13 49.3 mid N ok stby 20HZ Y AC
01B0OO O 66/19 64/18 ok 5.08 5.10 48.8 mid N ok actv 20HZ Y AC
01B15 0 62/17 64/18 ok 5.08 5.13 48.5 mid N ok stby 20HZ Y AC
01C00 O 64/18 66/19 ok 5.10 5.10 49.0 mid N ok actv 20HZ Y AC
01C15 0 62/17 64/18 ok 5.08 5.10 48.5 mid N ok stby 20HZ Y AC
01D00 © 62/17 64/18 ok 5.10 5.10 48.8 mid N ok actv 20HZ Y AC
01D15 1 147/64 ok 5.08 5.05 48.8 mid N ok stby 20HZ Y AC
01E0O0 O 64/18 64/18 ok 5.08 5.08 48.5 mid N ok actv 20HZ Y AC
01E15 0 64/18 64/18 ok 5.10 5.08 48.8 mid N ok stby 20HZ Y AC

status environment field descriptions

status environment field descriptions 7 of 3

Field Description
Pow Loc Location of the 655A power supply (cabinet/carrier/slot)
Alm Cnt Number of active major and miner alarms for the maintenance obijects,

MO_E_I2C_BUS, MO_E_POW_SUP, MO_E_CAB_TEMP,
MO_E_RING_GEN

Temp (F/Client

The inlet air flow temperature (Fahrenheit is on the left and Celsius is on the
right)

Temp (F/C) Ex

The outlet air flow temperature (Fahrenheit is on the left and Celsius is on
the right)

Hot Spot

The status of the temperature at the power supply’s hot spot:
1 ok

1 wn (warning)

1 sh (shutdown)

10f3
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status environment field descriptions 2 of 3

Field Description
Voltage The three voltages monitored are:
1 +5VDC Primary logic control
1 -5VDC Logic support
1 -48VDC Telephone support (Talk Battery)
Fan Ctrl The speed at which the fans are running. Fan voltage is:
1 udr = under 12VDC
1 mid = +12VDC
1 hgh =+14VDC
1 ovr = above +14
Fan Alm A fan alarm occurs when one or more fans fail.
Ring Voltage Status of the ringer on the associated power supply. See Ring Status and
Stat Ring Control states on page 237 for the valid states for Ring Stat and Ring
Ctrl:
1 ok
1 over (overloaded)
1 shrt (shorted)
1 fault
1 cmd (commanded off)
Ring Voltage Indicates if the associated power supply is providing ringing voltage for the
Ctrl G650. Only one power supply can provide ringing voltage to the carrier. See
Ring Status and Ring Control states on page 237 for the valid states for
Ring Ctrl and Ring Stat:
1 actv (active)
1 stby (standby)
1 dsbl (disabled, see Ring Set field values)
1 off (due to short or internal failure)
Ring Voltage Indicates the ringing voltage frequency. The ringing voltage frequency is set
Set via a physical switch on the 655A power supply:
1 20 Hz (North American Ringer Signal)
1 25 Hz (European/International Ringer Signal)
1 off (The ringer switch on the power supply is set to off.)
20f3
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status environment field descriptions 3 of 3

Field Description
Det y - backplane ringing is detected
n - backplane ringing is not detected
Input Power Type of current (active input voltage) that is being used on the power supply

and an alternate source that can be used. Lower case letters indicate that
an input source is present but not being used. Upper case letters indicate
the input source that is being used.

1 AC (Alternating Current)
1 DC (Direct Current)

3of3

Ring Status and Ring Control states

Stat/Ctrl Ring Generator State

ok/actv The ring generator on this power supply is the active ringer.

ok/stby The ring generator on this power supply is the standby ringer

ok/dsbl The ring generator on this power supply is OK, but is disabled with the ringer
select switch on the power supply. This is done when an external ringer is
used, for example the TN2202 French Ringing circuit pack.

over/actv The ringer voltage on this power supply is overloaded, but the ring generator
on this power supply is still active.

shrt/off The ring generator on this power supply is off due to a short on its output.

fault/off The ring generator on this power supply is off due to a failure detected by an
internal power supply audit.

cmd/off The ring generator on this power supply is off due to a software command.
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test environment

test environment UU [short | long] [repeat# | clear] [schedule]

Use test environment to perform hardware diagnostic tests of the environment monitoring
and control, and emergency transfer functions of a specified cabinet. This command tests PN
cabinets. Circuit packs involved are the PN’s maintenance and tone-Clock (for the ring

generator test).

1. CAUTION:

The long test recycles power on every port circuit pack carrier and is destructive.
It does not recycle power on active or standby servers. When a port carrier is
recycled, all service and links to ports on the carrier are dropped. If a carrier
containing an active El or Tone-Clock is recycled, all service to that cabinet is

disrupted.
Action/Object Qualifier Qualifier Description | Login
test uu cabinet location init
environment | short See Common super-user
long Input ma?ts
Parameters on cra
repeat# page 25. dadmin
clear switch circuit pack maintenance
schedule permissions

In test environment, there are 6 maintenance objects involved on S8700 IP servers, and 10
maintenance objects involved on S8700 MC servers.

Maintenance Objects reported with the test environment command 7 of 2

Maintenance Object Notes
AC-POWER
CABINET
CARR-POW
CUST-ALARM CUST-ALARM is part of the environment functionality but is not
tested with test maintenance. See test customer-alarm on
page 219.
DC-POWER
EMG-XFER
10f 2

238 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info




List of SAT Commands

Maintenance Objects reported with the test environment command 2 of 2

Maintenance Object Notes

EXT-DEV Appears when the External Device Alarm Admin field is n on the
change system-parameters customer-options screen.

POWER

RING-GEN

RMV-GEN Appears when the rack mount cabinet is used on S8700 IP-PNC.

20f2
errors
See:

clear errors on page 239

display errors on page 239

clear errors

clear errors

Use clear errors to move every error and resolved alarm to the cleared errors list, to make
room for new incoming error messages that might otherwise be dropped. Clear errors does
not clear active alarms from the alarm log. Cleared error entries are the first entries overwritten

when additional room is needed to log new entries.
Use display errors clear to list the cleared errors.

A\ warNING:
Use clear errors with care. Cleared data is lost when the logs fill up.

Action/Object Qualifier | Qualifier Description Login

clear errors init
inads
craft

display errors

display errors [high-resolution]

[schedule]
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Use display errors to select the errors that appear on the hardware error report.

Errors can result from in-line firmware errors, periodic tests, failures detected while executing a
test command, software inconsistency, or a data audit discrepancy. The error log is restricted in
size. A new entry overwrites the oldest unalarmed entry. The overwritten entry must be at least
six minutes old, or the new entry is dropped.

Action/Object Qualifier Qualifier Description

display errors | high- Include high resolution time stamps for the first
resolution | occurrence and last occurrence of the error. This shows
seconds and a sequence count within a second. The
sequence count starts over for each second. See Error
Log Report High Resolution on page 243.

See Common Input Parameters on page 25.

schedule

Help Messages
1 When the first page of a multiple page list of alarms/errors or after the Prev Page key is
pressed:
Press CANCEL to abort or NEXT PAGE for next page

1 After the Next Page key is pressed and there are more pages of alarms/errors to be
displayed:

Press CANCEL to abort, NEXT PAGE for next page, PREV PAGE for previous page
1 After the Next Page key is pressed and there are no more alarms/errors to be displayed:
Press CANCEL to abort, NEXT PAGE to complete, PREV PAGE for previous page

System Reboots and the Error and Alarm Logs
Avaya™ Communication Manager software attempts to save the error and alarm logs to the
disk when any of the following events take place:
I The save translation command is executed.

1 Translations are saved as part of scheduled maintenance (as administered on the
Maintenance-Related System Parameters screen).

1 A demand or software-escalated system reboot takes place.

Whenever the Communication Manager software reloads, the error log is restored from the
disk. Since the logs are saved to the disk, the versions restored at reload time may not be
current. This occurs when either:

1 The attempt to save at reload did not succeed.

1 The server that is active coming out of reload is not the same one to which the logs were
last saved.
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In such a case, the logs will not show the errors and alarms that have been logged since the last
time a save was made to the server that became active with the reboot. When looking at errors
that precede the last reload, look for indications preceding the reload to determine whether the
logs restored at reboot are complete.

System resets less severe than a reload rarely affect the error and alarm logs.

Note:
If there are SYSTEM errors in the error log, use display initcauses on page 315
for more information. Information that could not be logged during a system reset
may be found here.

display errors input form

This screen specifies which errors display on the report. When every selection has been made,
press ENTER. If no selections are made or if the schedule option is specified, every error from
the last day that are associated with active alarms display.

display errors Page 1 of 1
ERROR REPORT

The following options control which errors will be displayed.
ERROR TYPES

Error Type: Error List: active-alarms

REPORT PERIOD
Interval: From: _ / / :« To: [/ [/ :+
EQUIPMENT TYPE ( Choose only one, if any, of the following )

Media Gateway:
Cabinet:
Port Network:
Board Number:
Port:
Category:
Extension:
Trunk ( group/member ): _ /
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display errors input field descriptions

display errors field descriptions

Field Description

Error Type The report can be restricted to specific error codes. Default is every error.

Error List The report can be restricted to errors from one of three lists described below:
active-alarms, errors, or cleared-errors. Default is active-alarms.

Interval Specifies error records for the last month, hour, day, week, or all errors (m, h,
d, w, a). The default is all.

From Specifies error records starting from the time specified by mm/dd/hh/mm
(month/day/hour/minute). If no From date is entered, errors from the earliest
record in the log are displayed.

To Specifies every error record up to the time specified by mm/dd/hh/mm. If no
To date is entered, every error up to the current date appears.

Equipment To limit the report to a specific group of components, enter the location of a

Type type of equipment in one of the following fields. If no entry is made, errors for

the entire system are displayed.
1 Media Gateway: Enter the media gateway number.

1 Cabinet: Enter the cabinet number.
1 Port Network; Enter the port network number.

1 Board: Enter the cabinet-carrier-slot address of the circuit pack (for
example, 11c04). If the cabinet number is omitted, it defaults to 1.

1 Port: Enter the cabinet-carrier-slot-circuit address of the port (for
example, 11c0408). If the cabinet number is omitted, the system will
default to 1.

1 Category: Enter a category to restrict the report to maintenance
objects in a specific category. The HELP key displays a list of
categories.

1 Extension: Enter the extension number of a port.

1 Trunk (group/member): Enter a trunk-group number, or a trunk-group
and member number separated by a slash (for example, 78 or 78/1).
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The following Hardware Error Report shows a typical result for display errors with default
input settings.

Error Log Report Without High Resolution

The following example shows a typical result when display errors is entered with the
default input settings.

Port

01A0302

01A03

display errors

Mtce
Name
MEDPROPT

IPMEDPRO

HARDWARE ERROR REPORT - ACTIVE ALARMS

10/11/10:22

Page 1 of x

123456789 12345678 123456789012345 12345 12345 12/12/12:12 123 123 123 1 1
Alt Err Aux First/Last Err Err Rt/ Al Ac
Name Type Data Occurrence Cnt Rt Hr St
1025 10/11/10:23 137 5 3 a vy
10/12/10:09
2305 2801 10/11/10:22 1 0 0 a vy

Error Log Report High Resolution

The following example shows a typical result when display errors high-resolution is
entered with the default input settings.

Port

006

007

008

009

010

011

012

display errors high-resolution

HIGH RESOLUTION HARDWARE ERROR REPORT - ACTIVE ALARMS

Mtce
Name

MED-GTWY

MED-GTWY

MED-GTWY

MED-GTWY

MED-GTWY

MED-GTWY

MED-GTWY

Alt Err  Aux First/Last
Name Type Data Occurrence
1 0 11/22/14:42:

11/22/14:42:

1 0 11/22/14:42:

11/22/14:42:

1 0 11/22/14:42:

11/22/14:42:

1 0 11/22/14:42:

11/22/14:42:

1 0 11/22/14:42:

11/22/14:42:

1 0 11/22/14:42:

11/22/14:42:

1 0 11/22/14:42:

11/22/14:42:

48
48
48
48
48
48
48
48
48
48
48
48
48
48

Sq
ct

~ oo Ul UdbddwWw W NN

Err
Cnt

Page 1 of x

Al
St
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display errors output field descriptions

display errors output field descriptions 17 of 2

Field

Description

Port

The physical location of the alarmed object. For circuit pack based MOs, the
location is cabinet-carrier-[slot]-[circuit]. For PN-based objects, such as
TDM-BUS, the location displays as 3PN xx, where xx is the PN number. For
Fiber Link-based objects, the location displays as x a,b-PNC where x is the
Fiber Link number and a- or b-pnc indicates one of the PNC pair.

Always a-pnc for a high-reliability system with an unduplicated PNC.

Maintenance
Name

The name of the MO as it appears in the alarm and error logs.

Alt. Name

The alternate name depends upon the type of the object. For example:
1 Station MO, Alternate Name = nnnnn (extension)
1 Trunk MO, Alternate Name = nn/n (trunk-group#/member #)
1 Personal CO line MO, Alternate Name = P/xx (P/personal CO line
group #)

Error Type

Numerical error code that identifies the type of problem. The meanings of
these codes are explained under the name of the MO in the Maintenance
Alarms for Avaya Communication Manager, Media Gateways and Servers
(03-300430) (formerly 03-300190).

Aux Data

Additional numerical information about the error type. Only the most recent
auxiliary data for each error type appears.

First/Last
Occurrence

First line: Month, day, hour, and minute (and second, if the
high-resolution command-line option is used) that the error was first
recorded.

Second line: The month, day, hour, and minute (and second, if the
high-resolution command-line option is used) of the most recent error. If the
system is unable to retrieve the time of day when the error occurred, a
“‘dummy” date will be stamped in the log so as to distinguish it from reliable
data. It appears as “00/00/01:07”

Seq Cnt

Sequence Count. These numbers give the order in which the errors were
logged. Each sequence covers a period of one second. Sequence numbers
are assigned to the first and last occurrences of a given error within the one
second period given in the time stamp. There may be gaps in the sequence
numbers within a given second because the last occurrence of an error may
replace an existing entry and because sequence numbers are also assigned
to software events not shown in the hardware error log. This information
appears when the high-resolution option is specified on the command line.

Err Cnt

The total number of times that the error type has occurred. The maximum
entry is 999.

10f2
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display errors output field descriptions 2 of 2

Field

Description

Err Rt

Average hourly rate at which the error has occurred from the first occurrence
to the present. The maximum entry is 999.

Rt/Hr

An approximation of the rate at which this error occurred in the last hour. The
maximum entry displayed is 999.

Al St

Alarm Status — A character indicating the status of this MO in the error and
alarm logs.

1 a— active alarm entry
1 r—resolved alarm entry
1 ¢ —resolved alarm entry due to 1long clear option of test

1 s —resolved alarm entry due to a software-requested (non-demand)
system restart

1 t— resolved alarm entry due to a technician-requested system restart

1 n—not alarmed

Ac

y/n The maintenance object is still under active consideration by the
maintenance subsystem.

20f2

€SS

See:

change system-parameters ess

display system-parameters ess

disable ess
enable ess

status ess clusters

status ess port-networks
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change system-parameters ess

change system-parameters ess

Use change system-parameters ess to administer each Enterprise Survivable Server.

Action/Object Qualifier | Qualifier Description Login

change system-parameters ess

This is an example of change system-parameters ess, pages 1 through 5.

change system-parameters ess Page 1 of 7
ENTERPRISE SURUIUABLE SERUER INFORMATION

Cl Plat Server A Server B Pri Com Sys Loc Loc
ID Type ID Node Name ID Node Name Scr Prf Prf Only

MAIN SERUVERS
1 Duplex 1 135.9 .77 .60 2 135.9 .77 .61

ENTERPRISE SURUIUABLE SERUVERS

54 Simplex 56  ESS_S8500 10
2  Duplex 3 ESS_S8700_1 y ESS_S8700_2 20

—_ ek et
[Congy Toni oni oo T aniiy T anii T anii [ o
0D 3333333
0D 3333333

ESC-x=Cancel Esc-e=zSubmit Esc-p Esc-n=Next Pg Esc-h=Help Esc-r=Refresh
From the ESS that is to be monitored, use the Maintenance Web Interface and the Configure
Server command to display the Configure ESS page. Note the IP Address that is configured as

the Main server Primary Address.
change system-parameters ess, pages 1 through 5

change system-parameters ess field descriptions pages 1-5 1 of 3

Field Description

ENTERPRISE SURVIVABLE SERVER INFORMATION

10f3
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change system-parameters ess field descriptions pages 1 -5 2 of 3

Field

Description

ClID

Cluster ID (MID from the RFA license file). Use statuslicense -v
to see the RFA Module ID (MID) number.

Plat Type

simplex = $8500 server (no data needed for Server B column)
duplex = S8700 series series server

Server A ID

Server ID as entered on the Set Server Identities web page during
server configuration.

For S8700 series server, this is the Server ID of the A-side server
For S8500 server, this is the Server ID of the only server

Server A
Node Name

Node Name of the media server.
For S8700 series server, this is the Node Name of the A-side server
For 88500 server, this is the Node Name of the only server

Server B ID

Server ID as entered on the Set Server Identities web page during
server configuration.

For S8700 series server, this is the Server ID of the B-side server
For S8500 server, this is blank

Server B
Node Name

Node Name of the media server.
For S8700 series server, this is the Node Name of the B-side server
For S8500 server, this is the Node Name of the only server

Pri Scr

1 - 100 The Periority Score (plus community and preference) helps
determine the position of the ESS on an IPSI’s Priority Score List. The
Port Network IPSI chooses the ESS with the highest priority score in
the event of a failover.

An IPSI uses only the Priority Score to prioritize an ESS when the
server is assigned a priority score and no preferences.

Com

Community number identifies a virtual group of one ESS and one or
more Port Networks. Assigning an ESS to a community associates the
ESS with the IPSI in the Port Networks for that community. The Port
Networks are assigned to Communities in the system-parameters ess
form.

Sys Prf

y = the System Preferred (Sys Prf) ESS has a higher value than any
other Local Preferred server (independent of Community or Priority
Score).

Use y to keep as much of the system network intact as possible,
allowing one ESS to replace the Main server. When multiple System
Preferred servers are administered, the server with the highest
administered priority value has the top priority on the IPSI Priority List.

n = Loc Prf and Loc Only may be y or n.

20f3
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change system-parameters ess field descriptions pages 1 -5 3 of 3

Field

Description

Loc Prf

y = the Local Preferred (Loc Prf) ESS has the second highest value
within an IPS community, after a System Preferred ESS.

Use y to have the ESS accept the request for service from IPSls
co-located in the same geographical region, WAN/LAN segment,
district, business unit, etc. When multiple Local Preferred servers are
administered within the same community, the server with the highest
priority score has the higher priority on the IPSI Priority List.

n = default

Loc Only

y = the Local Only (Loc Only) preference has no priority value. A Local
Only ESS advertises only to the IPSI within its community. A Local
Only server can also use the Local Preferred setting to increase its
priority on a local IPSI’s Priority List.

Use y to have the ESS accept the request for service only from an
IPSI in the same community as the ESS. If a Local Preferred server
(outside its administered community) advertised to an IPSl in the same
community as a Local Only server, the rank on the IPSI’s Priority List is
determined by the priority score of each server.

n = default
30of3
This is an example of change system-parameters ess, page 6.
change system-parameters ess Page 6 of T
COMMUNITY ASSIGNMENTS FOR PORT NETWORKS
PN Community PN Community PN Community PN Community PN Community
1: 1 14: 1 27: 1 40: 1 53: 1
2: 1 15: 1 28: 1 41: 1 54: 1
3: 1 16: 1 29: 1 42: 1 55: 1
4: 1 17: 1 30: 1 43: 1 56: 1
5: 1 18: 1 31: 1 44: 1 57: 1
6: 1 19: 1 32: 1 45: 1 58: 1
71 20: 1 33: 1 46: 1 59: 1
8: 1 21: 1 34: 1 47: 1 60: 1
9: 1 22: 1 35: 1 48: 1 61: 1
10: 1 23: 1 36: 1 49: 1 62: 1
11: 1 24: 1 37: 1 50: 1 63: 1
12: 1 25: 1 38: 1 51: 1 64: 1
13: 1 26: 1 39: 1 52: 1

ESC-x=Cancel Esc-ez=Submit Esc-p

Esc-n=Next Pg Esc-h=zHelp Esc-r=Refresh
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change system-parameters ess, page 6 field descriptions

change system-parameters ess, field descriptions page 6

Field Description

COMMUNITY ASSIGNMENTS FOR PORT NETWORKS

PN Community | Assign a community number to each Port Network (1 - 65). Match the Port
1-65 Network community number and the ESS community number (also

assigned on system-paramters ess) to place them in the same
community.

This is an example of change system-parameters ess, page 7.

change system-parameters ess Page 7 of 7
ENTERPRISE SURUIUABLE SERUER OPTIONAL FEATURES

FAILOUER PARAMETERS FALLBACK PARAMETERS

No Service Time Out Interval: 5 Auto Return: no

ESC-x=Cancel Esc-e=Submit Esc-p=Prev Pg Esc-n=Next Pg Esc-h=Help Esc-r:=Refresh

change system-parameters ess, page 7 field descriptions

change system-parameters ess, field descriptions page 7

Field Description

ENTERPRISE SURVIVABLE SERVER OPTIONAL FEATURES

10f2
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change system-parameters ess, field descriptions page 7

Field Description

No Service Time Out Interval | Number of minutes that the IPSls wait before requesting
service from the highest ESS on the priority list.

3-15 minutes

Auto Return no = The Main server does not automatically regain control
of all Port Networks after a failover occurs.

scheduled = additional fields are displayed to schedule the
Day and Time for all Port Networks to return to the control of
the Main server after a failover occurs.

yes = The Main server automatically regains control of all
Port Networks after a failover occurs. An additional field,
IPSI Connection up time, is displayed. Valid values are 3 -
120 minutes. This is the time the IPSI's connection with the
main must remain up (stable) before the Auto Return takes
effect. In the case on an unstable network, this prevents an
IPSI from prematurely returning to the main. If a value
required is greater than 120, then scheduled should be
used.

20f2

display system-parameters ess

See: change system-parameters ess

disable ess

disable ess [ all | cluster n <1-999> ]

Use disable ess to disable an ESS or main server from connecting to IPSls in a port
network. The disable ess cluster n command allows an ESS cluster to be disabled
(taken out of service).

Note:
A server cluster is either a S8500 or S8700 series.

The enabled / disabled status of ESS and Main servers is preserved across server power down,
restarts, and reboots.

A cluster may be disabled if and only if it is not controlling any IPSls. A disabled ESS will not
connect to IPSIs.
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A disabled ESS remains registered and receives file sync translation updates.

Execute disable ess from either a main or ESS. An ESS may disable only its own cluster ID.
When disable ess is run from the main server, any and all clusters may be disabled including
the main server itself.

!. CAUTION:

Use caution when using disable ess all. Since the main typically controls
IPSIs and a cluster may not be disabled when it controls IPSls, it is generally safe
to use disable ess cluster all to disable only the ESS clusters.

Be aware that if the main is not controlling IPSls and disable ess cluster all
is used, the main will also be disabled.

When an ESS is disabled, it reboots. After the reboot, the server is in the ESS disabled state
and will not connect to any IPSls. If the cluster involves duplicated servers, this process may
take slightly longer while the active server informs the standby of its new ESS disabled state.

When a valid disable ess command is run from an ESS:
| the server reboots
1 no SAT screen is displayed

1 Once the server has rebooted, use status ess cluster to confirm that the disable
operation succeeded.

When a valid disable ess command is run from a main server:
1 a TEST RESULTS screen appears

1 Ifthe disable ess command specifies the cluster ID of the main itself, the server
reboots and no SAT screen is displayed.

1 Use status ess cluster to confirm that the disable operation succeeded.

Action/Object Qualifier Qualifier Description Login
disable ess | all disable all ESS servers init
cluster n | Number (1 - 999) of the cluster ID for the target inads
ESS or Main. craft
cust su
Examples:
disable ess all
disable ess cluster 9
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The following shows a typical result for disable ess all.

disable ess all
TEST RESULTS
Port Maintenance Name Alt. Name Test No. Result Error Code
CL 001 ESS 1607 ABORT 1993
CL 009 ESS 1607 IN PROGRESS
CL 013 ESS 1607 IN PROGRESS
CL 044 ESS 1607 ABORT 1992
CL 004 ESS 1607 IN PROGRESS
CL 100 ESS 1607 IN PROGRESS
CL 200 ESS 1607 IN PROGRESS
CL 306 ESS 1607 IN PROGRESS
CL 500 ESS 1607 IN PROGRESS
CL 850 ESS 1607 IN PROGRESS

In the example above, the disable ess all command was issued from a main server, and
10 clusters were administered. The disable operation for cluster 1, which happens to be the
main, aborted because the main was in control of IPSlIs (Error Code 1993). The attempt to
disable cluster ID 44 also aborted because the cluster was not registered with the main (Error
Code 1992). Otherwise, the disable request was sent to each respective cluster and the result is
IN PROGRESS.

Use the status ess cluster command to check whether or not the disable operation
succeeded for the IN PROGRESS clusters. The complete operation may take several minutes
since the request is first sent in a message from the main to the ESS. Once the ESS receives
the message, it changes to the ESS disabled state and reboots. If duplicate ESS, the standby
also is updated and reboots. After the reboot, the ESS re-registers with the main. It is not until
the ESS re-registers that the main receives the results of the disable request.

Error Codes

The following table describes the Error Codes that may be returned from the
disable/enable ess commands:

" disable/enable ess Error Codes

Error Code Description

1991 Requested ESS cluster is not administered
1992 Requested ESS cluster is not registered
1993 Requested ESS is controlling an IPSI PN
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disable/enable ess Error Codes

Error Code Description
1994 An ESS cluster may not enable/disable other clusters.
2500 Internal operation failed

enable ess

enable ess [ all | cluster n <1-999> ]

The enable ess command allows an ESS cluster to be enabled (put into service). Once an
ESS cluster is enabled, it attempts to connect to IPSls.

Note:
A server cluster is either a S8500 or S8700 series.

Use enable ess from either a main or an ESS. An ESS may enable only its own cluster ID.
When enable ess is run from the main server, any and all cluster IDs may be enabled
including the main itself. Care should be taken when using enable ess all

When an ESS is enabled, it removes its translations and reboots. The TEST RESULTS screen
is not displayed.

When a main server is enabled, it reboots but does not remove its translations. A TEST
RESULTS screen is displayed. The exception is when the enable ess cluster command
specifies the cluster ID of the main itself. In that case, the server reboots and no screen is
displayed.

After the reboot, the server is in the ESS enabled state and will attempt to connect to IPSls. If
the cluster involves duplicated servers, this process may take slightly longer while the active
server informs the standby of its new ESS enabled state.

Action/Object Qualifier Qualifier Description Login
enable ess all disable all ESS servers init
cluster n | Number (1 - 999) of the cluster ID for the target | inads
ESS server or Main server. craft
cust su
Examples:
enable ess all
enable ess cluster 9

The following display shows the typical result for enable ess all.
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enable ess command TEST RESULTS example

enable ess all

TEST RESULTS
Port Maintenance Name Alt. Name Test No. Result Error Code|
CL 001 ESS 1606 PASS
CL 009 ESS 1606 IN PROGRESS
CL 013 ESS 1606 IN PROGRESS
CL 044 ESS 1606 PASS
CL 064 ESS 1606 IN PROGRESS
CL 100 ESS 1606 IN PROGRESS
CL 200 ESS 1606 IN PROGRESS
CL 306 ESS 1606 IN PROGRESS
CL 500 ESS 1606 IN PROGRESS
CL 850 ESS 1606 IN PROGRESS

In the above example, the command was issued from a main server and 10 clusters were
administered. The enable operation for cluster 1, which happens to be the main, PASSED
immediately because the main knows its own status. The attempt to enable cluster ID 44 also
PASSED because the ESS can enable its own cluster ID. Otherwise, the enable request was
sent to each respective cluster and the result is IN PROGRESS.

Use th

e status ess cluster n command to check whether or not the enable operation

succeeded for the IN PROGRESS clusters. The complete operation may take several minutes

while t
1

1

he following events occur:
The request is sent from the main to the ESS.

Once the ESS receives the message, it changes to the ESS enabled state, removes its
translations, and reboots.

After the reboot, the ESS re-registers with the main.

Since the ESS now has no translations, this triggers a translation filesync and a second
reboot.

The ESS again re-registers with the main. It is not until the ESS re-registration that the
main receives the results of the enable request.

Error Codes

See disable/enable ess Error Codes for a description of possible error codes returned from the

enable ess command.
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status ess clusters

status ess clusters

Note:
A server cluster is either a S8500 or S8700 series.

Use status ess clusters to see the state of the Main server and all administered ESS.
Under normal conditions, with full network connectivity, all ESS’s should register with the main.

Action/Object Qualifier | Qualifier Description Login
status ess cluster none Examples: init
status ess cluster inads
craft
cust su

When status ess clusters is run on a Main server (Cluster ID 1), the Main server:
1 knows the identities of all of its associated ESS from the translations input to the Main
1 knows the state of all of the ESS that have successfully registered with it
1 shows its own state

This is a typical example of status ess clusters executed on a Main server (Cluster ID 1).

status ess clusters

Cluster 1ID 1 ESS CLUSTER INFORMATION
Active

Cluster Server Translations Software

ID Enabled? ID Registered? Updated Version
1 % 1 % 11:02 10/25/2007 R015x.00.0.824.0
10 % 91 % 11:02 10/25/2007 R015x.00.0.824.0
20 % 97 % 11:02 10/25/2007 R015x.00.0.824.0
30 vy 96 vy 11:02 10/25/2007 RO015x.00.0.824.0
40 n 95 y 11:02 10/25/2007 RO015x.00.0.824.0
50 y 94 % 11:02 10/25/2007 RO015x.00.0.824.0
60 % 90 % 11:02 10/25/2007 R015x.00.0.824.0
70 % 88 % 11:02 10/25/2007 R015x.00.0.824.0
80 n 8 % 11:02 10/25/2007 R015x.00.0.824.0
90 vy 9 vy 11:02 10/25/2007 RO015x.00.0.824.0

See status ess clusters field descriptions on page 256.

This is a typical example of status ess clusters executed on an ESS (Cluster ID 60). The ESS
knows only its own state. It takes time for this state to be propagated to the Main server via the
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registration link, and for a short time (minutes) there may be a discrepancy between the state

displayed by the ESS

and the equivalent state displayed for the ESS on the Main server.

status ess clusters

Cluster 1ID 60 ESS CLUSTER INFORMATION
Active
Cluster Server Translations Software
ID Enabled? ID Registered? Updated Version
60 vy 90 y 11:02 10/25/2007 RO15x.00.0.824.0

status ess clusters field descriptions

Note:

The field definitions are the same whether the status ess command is
executed on a Main server or ESS.

status ess clusters 7 of 2

Field

Description

Cluster ID
(title line)

Cluster IDentifier (1 - 999). The cluster identifier of the server where
status ess was run. In a duplex server environment (S8700 series) both
the active and the standby server have the same cluster ID. The cluster ID
is initially obtained from the license file (where it is called the Module ID or
MID). Once save translation is executed, the cluster ID is saved in
translations.

Cluster ID
(detail line)

Cluster IDentifier (1 - 999). The cluster ID of a server who's state is known
to the server where status ess was run. The detail lines are shown in
cluster ID order.

When status ess is issued on a Main server there is one detail line for
the Main server itself and a detail line for every ESS that is registered with
the Main.

When status ess is issued on an ESS there is only one detail line since
an ESS only knows its own state.

10f 2
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status ess clusters 2 of 2

Field

Description

Enabled

The ESS enabled / disabled state of the server.
1 'y = enabled. This server will connect to administered IPSls
1 n = disabled. This server will not connect to administered IPSls
1 unknown = the Main does not yet know the maintenance state of
the ESS. This may be because:
- the ESS is not registered with the Main
- the ESS has not yet acknowledged a maintenance state change
request from the Main via an enable ess ordisable ess
command

Active Server ID

The server identifier of the active server for each cluster, ESS or Main
(1 -99). This is the Server ID that was entered for this server in the Set
Server Identities web page during configuration.

1 If the server is a simplex configuration (S8500) there is only one
Server IDentifier.

1 If the server is a duplex configurations (S8700 series) the A and B
servers each have unique server identifiers. Because in a duplex
configuration only the active server registers with the Main, only its
server identifier is displayed. Only server IDs for registered ESS’s
are displayed.

Registered

The registration state of the server.
1y = registered
1 n = not registered

The Main server does not register with itself, but always displays its own
registration as y.

Translations
Updated

For an ESS:

1 The time and date of the latest translation update reported by the
ESS to the Main server over the registration link.

For a Main server (Cluster ID 1):

1 The time and date of the latest successful save translation
command of any kind.

Note:
For a Main server this time stamp may be later than those
shown for ESS’s. A save translation on the Main
updates its time stamp. A save translation [ess |
all] updates the ESS translations and time stamp.

Software
Version

The software version of Avaya Communication Manager running on the
server. For an ESS, this is reported to the Main server over the registration
link.

2o0f 2
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status ess port-networks

status ess port-networks

Use status ess port-networks to see the status of all administered Port Networks on

ESS and non-ESS systems.

1 For ESS and Main servers, on IP Port Network Connectivity (PNC) and Asynchronous
Transfer Mode (ATM) PNC systems, status ess port-networks shows the status of

all of the administered Port Networks.

1 For Center Stage Switch (CSS) PNC systems, only the IPSI equipped Port Networks are
known to the ESS, because only the Main server has access to the CSS. The information
displayed is very dynamic and may, for brief periods, appear inconsistent.

Action/Object Qualifier | Qualifier Description Login
status ess port-networks Example: init
status ess port-networks inads
craft
cust su

status ess port-networks on page 259 is an example of status ess port-networks
executed on a server that is controlling five Port Networks in a system. This server is a Main
server, but other than the cluster identifier, the display looks exactly the same for an ESS

controlling all five Port Networks.

In addition to the Main, seven other ESSs are connected to each IPSI in every Port Network.
Each IPSI may be connected to the same, some of the same, or completely different servers.
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status ess port-networks

status ess port-networks

Cluster ID 1 ESS PORT NETWORK INFORMATION
Port IPSI Pri/ Pri/ Cntl Connected
Com Intf Intf Ntwk Gtway Sec Sec Clus Clus (ter)
PN Num Loc Type Ste Loc Loc State ID IDs

1 1 1B01 IPSI up 1BO1 1AXX standby 1 1 44 64 13 9 200 100 500
1B01 actv-aa 1 1 44 64 13 9 200 100 500

2 1 2AXX IPSI up 2AXX 2AXX actv-aa 1 1 44 64 13 9 200 100 500
2B01 standby 1 1 44 64 13 9 200 100 500

3 2 3AXX IPSI up 3AXX 3AXX actv-aa 1 1 44 64 13 100 500 850 9
3B01 standby 1 1 44 64 13 100 500 850 9

4 2 4A01 IPSI up 4A01 4A01 actv-aa 1 1 44 64 13 100 500 850 9
4B01 standby 1 1 44 64 13 100 500 850 9

5 1 5A01 EI  up 3AXX

Command successfully completed
Command:

status ess port-networks field descriptions

Status ess port-networks field descriptions 7 of 4

Field Description
Cluster ID Cluster IDentifier (1 - 999). The cluster identifier of the server on which
(title line) status ess port-networks was run.

In a duplex server pair (S8700 series), both the active and the standby server
should have the same cluster identifier. Each server initially learns its own
cluster ID from its license file (where it is called the Module |IDentifier or
MID). After save translations is executed, the cluster identifier is
saved in translations. However, the cluster identifier is always overridden by
the license file as long as the license file is present and readable. The
example above status ess port-networks on page 259 shows a cluster
identifier of one (1).

PN The number that identifies the Port Network (PN). This is the same number
that identifies the Port Network in the 1ist cabinet command.

10f4
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Status ess port-networks field descriptions 2 of 4

Field

Description

Com Num

The community number of the Port Network (1 - 64) assigned to the Port
Network on display system-paramters. Port networks have a
natural attraction for local preferred servers in the same community. In the
event of loss of connectivity with their server, they prefer to be controlled by
a server in their community if possible.

Intf Loc

Interface Location. Board location of the most recent interface in the Port
Network with which the system tried to control the Port Network.

The interface may be any circuit pack through which the Port Network may
be controlled, such as a TN2312 IP Server Interface (IPSI), a TN2305B or
TN2306B ATM Expansion Interface (ATM El), or a TN570D Expansion
Interface (CSS El)

1 blank = there is no interface

Intf Type

The type of interface whose location is shown in the Intf Loc field.
1 IPSI = IP Server Interface
1 El = either type of Expansion Interface (TN570 or TN2305/2306)
1 UNKN = the interface type cannot be determined
1 blank = there is no interface

Port Ntwk Ste

The Port Network state from the point of view of the server on which
status ess port-networks is run.

1 up = the Port Network is up

1 down = the Port Network is down

1 unkn = the state is unknown

1 blank = there is no Port Network state

The Port Network is up from the perspective of the server that is controlling
the Port Network.

The Port Network is down from the perspective of all other servers.

IPSI Gtway Loc

IPSI Gateway Location. The location of the IPSI whose Packet Interface
(PKTINT) is being used to deliver packet traffic to the packet bus in this Port
Network. The IPSI may be in this Port Network (this location is the same as
Intf Loc), or it may be in a different Port Network.

Pri/ Sec Loc

The location of the Primary and Secondary IP Server Interface (if any) in
this Port Network.

1 If the Port Network has a single IPSI, only one line is displayed.

1 If the Port Network has duplicated IPSIs equipped, each is displayed
on successive lines.

1 blank = the Port Network has only an Expansion Interface from which
it is controlled

20f4
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Status ess port-networks field descriptions 3 of 4

Field

Description

Pri / Sec State

The state of the Primary and Secondary IPSls whose locations are shown
in the Pri / Sec Loc field.

1 actv-aa = the IPSI is both active and is controlling the Port Network
(hosting the Arch Angel).

1 active = the IPSl is active but not controlling the Port Network. In this
case the Port Network may not be controlled or is being controlled
through an Expansion Interface (El).

1 standby = the IPSl is in standby mode (duplex Port Network
connectivity).

1 unknown = the IPSI state is unknown
1 blank = there is no IP Server Interface.

Cntl Clus ID

Control Cluster IDentifier. The cluster identifier of the server that was last
known to be controlling this Port Network through this IPSI. If there are
duplicate IPSls in this Port Network, they should show the same Cluster ID

1 Cluster ID (1 -999)
1 * (asterisk)
- The server where status ess port-networks is run cannot

connect to the IP Server Interface in this Port Network. This may be
because:

the IPSI is being reset

the IPSI rejected the connection request from the server, perhaps
because it is already connected to its limit (8) of servers.

- The controlling Cluster ID reported for the IPSI is not known to the
server (in its translations) where status ess port-networks
was run.

1 . (period)

- The controlling Cluster ID reported by this interface is not known to
the server on which this command is executed given its own
translations. This can occur when a new ESS is brought on-line and
translated on the main server but the translations have not yet been
file synchronized to every other ESS. The server on which this
command is being executed cannot map from the Server ID
reported by the interface to a Cluster ID known to the server in its
translations.

1 ! (exclamation)

- The Cluster ID reported by this interface is not in the valid range of
values.

1 blank
- There is no IPSI in this Port Network.
- There is no controlling server.

3of4
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Status ess port-networks field descriptions 4 of 4

Field

Description

Connected
Clus(ter) IDs

Connected Cluster |IDentifiers. The list of cluster identifiers that were last
known to be connected to this IP Server Interface.

These servers are candidates to control the Port Network through the IPSI if
connectivity to the current controlling server is lost. If a server was rejected
by an IPSI, the information displayed here may be stale. This information
will be updated periodically as each server attempts to connect or
reconnect to the IPSI. The Cluster ID of the controlling server should always
be displayed in the list of Cluster IDs.

1 Cluster ID (1 - 999)
1 - (dash)

- A dash indicates that the server whose Cluster ID would have been
in this position has lost the socket connection to this duplicated IPSI
but not the connectivity to the IPSI’s pair interface in the same port
network. The server in question should appear in the same relative
position in the list of Connected Clusters for the IPSI’s pair
interface.

I . (dot)

- The controlling Cluster ID reported by this interface is not known to
the server on which the command was executed given its own
translations. This can occur when a new ESS is brought on-line and
translated on the main, but the translations have not yet been file
synchronized to every other ESS. The server on which this
command is being executed cannot map from the Server ID
reported by the interface to a Cluster ID known to the server in its
translations.

1 ! (exclamation)
- There is no IP Server Interface in this port network
- There is no connected Cluster ID.

1 * (asterisk)

- The Cluster ID reported by the IPSl is not known to the server (in its
translations) where status ess port-network was executed.

1 blank
- There is no IPSI in this Port Network.

- There is no controlling server.

40f4

ethernet-options

See:

get ethernet-options on page 263
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list ethernet-options on page 264
set ethernet-options on page 264

get ethernet-options

get ethernet-options location
Use get ethernet-options to generate a report about a specific Ethernet connection.
Use 1ist ethernet-options to see a list of ethernet-enabled circuit packs.

Action/Object Qualifier Qualifier Description Login Default
get location | The physical location of the circuit init
ethernet-options pack inads

craft

cust

get ethernet-options 1CO07
GET ETHERNET OPTIONS

Administered Value Actual Value
Auto Negotiation: Yes Yes
Speed: N/A 10Mbps
Duplex: N/A Full
Link Integrity: Active

get ethernet-options field descriptions

get ethernet-options field descriptions 7 of 2

Field Description
Auto Enter y for the system to automatically negotiate the highest possible network
Negotiation | speed. Enter n to manually assign the Speed and Duplex fields.
Speed 10 Mbps
100 Mbps
N/A (not available)
10f2
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get ethernet-options field descriptions 2 of 2

Field Description
Duplex Half
Full
N/A (not available)
Link Active
Integrity Inactive
2 of 2

list ethernet-options

Use 1ist ethernet-options to see locations and settings for ethernet-enabled ports.

This is a typical display for 1ist ethernet-options.

list ethernet-options

Eth Pt Type Slot Code Sfx Auto Speed Duplex
y C-LAN 01B09 TN799 C n 10Mbps Half
y C-LAN O0l1E13 TN799 C n 10Mbps Half
v MEDPRO 02B07 TN2302 v
% C-LAN 01E05 TN799 C n 10Mbps Half
% MEDPRO 01D11 TN2302 \%

set ethernet-options

set ethernet-options location

Use set ethernet-options to manually or automatically set the ethernet connection
parameters.
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Note:
The Ethernet port must be administered and busied out before you can issue set
ethernet-options.

Action/Object Qualifier Qualifier Description

set ethernet-options location | The physical location of the circuit pack

set ethernet-options 1CO07
SET ETHERNET OPTIONS
Auto Negotiation: 'y
Speed:

Duplex:

set ethernet-options field descriptions

set ethernet-options field descriptions

Field Description

Auto y = the system automatically negotiates the highest possible network speed.
Negotiation n = you must manually assign the Speed and Duplex fields.
If n, the Speed and Duplex fields do not appear.

Speed 10 Mbps/100 Mbps
Appears when Auto Negotiation is y

Duplex Half/Full
Appears when Auto Negotiation is y

events

display events

display events

Use display events to see a log that shows A vector event is the occurrence of something
unexpected during a vector-routed call due to resource exhaustion or faulty vector
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programming. For example, route-step failures are typically due to the programming of an
invalid extension. These types of failures are not due to faulty hardware or system software

error and do not constitute incorrect feature operation.

An IP event occurs when an IP endpoint registration is denied.

Use display events to diagnose and correct IP registration denials, and vectoring problems
due resource exhaustion or faulty vector programming. See Avaya Call Center Release 4.01
Call Vectoring and Expert Agent Selection (EAS) Guide, 07-600780 (formerly 07-300477,
07-300186, 555-230-714), to see how to interpret vectoring fields on this report.

Action/Object Qualifier | Qualifier Description

Login

display events

init
inads
craft
cust
rcust

display events input form

Use the Event Report to request events of a certain type or from a certain time period. Enter the

desired parameters and press ENTER.

The following example shows the input screen for display events:

display events
EVENT REPORT

EVENT CATEGORY
Category: denial
REPORT PERIOD
Interval: From: _ / /
SEARCH OPTIONS
Vector Number:

Event Type:
Extension:

Page 1

The following options control which events will be displayed.
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display events field descriptions

display events input field descriptions

Field Description
Category Enter the type of event to display:
all
contact-cl
data-error
denial
meetme
vector
Report Select the time period for the vector events you want to see. If fields are
Period blank, every recorded vector event is reported.
Interval The time period for which events are reported: m (month), d (day), k (hour), m
(minute), or a (all).
Start/Stop Enter the date and time of day when you want to start and end the search.
Time
Vector Enter a specific vector number to include in the report. If blank, events for
Number every vector are reported. If the category field is meetme, this field is ignored.
Event Type Enter a specific event type to include in the report. If blank, all event types are
reported.
Extension Enter a specific event type to include in the report. If blank, all events for all

extensions are reported.

See Avaya Call Center Release 4.01 Call Vectoring and Expert Agent Selection (EAS) Guide,
07-600780 (formerly 07-300477, 07-300186, 555-230-714) to see how to interpret this report. In
particular, the Event Data 2 field is associated with possible causes and repair strategies for the
event.
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The following example shows an IP denial event report.

Type

1012
1012
1012
1012
1934
1012
1643
1012
1012
1012
1012
1012
1012
1012

display events

Event Event

Description

Destination
Destination
Destination
Destination

IP RRJ - Ext already reg

Destination

Off-hook dialing time out

Destination
Destination
Destination
Destination
Destination
Destination
Destination

Unavailable
Unavailable
Unavailable
Unavailable

Unavailable

Unavailable
Unavailable
Unavailable
Unavailable
Unavailable
Unavailable
Unavailable

Event
Data 1

71
65
6E
1EA
6cC
8E
46
AE
55
222
1D4
46
412
72

EVENTS REPORT

Event
Data 2

5A
22
2D
4A
8709D26D
32
58
3A
41
48
50
5E
54
57

First
Occur

01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:

44
45
46
47
47
48
49
49
50
51
52
52
52
53

Page

Last
Occur

1

01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:
01/09/09:

54
45
47
51
51
48
53
49
50
51
52
54
52
53

of 1

Evnt
Cnt

PR NP R NNERENERERNDWR ©

display events field descriptions

display events output field descriptions 7 of 2

Communication Manager, Media Gateways and Servers (03-300430)
(formerly 03-300190).

Field Description

Event Type The event identification number that points to a specific piece of software
code.
See Chapter 2: Denial Events in Maintenance Alarms for Avaya
Communication Manager, Media Gateways and Servers (03-300430)
(formerly 03-300190).

Event A 25-character string describing the problem

Description See Chapter 2: Denial Events in Maintenance Alarms for Avaya

Event Data 1

The station UID that is attempting to register
See Chapter 2: Denial Events in Maintenance Alarms for Avaya
Communication Manager, Media Gateways and Servers (03-300430)
(formerly 03-300190).

Event Data 2

The IP address of the station that is attempting to register

See Chapter 2: Denial Events in Maintenance Alarms for Avaya
Communication Manager, Media Gateways and Servers (03-300430)
(formerly 03-300190).

10f2
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display events output field descriptions 2 of 2

Field Description

First Occur The time and date when this event first occurred

Last Occur The time and date when this event last occurred

Evnt Cnt The number of occurrences of the event between the First Occur and Last
Occur times

20f2

See Chapter 2: Denial Events in Maintenance Alarms for Avaya Communication Manager,
Media Gateways and Servers (03-300430) (formerly 03-300190) lists the event type, the text
that appears in the Event Description field, a further explanation of the condition, and the type
of data in the Event 1 and Event 2 fields.

extended-user-profile

See

change extended-user-profile on page 269
display extended-user-profile n on page 270

change extended-user-profile

Use change extended-user-profile to administer detailed access permissions for the
vector and station forms.

The screen name is Extended User Profile.

Action/Object Qualifier Qualifier Description

change n The number of the extended profile to change.
extended-user-profile
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change extended-user-profile screen display

change extended-user-profile 37
Extended User Profile 37

User Profile Name: Example Profile

Form Allow Only
R:vector 1,9,16,23,125-206,302,800-803,804-810,813
M:station all

change extended-user-profile screen field descriptions

change extended-user-profile field descriptions

Field Description

User Profile | The name of the standard profile for which this is the extended profile. Display
Name only.

Form Category and type of form (SAT screen) that are administered for extended

permissions. Display only.

Allow Only Specify access to all, certain, or no instances of the form.
all = access to all instances of the form
blank = no access to the form
List specific instances in a valid format as:
1 list separated by commas (1,2,3)

1 one or multiple pair separated by a dash (1000-2000). As many
combinations can be administered as can fit in the field.

display extended-user-profile n

Use display extended-user-profile to see the access permissions on an existing
Extended User Profile.

The screen name is Extended User Profile.

Action/Object Qualifier | Qualifier Description
display extended-user-profile | n Number of the extended user-profile to
display.
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See change extended-user-profile on page 269 for screen and field descriptions.

extension-type

list extension-type

Use 1list extension-type to see the type of stations associated with specific extensions.

Action/Object | Qualifier Qualifier Description
list n extension number
extension
-type partial string* | list all extensions that begin with the partial string, as in
searching for all numbers that begin with a specific
all area code
type list extensions of type: See table list extension-type

type entries.

list extension-type type entries

access endpoint
administered NCA TSC
agent-loginid
announcement

attendant
attendant-user
barrier-code
button-press-extension
code-calling
conn-manager

coverage

CTI Link

h

station-user
system-parameters sccan
telecommuting-access
term-masi-path-call

data-extension
data-module
feature-name-extension
group-page

hunt-group

inter-g/w alt routing
internal originations
1ldn

masi-terminal
mobile-feature-extension
modem-pool

mcu-user

term-trunk-transmission
terminating-ext-group
trunk

page-line

paging
personal-CO-line
phantom-user

pickup

pri-endpoint
QSIG-Path-Rep endpoint
QSIG/ETSI-TSC endpoint
r2-mfc-test-call
radio-paging
remote-access
remote-user

trunk-user
VDN-extension
voice-synthesis
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The following is an example of 1ist extension-type.

list extension-type 90000 Count 1

EXTENSION TYPE
COR/ Cvl
Ext. Type Name COSs TN Cv2

90001 feature-name-extension Exclusion (Toggle On/Off) 1

failed-ip-network-region

See:
display failed-ip-network-region on page 272
test failed-ip-network-region on page 273

display failed-ip-network-region

display failed-ip-network-region

Use display failed-ip-network-region to see a list of the worst, first 100 network
regions with broken connectivity rank ordered by the worst to least worst.

To troubleshoot broken connectivity, see status ip-network-region on page 328 and test
failed-ip-network-region on page 273.

Action/Object Qualifier | Qualifier Description Login

display failed ip-network-region

display failed-ip-network-region
WORST NETWORK REGIONS
Network Region:Number of Broken Paths

=N O
N B 01O
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The network regions are ordered from worst to best, for example:
1 5:9 (Region 5 has 9 broken paths)
1 4:5 (Region 4 has 5 broken paths)
1 2:4 (Region 2 has 4 broken paths)
1 1:2 (Region 1 has 2 broken paths)

test failed-ip-network-region

test failed-ip-network-region [all | x]

Use test failed-ip-network-region to initiate a real-time ping test for failed
network-region connections.

The default is that all connections that failed the last background maintenance ping test are
tested. If network region xis specified, then just failed connections from region x are tested.
If a previously failed connection passes the ping test, then the associated minor alarm is
cleared.

To troubleshoot broken connectivity, also see display failed-ip-network-region on page 272 and
change ip-network-region on page 326.

The following display shows a typical result for test failed-ip-network-region.

test failed-ip-network-region all
TEST RESULTS

Region Dest. Region Maintenance Name Test No. Result Error Code
2 1 NR CONN 1417 FATL 2805
3 1 NR CONN 1417 FAIL 1007

test failed-ip-network-region field descriptions

test failed-ip-network-region field descriptions 7 of 2

Field Description
Region Network region that had a connection failure to “Dest. Region”.
Dest. Region A network region to which “Region” is connected, where the connection

between the two regions is previously failed the ping test

Maintenance
Name

The name of the MO as it appears in the alarm and error logs.

10f2
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test failed-ip-network-region field descriptions 2 of 2

Field Description
Test No. Test Number used to run ping test
Result Result of ping test. May be PASS or FAIL. If test failed, follow

troubleshooting procedures in NR-CONN (Network-Region Connect),
Maintenance Alarms for Avaya Communication Manager, Media Gateways
and Servers (03-300430) (formerly 03-300190)

Error Code ping test error code

20f2

fiber-link

See:

add fiber-link on page 274
busyout fiber-link on page 276
change fiber-link on page 277
display fiber-link on page 280
list fiber-link on page 280
reset fiber-link on page 283
test fiber-link on page 283

add fiber-link

add fiber-1link fiber# [a-pnc | b-pnc]

Use add fiber-1link to create a fiber link. A fiber link is a connection carrying all circuit and
packet traffic between two port networks, two switch nodes, or a port network and a switch
node. A fiber link may contain a DS1 converter complex used to provide connectivity to a
remote PN. On critical-reliability systems (duplicated PNC), each fiber link is duplicated and
exists as a pair. When PNC duplication is enabled, only the DS1 Converter complex attributes
fields can be changed.

Before Avaya Communication Manager Release 2.0, add fiber-1link restricted the
placement of an expansion interface (El) circuit pack to slot AO1 in the A carrier of a port
network. In Communication Manager Release 2.0, the TN2312BP resides in slot AO1 of a G650
media gateway.
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Slot BO1 of a port network can be used for a duplicate fiber connection when IPSI duplication is
not active. When IPSI duplication is required, the duplicate IPSI must reside in slot BO1 and any
fiber connection there must be moved.

add fiber-link next

Fiber Link #: 6
Is one endpoint remoted via DS1 Converter Complex? no

Page 1 of 1
FIBER LINK ADMINISTRATION

ENDPOINT-1
(A-PNC)

Board Location:
Board Type:

ENDPOINT-2
(A-PNC)
Board Location:
Board Type:

ENDPOINT-1
(B-PNC)

Board Location:
Board Type:

ENDPOINT-2
(B-PNC)
Board Location:
Board Type:
Fiber Translation: Converter?
Type of Transceivers:

add fiber-link field descriptions

add fiber-link field descriptions page 1 1 of 2

Field Description
Fiber Link # Identifying number of the fiber link.
Is one y/n
endpoint y indicates that a DS1C converter complex is used on this link to remotely
remoted via locate a port network. If y, a second page appears for administering the DS1C
DS1 complex attributes.
Converter
Complex
Board The physical address (cabinet-carrier-slot or gateway:module) of the circuit
Location packs comprising the two endpoints (ENDPOINT-1 and ENDPOINT-2) of the
fiber link.
Board Type ei or sni, the type of circuit pack administered at each endpoint.
Fiber multi-mode or single-mode
Translation Use for faster remote diagnosis.
10f2
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add fiber-link field descriptions page 1 2 of 2

Field Description
Converter y/n Use for faster remote diagnosis.
Type of A/B Use for faster remote diagnosis.
Transceivers
20f2
busyout fiber-link

busyout fiber-link fiber# [a-pnc | b-pnc]

Use busyout fiber-1link to put a fiber link into a maintenance busy state. A fiber link is a
connection carrying all circuit and packet traffic between two port networks, two switch nodes,
or a port network and a switch node. A fiber link may contain a DS1 converter complex used to
provide connectivity to a remote PN.

1. CAUTION:

On a standard- or high-reliability system (unduplicated PNC), busyout is
destructive. Every call and application link carried on the busied-out fiber link will
be torn down, and new calls will not be established over the link.

On a critical-reliability system with duplicated PNC, busyout fiber-1link:
1 is allowed only on a fiber link on the standby PNC
1 does not impact service
1 requires that the standby PNC be busied first

Use list fiber-1link to see a list of every fiber link administered on the system, including
its number, endpoint, and other useful information.

For more information on busyout, see Busyout and Release Commands on page 33. See status
link on page 358 for more details on links. For more information about fiber links, see FIBER-LK
(Fiber Link) on page 833 of the Maintenance Alarms for Avaya Communication Manager, Media
Gateways and Servers (03-300430) (formerly 03-300190). See Common Command Output
Screens on page 28 for output screen field descriptions.
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Action/Object Qualifier Qualifier Description Login | Default
busyout fiber The administered number assigned to the fiber a-pnc
fiber-link |# link. In a system with duplicated PNC, this
represents a fiber link pair.
For an unduplicated PNC, a-pnc is the only valid
a-pnc qualifier. Use on a system with duplicated PNC,
to distinguish between the two fibers of a
duplicated pair.
b-pnc Use on a system with duplicated PNC, to

distinguish between the two fibers of a duplicated
fiber pair.

Examples:

Critical-Reliability (duplicated PNC):

busyout fiber-link 01 b-pnc
busyout fiber-link 03 (defaults to a-pnc)

For more information, see Common Input Parameters on page 25, Common Command Output
Screens on page 28, and Busyout and Release Commands on page 33.

change fiber-link

change fiber-link fiber#

Use change fiber-1link to change the translation data associated with an existing fiber link.
On critical-reliability systems (duplicated PNC), each fiber link is duplicated and exists as a pair.
When PNC duplication is enabled, only the DS1 Converter complex attributes fields can be

changed.

Translation data changes after the ENTER key is pressed. Press CANCEL any time before
pressing ENTER to return to the command line without changing any translation data.

Action/Object Qualifier | Qualifier Description
change fiber# | The administered number associated with a fiber link or, on a
fiber-1link duplicated PNC, with a fiber link pair.

Example: change fiber-link 21

To change the endpoint board locations, remove a fiber and add it again for either a:

1 High-reliability system, an unduplicated PNC

1 Critical-reliability system with a fully operational duplicated PNC

See status link on page 358 for more details on links.
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The following display shows a typical result for change fiber-link 1 on a standard- or
high-reliability system (unduplicated PNC and CSS).

change fiber-link 1 Page 1 of 1

FIBER LINK ADMINISTRATION
Fiber Link #: 1

ENDPOINT-2
(A-PNC)

ENDPOINT-1
(A-PNC)

Board Location: O01EO01

Board Location: 01E02
Board Type: ei

Board Type: sni

Converter?
Converter Type:

Fiber Translation:
Type of Tranceivers:

Is one endpoint remoted via DS1 Converter Complex? n

change fiber-link field descriptions, page 1

change fiber-link field descriptions page 1

Field Description

Fiber Link # Display-only. Identifying number of the fiber link.

Board The physical address (cabinet-carrier-slot or gateway:module) of the circuit

Location packs comprising the two endpoints (ENDPOINT-1 and ENDPOINT-2) of the
fiber link.

Board Type ei or sni, the type of circuit pack administered at each endpoint. Display-only.

DS&1 y indicates that a DS1C converter complex is used on this link to remotely

Converter locate a port network. If y, a second page appears for administering the DS1C
complex attributes.

Fiber multi-mode or single-mode

Translation Use for faster remote diagnosis.

Converter y/n Use for faster remote diagnosis.

Type of A/B Use for faster remote diagnosis.

Transceivers

Converter Avaya/other. Appears when Converter on the Fiber Link Administration

Type screen isy.
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change fiber-link field descriptions, page 2

The following fields appear when a DS1 converter complex is administered on the fiber link.
DS1 CONV complex attributes are administered here. The circuit pack is administered by
change circuit-packs. Use page 2 for the A-PNC. If the PNC is duplicated, the fields are
repeated as display-only on page 3 for the B-PNC. Page 3 fields change when their
counterpoints on page 2 are changed.

change-fiber link field descriptions page 2

Field

Description

Board Location

Under DS1C-1, the physical location of the converter board connected to
ENDPOINT-1. When the location is entered, validation is performed to
ensure that the board has been administered and is of the correct type
(DS1 CONV).

DS1 Converter
Facilities

Attributes of the four DS1 facilities (A, B, C, D) that can be connected to
the DS1 CONV.

Facility Installed

y/n Specifies whether the indicated facility has been provided and
installed.

Facility A is required for the DS1 CONV complex.
See Table 32: DS1 Line Equalization Settings on page 280.

The line equalization setting defaults to the median value of 3. This
setting remains in effect until changed by administration. Incorrect
equalizer settings may cause a higher error rate on the DS1 facility.

DS1 CONV-2
Line
Compensation

Same as for ENDPOINT-2 of the DS1 CONV complex.

Zero Code
Suppression

zcs/b8zs specifies the line coding format for each facility. There are 2 line
coding options supported by the DS1 Interfaces to meet the density
requirements in the data stream. Zero Code Suppression (ZCS) line
coding is in place following an initialization until changed by
administration. Either line coding option may be used on the DS1
Interface that carries the packet time slots.

Framing Mode

esf/d4 specifies the data framing format used on the facility. When esf,
an automatic selection process is executed until the DS1 Interface is
brought into frame, or until an Options CCMS message is received by the
framing options master. Once options are set by administration, they
remain fixed on the framing option master until the board is again
initialized, reset, or sent new options. The framing option on the framing
option slave converter board can change to track the framing option
master’s option.
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The line equalization setting defaults to the median value of 3. This setting remains in effect until
changed by administration. Incorrect equalizer settings may cause a higher error rate on the

DS1 facility.

Table 32: DS1 Line Equalization Settings

Equalizer Distance to DSX-1 Interface (feet)
Setting
22 AWG ABAM and 24 AWG PDS 26 AWG PDS

1 110 133 0 to 90

2 133 to 266 90 to 180

3 266 to 399 180 to 270

4 399 to 533 270 to 360

5 533 to 655 360 to 450
display fiber-link

display fiber-link fiber# [schedule]

Use display fiber-1link to see the translation data associated with an existing fiber link.

The output for display fiber-1link is the same as that for change fiber-1link.

Action/Object Qualifier Qualifier Description Login | Default
display fiber# The administered number associated with a
fiber-1link fiber link, or fiber link pair in a duplicated
PNCs.
hedul
Schedule | see Common Input Parameters on page 25.

See status link on page 358 for more details on links.

list fiber-link

list fiber-link [schedule]

280 Maintenance Commands for Avaya Communication Manager, Media Gateways and Servers

TCI Library | www.telephonecollectors.info




List of SAT Commands

Use 1list fiber-1link to list every fiber link in the system, and to see a summary of data
entered on the fiber link screen (add, display, change, or remove fiber-1link).

Action/Object Qualifier Qualifier Description Login | Default
list schedule | See Common Input Parameters on page 25.
fiber-1link
See status link on page 358 for more details on links.
The following display shows a typical result for 1ist fiber-1link.
list fiber-link Page 1
FIBER LINK ADMINISTRATION
FIBER -------- ENDPOINT 1 ----=-=- =-------- ENDPOINT 2 --------
LINK# TYPE A-PNC DS1 B-PNC DS1 TYPE A-PNC DS1 B-PNC DS1 Ds1
LocC CONU LOC CONU LocC CONU LOC CONU CONU
LocC LocC LocC LocC TYPE
1 el B1A01 01BO2 shi O1EB2 01002
2 shi 13E82 13BO5S 13D02 13C05 ei 05A01 B5A02 05BOZ O5BO3 TN1654
|IPrimary Facility:A B A B
5 shi 12E17 12D17 el B4HEO1 o4D0O2
6 shi O1EBT e1DaT shi 12E@T 12D07
7 shi O1E13 B1D13 shi 13E13 13D13
8 shi O1EB9 01009 shi 12EB09 12D0%
press CANCEL to quit -- press NEXT PAGE to continue
ESC-x=Cancel Esc-e=zSubmit Esc-p Esc-n=Next Pg Esc-h=Help Esc-r=Refresh

list fiber-link field descriptions

list fiber-link field descriptions 1 of 2

Field Description
FIBER LINK # The administered number used to identify the fiber link (1 to 27).
TYPE The types of circuit packs that constitute endpoint 1 and endpoint 2 of the
fiber link (ei or sni).
A-PNC LOC The physical locations (cabinet-carrier-slot number) of the circuit packs
that constitute the endpoints.
10f2
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list fiber-link field descriptions 2 of 2

Field Description

DS1 CONV LOC | Location of the DS1 Converter.

B-PNC LOC In a system with duplicated PNC, the physical location
(cabinet-carrier-slot number) of the circuit packs that constitute the
endpoints of the link in the B-PNC.

DS1 CONV Whether or not an endpoint of the link is remotely located by means of a
TYPE DS1C Converter complex.

2o0f 2

Fiber mismatch

Even though a DS1-fed EPN is in service with no complaints, 1ist fiber-1link can report a
“‘MISMATCH? for the Primary Facility. The following example shows this condition:

list fiber-1link Page 2
FIBER LINK ADMINISTRATION
FIBER - ——————- ENDPOINT 1 ---—--—== —=—————- ENDPOINT 2 —--------
LINK# TYPE A-PNC DS1 B-PNC DS1 TYPE A-PNC DS1 B-PNC DS1 DS1
LocC CONV  LOC CONV LoC CONV  LOC CONV CONV
LOC LOC LOC LOC TYPE
27 ei 27A01 sni 27E02
28 sni 27E03 27EO01 el 28A01 28A02 TN1654
Primary Facility:B B
29 sni 27E20 27E21 ei 29A01 29A02 TN1654
Primary Facility:B B
30 sni 27E19 27A02 el 30A01 30A02 TN1654
Primary Facility:B B
31 sni 27E04 27Al18 el 31A01 31A02 TN1654
Primary Facility:A A
32 sni 01E05 01D10 el 32A01 32A02 TN1654
Primary Facility:B A
MISMATCH

This “MISMATCH?” indicates that the two ends of the DS1 fiber do not agree which DS1 facility is
carrying the Primary Facility, or control channels of the fiber. This indicates that the two DS1
spans are crossed, that is, the A-facility in PPN is connected to the B-facility in the EPN. The
EPN DS1C board searches both spans for the control channel, and when it finds it, the system
link comes up on either A or B facility. This then becomes fiber group 1 and the other span is
fiber group 2. The end result is that the system link is up, all timeslots are mapped correctly, and
there are no end-user problems. This is only a problem when there are DS1 problems. To fix
this problem flip the A and B spans at one end, either PPN or EPN.
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reset fiber-link
reset fiber-link fiber# [a-pnc | b-pnc]

I\ CAUTION:
The reset fiber-1link command is destructive on a high-reliability system
(unduplicated PNC), and may cause an entire port network to be removed from
service.

Use reset fiber-1link toresetthe Expansion Interface and/or Switch Node Interface circuit
packs that are endpoints of a specified fiber link, dropping the link in the process.

A fiber link must be busied out before being reset. To busyout a fiber on critical-reliability
systems, the fiber must be on the standby PNC and the standby PNC must first be busied out.
See busyout fiber-link.

Use 1ist fiber-1link to see a list of fiber links and their locations. See status link on
page 358 for more details on links.

Action/Object Qualifier Qualifier Description Login Default Feature
Interaction

reset fiber# | The administered number of the fiber link (1-44). On a

fiber-1link critical-reliability system (duplicated PNC), this number

designates a fiber link pair; the following qualifier specifies which
fiber in the pair is to be reset

reset a-pnc For a critical-reliability system (duplicated PNC), this distinguishes
fiber-link | b-pnc between the two fibers in a duplicated pair. On a high-reliability
system (unduplicated PNC) this is always a-pnc and need not be
specified.

test fiber-link

Use test fiber-1link to validate that the optical fiber connection between switch node
interfaces (SNI) and expansion interfaces (El), or a combination thereof, are administered. If the
fiber link is administered, a series of hardware diagnostic tests are performed on the specified
fiber link. The test results along with any possible error codes are displayed on the MT. The long
test sequence includes destructive tests. Every destructive test aborts unless the fiber link is
first busied out. The short test sequence is non-destructive and can be performed regardless of
whether the fiber link is busied out.

A fiber link is a connection between port networks (PNs), switch nodes (SNs), or between a PN
and the Center Stage Switch (CSS). This connection is comprised of a bi-directional optical fiber
connection (optionally extended via a DS1 Converter complex), with each end terminated on
either an Expansion Interface (El) or a Switch Node Interface (SNI). Fiber links provide the
medium for circuit and packet connections between PNs.
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The long sequence includes destructive tests and requires that the fiber link be busied out first.
When a fiber is busied out, every call over that fiber is dropped.

clear firmware-counters clears the firmware counters of specified SNI, SNC, ATM-EI or
DS1C circuit packs, or of an the entire PNC (A or B).

See status link on page 358 for more details on links.

Action/ Qualifier Qualifier Description
Object
test link# The number associated with a fiber link or fiber link pair (on
fiber- duplicated PNCs). List fiber-1link displays the location of
link endpoints for each fiber link
a-pnc On critical-reliability systems (duplicated PNC) this identifier is used
b-pnc to distinguish between the two fibers of a duplicated fiber pair.
For details, see Common Input Parameters on page 25.
Examples:
short Criticaﬁ-reliability system:
long test fiber-link 1 a-pnc schedule
repeat test fiber-link 03 b-pnc sh r 3
repeat#
clear
schedule

The following display shows a typical result with test fiber-link 1 b-pnc.

Port

B-PNC
B-PNC
B-PNC
B-PNC
B-PNC

e e

test fiber-link 1 b-pnc

TEST RESULTS

Maintenance Name Alt. Name Test No. Result Error Code

FIBER-LK
FIBER-LK
FIBER-LK
FIBER-LK
FIBER-LK

777 PASS
759 PASS
989 PASS
237 PASS
238 PASS

Port | On critical-reliability systems (duplicated PNC) there are two fibers associated with
every fiber link number. A-PNC and B-PNC distinguish one from the other.
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file

remove file

remove file path board location

Use remove file to requestthe board 1ocation to remove the file given by path. If the file
does not exist on the source board’s filesystem, an error message, file not found, appears on
the SAT.

To remove a file in a subdirectory, specify the entire path starting at “/”.

Action/Object Qualifier Qualifier Description

remove file | PPcss board location

path file location (using the entire path starting at “/”

filexfer

See:
enable filexfer
disable filexfer
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enable filexfer

enable filexfer location

Use enable filexfer to enable Secure Shell (SSH) and Secure FTP (SFTP) remote access
protocols through login/password authentication on C-LAN and VAL circuit packs. FTP
capabilities remain enabled.

Action/Object

Qualifier

Qualifier Description

Login

enable filexfer

location

location of the circuit pack

Enable filexfer enables the C-LAN and VAL circuit packs as SSH/SFTP servers (not
clients) that prefer the following symmetric algorithms in decreasing order:

1 AES

1 Arcfour

1 Blowfish
1 CAST128
1 3DES

Note:

To ensure that technicians can access the relevant circuit packs using SSH or
SFTP, technician laptops must have SSH and SFTP clients that use the same
algorithms installed.

This is an example screen for enable filexfer.

enable filexfer

Login:
Password:
Reetner Password:

Board Address:

al3

Secure? y

ENABLE FILE TRANSFER

Page 1 of 1
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enable filexfer field descriptions

enable filexfer field descriptions

Field Description
Login 3 - 6 alphabetic characters
Password 7 - 11 characters containing at least one letter and one number.
Renter Password Reenter the password.
Secure y = enable SFTP
n = enable FTP
Board Address location of the circuit pack

disable filexfer

disable filexfer location

Use disable filexfer to disable Secure Shell (SSH), and Secure FTP (SFTP) remote
access protocols through login/password authentication on C-LAN and VAL circuit packs.
Disable filexfer also disables FTP sessions.

Action/Object Qualifier Qualifier Description Login
disable filexfer | location location of the circuit pack
firmware-counters

clear firmware-counters

clear firmware-counters location| a-pnc |b-pnc

Use clear firmware-counters to clear the firmware error counters on the specified circuit
packs. This command is valid only for SNI, SNC, and DS1C and ATM-EI board locations. When
a-pnc or b-pnc is specified, every such circuit pack in a single PNC can be cleared at once.
On a critical-reliability system (duplicated PNC), only circuit packs on a standby PNC that is
busied out can be cleared.
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Use clear firmware-counter to quickly clear lingering alarms after a hardware problem
has been fixed. Test clear commands do not clear alarms on SNI, SNC, and DS1C circuit

packs.
A\ WARNING:
Clear firmware-counters can mask actual hardware problems, because
firmware is cleared and appears as if no problems were ever encountered.
Action/Object Qualifier Qualifier Description Login
clear location | The specified location must be occupied by | init
firmware-counters | a-pnc an SNI, SNC, or DS1C circuit pack. Every inads
b-pnc circuit pack in the standby PNC can be craft
cleared at once by specifying a-pnc or cust

b-pnc. To do so, the standby PNC must first | rcust
be busied out.

A\ WARNING:

Clear
firmware-counters can
mask actual hardware
problems because firmware
is cleared and appears as if
no problems were ever
encountered.

For more information, see Common Command Output Screens on page 28.

firmware download

See:

change firmware download on page 288
disable firmware download on page 291
display firmware download on page 291
status firmware download on page 293
test firmware download on page 295

change firmware download

change firmware download schedule-number

Use change firmware download schedule-number to schedule a C-LAN-distributed
download or a self-download firmware download, immediately or at a later date and time.
schedule-number is a value between 1 and 4.
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For information regarding firmware station downloads, see FW-STDL (Firmware Station
Download) on page 850 in the Maintenance Alarms for Avaya Communication Manager, Media
Gateways and Servers (03-300430) (formerly 03-300190). To update firmware on Avaya
equipment:

1. Open a browser window on your computer and go to http://www.avaya.com/.
2. Select Support.
3. Select Software and Firmware Downloads.

If a firmware download schedule is already pending or active, change firmware download
is blocked.

Note:

Itis highly recommended that you execute test ipserver-interface after scheduling
a download but before the download begins.

Note:

If you receive an error message asking you to use test ipserver-interface, there
was a problem with a previous firmware download. Run the test before
proceeding.

This is the Firmware Download screen that appears when running
change firmware download 1

change firmware download 1 Page 1 of 1
FIRMWARE DOWNLOAD Schedule 1
Source Board Location: File Server:
File Retrieval Protocol: SCP Login: Password:
Firmware Image File Name:
Target Board Code: Suffix: Firmware Vintage: 167
Schedule Download? y Remove Image File After Successful Download? y
Start Date/Time: / : Stop Date/Time: / /
Target Target Target Target Target
Location Location Location Location Location
1. 11. 21. 31. 41.
2. 12. 22. 32. 42.
3. 13. 23. 33. 43.
4. 14. 24. 34. 44 .
5. 15. 25. 35. 45.
6. 16. 26. 36. 46.
7. 17. 27. 37. 47.
8. 18. 28. 38. 48.
9. 19. 29. 39. 49.
10. 20. 30. 40. 50.
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change firmware-download field descriptions

change firmware-download field descriptions 17 of 2

Field Description

Source The board location where the firmware image resides. For “remote

Board downloads”, this location is a C-LAN board. For “self-downloads”, this

Location location is the same as the target board location. The value for this field can
be self (download of multiple boards) or auto (Communication Manager
chooses the correct C-LAN board to do the download).

File Server The IP address of the File Server.

File Retrieval | Display-only field.

Protocol

Login Login for the file server.

Password Password for the file server.

Firmware The firmware image file name, including the file extension, to download.

Image File

Name

Target Board | The TN-code of the target board to be downloaded, such as TN799.

Code

Suffix The suffix of the target board to be downloaded. For example, AP, DP, GP.

Firmware Display-only, the firmware vintage of the entered image file. This field is

Vintage always blank for a change firmware download. This field contains a
value with display firmware download while a download is in progress,
and with status firmware download after a download is complete.

Schedule y/n Specify whether to run the download immediately or at some future time.

Download If y, Start Date/Time and Stop Date/Time appear.
If n the download begins when the screen is submitted.

Remove y/n Specify whether to automatically remove the firmware image file on the

Image File source board after the download is successful for the specified target boards.

After If y and every board was successfully downloaded, the image file is removed,

Successful and the file system on the source board is disabled.

Download

Start Date/ The date and time to begin the firmware download (mm/dd/yyyy, 2 digits for

Time month, 2 digits for day, and 4 digits for year, and hh:mm, 2 digits for hour, and

2 digits for minutes)
This field appears when Schedule Download field is y.

10f 2
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change firmware-download field descriptions 2 of 2

Field Description

Stop Date/ Appears when the Schedule Download field is y. It indicates the date and
Time time to end the firmware download to end.

If the scheduled stop time is reached before the new firmware image file has
been downloaded to every circuit pack, the system finishes downloading to
the circuit pack in progress and then aborts the remainder of the download
schedule. If this field is blank, the download continues until completion.

The field is formatted: mm/dd/yyyy (2 digits for the month, 2 digits for the day,
and 4 digits for the year). and hh:mm (2 digits for the hour, and 2 digits for the

minutes).
Target These fields contain the target board locations of the boards that will receive
Location the download file image. For a self-download, the target location is the same

as the source location.

2o0f2

disable firmware download

disable firmware download schedule-number

Use disable firmware download to stop the firmware download for a specified schedule
(1 - 4). If a target board is currently downloading, the download is first completed for the current
board, but the remaining boards are not downloaded. Run status firmware download on

page 293 to determine how far along the current download is.

Action/Object Qualifier Qualifier Description Login Default

disable firmware download n schedule number

display firmware download

display firmware download schedule

Use display firmware download to see the status of the specified download schedule.
Use change firmware download on page 288 to schedule a download. If a scheduled download
has not yet occurred or is currently in progress, use display firmware download to view
the settings for the scheduled downloads. If all downloads have finished, the fields are blank.

See status firmware download on page 293, disable firmware download on page 291, and test
ipserver-interface on page 347, and the MO FW-STDL (Firmware Station Download) on

page 850 in the Maintenance Alarms for Avaya Communication Manager, Media Gateways and
Servers (03-300430) (formerly 03-300190) for more information.
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Here is an example of display firmware download.

display firmware download 1 Page 1 of
FIRMWARE DOWNLOAD Schedule 1

Source Board Location: 1C02 File Server: 127.34.5.83

File Retrieval Protocol: SCP Login: Password:

Firmware Image File Name: usdlv22rl
Target Board Code: TN464 Suffix: FP Firmware Vintage: 22
Schedule Download? vy Remove Image File After Successful Download? y

Start Date/Time: 10/02/2007 13:30 Stop Date/Time: 10/02/2007 15:30
Target Target Target Target Target
Location Location Location Location Location

1. 01co4 11. 21. 31. 41.

2. 01CO0o6 12. 22. 32. 42

3. 01cos8 13. 23. 33. 43.

4. 14. 24. 34. 44 .

5. 15. 25. 35. 45.

6. 16. 26. 36. 46.

7. 17. 27. 37. 47.

8. 18. 28. 38. 48.

9. 19. 29. 39. 49.

10. 20. 30. 40. 50.

display firmware download field descriptions

See change firmware-download field descriptions for the field descriptions for display
firmware download.
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status firmware download

status firmware download [ schedule# | last schedule# ]

Use status firmware download to see the download status for each board that is
scheduled, or was scheduled, to receive new downloaded firmware as requested by change
firmware download. Use last to see the download schedule of the last completed
download for a particular schedule. If there is no active download schedule and there was no
previous schedule for the 1ast qualifier to invoke, status firmware download shows a
blank download schedule. The following status flags are shown for each target board:

P The download to the board is pending.

C The download to the board was completed successfully.

F The download to the board failed. Look into the error logs for firmware download for more
information about the failure.

S The board was skipped (the board requires manual intervention to busy-out).

The download to the board was aborted.

Action/Object Qualifier | Qualifier Description Login Default
status firmware last last completed or aborted
download download schedule
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The status firmware download screen is display only.

status firmware download

Source Board Location:
File Retrieval Protocol:
Firmware Image File Name:

Target Board Code:
Schedule Download? vy
Start Date/Time:

STATUS FIRMWARE DOWNLOAD Schedule 3
01co02 File Server: 134.6.94.12
SCP Login: labtest Password:
usdlv22rl
TN464 Suffix: FP Firmware Vintage: 22

Remove Image file After Successful Download? n
10/12/2007 13:30 Stop Date/Time: 10/14/2007 16:30

Target Target Target Target Target
Location St Location St Location St Location St Location St
1. 01co4 C 11. _ 21. _ 31. _ 41 _
2. 01CO0e6 C 12. _ 22. _ 32. _ 42 _
3. 01cos P 13. _ 23. _ 33. _ 43. _
4. _ 14. _ 24. _ 34. _ 44 . _
5. _ 15. _ 25. _ 35. _ 45. _
6. _ 16. _ 26. _ 36. _ 46. _
7. _ 17. _ 27. _ 37. _ 47. _
8. _ 18. _ 28. _ 38. _ 48. _
9. _ 19. _ 29. _ 39. _ 49. _
10. _ 20. _ 30. _ 40. _ 50. _
20
21
Status: Pending (P) Completed(C) Failed(F) Aborted (A)

status firmware download field descriptions

The field values are the same as for change firmware download, except:

status firmware download field descriptions

Field Description

Firmware Vintage of the firmware

Vintage

Start Date/ If the 1ast parameter was used, this actual dates and times at which the

Time download was started and stopped appear. Otherwise, scheduled dates and

Stop Date/ times appear.

Time

St The download to that board is pending (P), completed (C), failed (F), or
aborted (A).
If a download fails, enter test ipserver-interface to see the error code. See
Troubleshooting procedures for each error code in Firmware Download Test
(#1413) on page 2014 in Maintenance Alarms for Avaya Communication
Manager, Media Gateways and Servers (03-300430) (formerly 03-300190).

For more field descriptions, see change firmware download on page 288.
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test firmware download

test firmware download n

Run test firmware download when there is a download scheduled or there are errors or
alarms against the FW-DWNLD maintenance object from a previous download. If there is a
download scheduled, then this command verifies the Firmware Download screen entries. If
there are FW-DWNLD errors or alarms, then this test resolves the errors and clears the alarms.
See Firmware Download Test (#1413) on page 2014 in the Maintenance Alarms for Avaya
Communication Manager, Media Gateways and Servers (03-300430) (formerly 03-300190) for
more information about the test that is run and the troubleshooting procedures to use if the test
does not pass.

It is highly recommended that you execute test firmware download after scheduling a
download with change firmware download, but before the download begins. The test is
blocked if a download is in progress. If a download is in progress or has already completed, use
status firmware download to view progress and status.

For the complete download procedure:
1. Open a browser window on your computer and go to http://www.avaya.com/.
2. Select Support.

3. Select Software and Firmware Downloads.

firmware station-download

See:

change firmware station-download on page 296
disable firmware station-download on page 296
display firmware station-download on page 297
status firmware station-download on page 297
test firmware station-download on page 300
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change firmware station-download

change firmware station-download

Use change firmware station-download to select the range of stations for download
and schedule the start/stop time. When there is an active scheduled download,
change firmware station-download is blocked.

Action/Object Qualifier Qualifier Description Login | Default

change firmware
station-download

This is an example of the change firmware station-download screen.

change firmware station-download
FIRMWARE STATION-DOWNLOAD

Source File: 2420v0l.bin

Schedule Download?

Start Date/Time: / : Stop Date/Time: /
Continue Daily Until Download Complete?

Station Type:

Beginning Station: Ending Station:

disable firmware station-download

disable firmware station-download

Use disable firmware station-download to disable a currently running download
schedule and allow any active station downloads to complete.

Action/Object Qualifier Qualifier Description | Login | Default

disable firmware station-download
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display firmware station-download

display firmware station-download

Use display firmware station-download see information for the currently scheduled
download.

Action/Object Qualifier Qualifier Description | Login | Default

display firmware station-download

status firmware station-download

status firmware station-download

Use status firmware station-download to see the status of the currently scheduled
download.

Action/Object Qualifier Qualifier Description | Login | Default

status firmware station-download

This is an example of the status firmware station-download screen.

status firmware station-download
STATUS FIRMWARE STATION DOWNLOAD

Image File: 2420v0l.bin

Schedule Download? n Continue daily until completed?: n

Start Date/Time: / : Stop Date/Time: / :
Status of download: Idle

Terminal type for download:

Ext Range: to: Number of stations in range:

Stations completed: Stations unsuccessful:

Extension Status Err Extension Status Err Extension Status Error
12345 ABORT 513

12346 ACTV

12347 ACTV
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Table 33: Schedule States of status firmware station-download command

State Schedule | Description
Done?

Idle No No downloads Pending or Active and there are no unresolved errors/
alarms for the last download

Pending No Download has been scheduled but not yet started. Check the start
time to see when it is scheduled to start.

Active No Download is currently active. Actively downloading terminals should
be listed with a status of ACTV. If the schedule has just started and no
downloads are listed, the system may be waiting for a FAC requested
or terminal requested download to complete before it begins.

Resume- No Download was stopped at the Stop Date/Time but not all of the

pending terminals have been attempted. Downloading will resume at the
scheduled Start Date/Time listed on the screen.

Aborted Yes Download was aborted for the entire range of terminals. This could
happen if the firmware image was bad, damaged or lost.

Failed Yes At least two terminals rejected the firmware as invalid. As a result, the
download was aborted to avoid problems with any further terminals.
Check the Reason Codes of the failed terminals in the list to find the
reason why the download failed. See Table 34: Reason Codes for
status firmware station-download command on page 299.

Completed | Yes The scheduled download has completed either due to all terminals in
the range of extensions having completed or due to the stop timer.

Disabled Yes An Active schedule was disabled with the disable firmware
station-download command. After an active schedule is disabled,
the Schedule state remains Active until all currently active terminal
downloads have completed.

No Image | Yes The download was stopped because there was no firmware image
present in memory.

Restart Yes The download was stopped due to a system restart. You must
schedule a new download for any Aborted terminals.

Sys Fail Yes The download was stopped due to a system error.

Sys Occ No The download has been suspended due to the system’s occupancy
level. The schedule resumes when the occupancy level drops to a
safe level.

Dnld Yes While the scheduled download was running, two or more consecutive

Timeout terminals failed to respond to the download process.
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Table 34: Reason Codes for status firmware station-download command 171 of 2

Reason Status Description

Code

1 ABORT | The firmware image that was noted in the change firmware
station-download form has disappeared. The download schedule had to
be stopped.

2 ABORT | The terminal could not be downloaded due to a discrepancy relating to
the maximum number of downloads allowed.

3 ABORT | The terminal was not downloaded before the scheduled stop time
occurred. Schedule a new download with adequate time for the
downloads to complete, or select the continue daily option to allow the
schedule to resume the following day.

4 ABORT | The terminal could not be downloaded because the schedule aborted for
an unknown reason.

5 ABORT | The terminal did not respond to the download request.

6 ABORT | The terminal that was added to the download list at the scheduled start
time no longer exists. This can occur when a station is removed during
an active download schedule. Download to this terminal was aborted.

18 ABORT | The terminal was busied out by craft and could not be downloaded.

32 ABORT | Download to the terminal timed out due to an internal error in the station
firmware download process.

1000 ABORT | Terminal was in use at the time that it was to be downloaded. Download
to this terminal was aborted.

1012 ABORT | Aninternal error occurred while preparing to download to this station.

3841 ABORT | The system restarted during an active download. As a result, all

or terminals that were not downloaded are marked with a status of ABORT

FAIL with this reason code. All terminals that were actively downloading when
the reset occurred are marked with a status of FAIL with this reason
code.

128 FAIL The terminal rejected the firmware because the firmware image failed the
checksum test.

129 FAIL The terminal rejected the firmware because the firmware image failed the
image validity test. The firmware image may not be the right image for
the hardware being downloaded to.

130 FAIL The terminal being downloaded could not write its flash memory.

131 FAIL The translated terminal type is valid, however the actual terminal type of

the hardware is not valid for this download schedule.
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Table 34: Reason Codes for status firmware station-download command 2 of 2

Reason Status Description

Code

513 FAIL The terminal was not in service at the time that it was to be downloaded.
Download to this terminal failed.

3584 FAIL The terminal rejected the firmware image.

20f2

test firmware station-download

test firmware station-download

Use test firmware station-download to resolve any alarms or errors associated with
the firmware station-download. See also FW-STDL (Firmware Station Download) on page 850
in Maintenance Alarms for Avaya Communication Manager 4.0, Media Gateways and Servers

(03-300430).

Action/Object

Qualifier | Qualifier Description

Login | Default

test firmware station-

download

hardware-group

See:

cancel hardware-group on page 300

resume hardware-group on page 301

status hardware-group on page 302

test hardware-group on page 304

cancel hardware-group

cancel hardware-group

Action/Object Qualifier Qualifier Description Login Feature Interaction
cancel Example: init See below.
hardware-group cancel hardware-group | inads
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Use cancel hardware-group to temporarily or permanently abort the execution of test
hardware-group. Use resume hardware-group, to resume the same test, or start
another test with test hardware-group. Press CANCEL to cancel a hardware group test
executing in the foreground.

The status of a canceled test hardware-group appears as canceled on the status
hardware-group screen.

When a hardware group test is executing in the foreground with the continuously option and
C