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1. General

NOTE — For CSAS documents, any reference to
“ZRxxxx" should be changed to “VMxxxx”. Also, any
reference to “RMxxxx” should be changed to “MMxxxx".

This user manual contains a directory of messages that may appear on CRT terminals or
Teletypewriters (TTYs) when the Bellcore TIRKS Communication Module (TCM) is
being used. The messages are of two main types: Application or System.

Application:  The application messages come directly from application (TCM)
programs. Some of the messages result from editing and validation steps
in the application programs. Others result from positive notification to the
user that the application program has accepted and recorded data.

System: The system messages come from the system programs (Information
Management System, or IMS, in this case) that control the application
programs. The system messages result from system functions that affect
the user’s terminal. For example, the user may be informed that the system
is in the process of shutting down, or that the terminal has been stopped by
the system.

The application messages are numbered and may include error, informational, warning,
and successful completion message descriptions. The numbered messages, which are listed
in Section 3 of this user manual, may be identified as TCM messages by the first two
characters of the six- or seven-character Message Code that precedes the actual message.
Here’s a description of the meaning of the Message Codes.

TCM messages are of the formrf@MnnnTwhere:

 TCM — Indicates the source of the message is TCM.
* nnn— Three digit code (message number).
* T— Indicates the type of message as follows:

» E — Potential Input Error

* | — Informational/Successful Completion

* W— Warning

» D — Database Inconsistency

In addition to the numbered TCM application messages, there is a group of application
messages that indicate that an abnormal program ending has occurred during the execution
of the online program. The messages are called “ABENDs”. They are identified by four
digit codes (ABEND numbers) that are associated with particular programs. The ABENDs
are printed on the Master Operator’s console in the Computation Center and indicate a
serious processing error. ABENDs are listed in Section 4.
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2. Description Of Directory

The following information is presented for each TCM numbered message

&
B |

| TCMO17E |
2--|->INVALID UCB |
I I

I I

4--|------->DESCRIPTION: The UCB (Unit Control Block contains|
| invalid characters. Valid characters |
| are 0-9, or A-F. |
| |

I I
5--|-—---->USER ACTION: Correct the UCB to contain valid |
|
I
I
|

characters as described above, and |
reenter the transaction. |

I

|

N

J

Figure 2-1. Format Of Numbered Messages With Prefix of “TCM”

1. Message Code — Indicates the TCM Message Code.

2. Message — The actual message that is displayed on the screen. The message is always

preceded by the Message Code.

3. FORMAT: — Indicates format(s) in which the message may appear.

4. DESCRIPTION: — Explains why the message was generated, and in some cases,
indicates actions taken by the program in response to the condition that caused the

message.

5. USER ACTION: — Indicates appropriate user responses to the condition that caused

the message.

The Section 3 presents the TCM numbered messages.

Each of the ABENDs detailed in the ABENDs section includes the following information:

1. ABEND Number — The number that identifies the specific ABEND.

2. TCM Programs — The MODULE column identifies the TCM program that generated

the ABEND.

3. Explanation — The DESCRIPTION explains why the ABEND was generated.
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The ABENDs that occur within TCM are detailed in a separate section following the Error
messages. If the TCM User Control Table is modified to remove ABENDs, then an
ABEND will not be generated. Severe Error Codes will be noted instead of ABEND Codes.
All Severe Error Codes are the same number and description as the ABEND Codes, and
should be treated accordingly.

2.1  Some General Comments Concerning TCM Errors

Certain types of messaging errors will cause TCM messages to be logged into the TLOG
database with a TSYS of “SSECDFLT", which means “Source SEC Default”, and an

ACNO of “ACTIVITY NUMBER DEFAULT". Sometimes, “lost” messages can be

located if a SCAN is done against the “ACTIVITY NUMBER DEFAULT” ACNO. Such

errors are most likely to occur early in the development of a test environment, where either
messages or the SEC database entries are not properly built (misspelled PATHIDs, for
example). Most of these errors cannot be corrected via the Message Administration
screens. These messages should be deleted. Ultimately, either the sending system must be
corrected so that it sends valid messages, or the SEC database entries must be corrected
before testing continues.

The CHANGE command can only be used to modify the “main body” (the portion of a
transmission that contains the actual message text) of a message. CHANGE cannot be used
to modify either the *ROUTCTL or Application Header portions of a message. Be aware
that the CHANGE command can modify any part of the main body of a message, including
field names and syntax of FCIF messages. The CHANGE command cannot be used with
MDA or DSECT messages because of the nature of the structures involved.

Because of the length of the command line, the CHANGE command is also limited in the
amount of text that can be manipulated at one time. Rather than correcting a message with
the CHANGE command, it may be easier to have the originating system correct and then
re-transmit a message.

Some messages (such as those described above that are logged with DEFAULT ACNOS)
will not be reflected accurately in the TCM statistics. This case arises when TCM cannot
determine the correct PATHID under which the error should be logged. Such errors should
only occur when establishing a test environment. Administrators must be aware of the
potential statistical problems and their ramifications. TCM run VMMPMO07 should be used
to “resync” the statistics whenever the testing environment stabilizes, as well as to correct
known inconsistencies in the statistics. For complete information on run VMMPMO07,
please refer to the runbook, BR 252-573-507.
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3. CSAS Communication Module Numbered Messages

This section details the TCM numbered messages.

TCMOO1E PATHID NOT PRESENT, BUT IS A REQUIRED FIELD

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The PATHID field is not present in the input message header.
(Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The PATHID field can be added to the message
header, and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the system or
CSAS System application that originated the message should be
notified so that the PATHID field is correctly populated for all future
messages originated by this system or application.

TCMOO02E PATHID INVALID FOR REMOTE SEC IN SEC DB, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The PATHID field in the input message header was not found in the
Network (SEC) Database (VMMPSCDD) for the Remote SEC
(TSYS) in the message header. "yyyyyyyy" will be replaced by the
value of the Remote SEC and the value of the PATHID fields when
the error message is generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The PATHID and/or the Remote SEC can be
changed in the message header and the message resent using the
Message Administration Screen (/FOR MMPMSG). It should be
verified, however that the correct Remote SEC and/or PATHID
values are being supplied by the originating system or CSAS System
application and that the appropriate SEC and path information is built
into the SEC Database.

TCMOO4E ACTIVITY NUMBER (ACNO) NOT PRESENT, BUT IS A REQUIRED

FIELD
FORMAT:

N/A

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
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DESCRIPTION:

USER ACTION:

The ACNO field is not present in the input message header. (Module
is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD) with a default ACNO of 'ACTIVITY NUMBER
DEFAULT'. The ACNO field cannot be added to the message header
using the Message Administrations screen (/FOR MMPMSG). The
support group for the system or CSAS System application which
originated the message should be notified so that the ACNO field is
correctly populated for all future messages originated by this system
or application.

TCMOO5E SOURCE SEC (TSYS) NOT PRESENT, BUT IS A REQUIRED FIELD

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TSYS field is not present in the input message header. (Module
is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). This TSYS field in the message header cannot be
changed directly. However, using the Message Administration
screen (/FOR MMPMSG), this message can be copied to a new
message with the appropriate Source SEC as the new TSYS. The old
message can then be deleted and the new message resent to the
receiving system. The support group for the system or CSAS
application which originated the message should be notified that the
TSYS field is correctly populated for all future messages originated
by this system or application.

TCMOO6E SOURCE SEC (TSYS) NOT FOUND IN SEC DATABASE, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TSYS field in the input message header was not found in the
Network (SEC) Database (VMMPSCDD). "yyyyyyyy" will be
replaced by the value of the TSYS field when the error message is
generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The TSYS field in the message header cannot be
changed. If the TSYS is correct, then add the TSYS and the
appropriate path information to the SEC database using the Network
Administration screen (/FOR MMPNET) and resend the message
using the Message Administration screen (/FOR MMPMSG).

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
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Otherwise, copy the message to a new message with the appropriate
Source SEC as the new TSYS, delete the old message and resend the
new one using the Message Administration screen. In addition, the
support group for the system or CSAS application which originated
the message should be notified so that the TSYS field is correctly
populated for all future messages.

TCMOO7E TARGET SEC (RSYS) NOT PRESENT, BUT IS A REQUIRED FIELD

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The RSYS field is not present in the input message header. (Module
is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RSYS field can be added to the message
header, and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the system which
originated the message should be notified so that the RSYS field is
correctly populated for all future messages originated by this system.

TCMOO8E INPUT TIMESTAMP-RELATED FIELDS HAVE INCONSISTENT

FORMATS
FORMAT:
DESCRIPTION:

N/A

The input Timestamp (TMST), Resend Timestamp (RTMST) and/or
Defer Time (DFTM) fields have inconsistent formats. Those fields,

if present, must all have either the long format or the short format.
The long format for the TMST and RTMST fields is
CCYYDDDHHMMSSTHSssss and the short format is
YYDDDHHMMSSTH. The long format for the DFTM field is
CCYYDDDHHMM and the short format is YYDDDHHMM. These
formats must be in numeric characters where CC is the Century of the
Year (19-20), YY is the Year (00-99), DDD is the Julian Day (001-
366), HH is the Hour (00-23), MM is the Minute (00-59), SS is the
Second (00-59), TH is the Tenth to the Hundredth of a second (00-
99), and ssss is the Thousandth to the Millionth of a second (0000-
9999). Due to the input format inconsistency, the setting in the TCM
Y2000 EXTSYS TTS table will be used. That is, if the external
sending or receiving system's system entity code is found in the table,
then the long format is assumed. Otherwise, the short format is
assumed (Module is VMMPFH).

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
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USER ACTION: ltis necessary to determine the appropriate format (long or short) that
the external system accepts. A TMST field with the incorrect format
cannot be changed. Therefore, the originating system will need to
resend the message with the correct format. However, invalid DFTM
and/or RTMST can be corrected and the message resent using the
Message Administration screen (/FOR MMPMSG). (NOTE: the
input header information originated from the sending system can be
reviewed using the 'DISPLAY' command on the Message
Administration screen.) The TCM Y2000 EXTSYS TTS table should
be updated if necessary to reflect the correct format. In addition, the
support group for the system or CSAS application that originated the
message should be notified about the incorrect fields so that they will
be correctly populated for all future messages.

TCMOO9E TARGET SEC (RSYS) INVALID FIELD FOR CSAS SOURCE
APPLICATION, yyyyyyyy

FORMAT: N/A

DESCRIPTION: The RSYS field should not be present in an input message header
from a CSAS System source. The fields RSYS1 through RSYS10
should be used to specify Target SEC(s) for messages originated from
CSAS System applications. "yyyyyyyy" will be replaced by the
value of the RSYS field when the error message is generated.
(Module is VMMPFH)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RSYS field must be deleted from the message
header and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the CSAS System
application that originated the message should be notified so that the
RSYS field is not present in all future messages originated by this
application.

TCMO10E SOURCE SEC (TSYS)/TARGET SEC (RSYS) INCONSISTENCY, ONE
MUST BE "MYSEC"

FORMAT: N/A

DESCRIPTION: Either the TSYS field or the RSYS field should contain the value of
"MYSEC" and neither one did. This message is issued only if the
Scenario Type field was invalid. In this case it can not be determined
which of the two SEC fields, TSYS or RSYS, must be "MYSEC" and
which must be the Remote SEC. (Module is VMMPFH)
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USER ACTION:

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Determine the correct Scenario Type (SCTYPE),
TSYS and RSYS field values. If the RSYS is incorrect, then change

it and resend the message using the Message Administration screen (/
FOR MMPMSG). An incorrect TSYS cannot be changed directly.
However, the message can be copied to a new message with the
appropriate Source SEC as the new TSYS. The old message can then
be deleted and the new message resent using the Message
Administration screen. The support group for the system or CSAS
System application that originated the message should be notified so
that the TSYS or RSYS field as appropriate is correctly populated
with the value of "MYSEC" for all future messages originated by this
system or application.

TCMO11E RESEND TIME STAMP (RTMST) FIELD VALUE IS INVALID,

Yyyyyyyy
FORMAT:

DESCRIPTION:

USER ACTION:

N/A

The RTMST field in the input message header is invalid. "yyyyyyyy"
will be replaced by the value of the RTMST field when the error
message is generated. The valid value must have either the long
format (CCYYDDDHHMMSSTHSssss) or the short format
(YYDDDHHMMSSTH), where CC is the Century of the Year (19-
20), YY is the Year (00-99), DDD is the Julian Day (001-366), HH is
the Hour (00-23), MM is the Minute (00-59), SS is the Second (00-
59), TH is the Tenth to the Hundredth of a second (00-99), and ssss is
the Thousandth to the Millionth of a second (0000-9999). (Module is
VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RTMST field can be changed in the message
header and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the CSAS System
application that originated the message should be notified to ensure
that the RTMST field is correct for all future messages originated by
the application.

TCMO12E RESEND FLAG (RSFLG) FIELD VALUE IS INVALID, y

FORMAT:

N/A

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
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DESCRIPTION:

USER ACTION:

The RSFLG field in the input message header is invalid. "y" will be
replaced by the value of the RSFLG field when the error message is
generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RSFLG field can be changed to either Y or N

in the message header and the message resent using the Message
Administration screen (/FOR MMPMSG). The support group for the
system or CSAS System application that originated the message
should be notified so that the RSFLG is correctly populated for all
future messages originated by this system or application.

TCMO13E HOLD FLAG (HLDFLG) FIELD VALUE IS INVALID, y

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The HLDFLG field in the input message header is invalid. "y" will
be replaced by the value of the HLDFLG field when the error
message is generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The HLDFLG field can be changed to either Y or N

in the message header and the message resent using the Message
Administration screen (/FOR MMPMSG). The support group for the
system or CSAS System application that originated the message
should be notified so that the HLDFLG is correctly populated for all
future messages originated by this system or application.

TCMO14E DEFER TIME STAMP (DFTM) FIELD VALUE IS INVALID, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The DFTM field in the input message header is invalid. "yyyyyyyy"
will be replaced by the value of the DFTM field when the error
message is generated. The valid value must have either the long
format (CCYYDDDHHMM) or the short format (YYDDDHHMM),
where CC is the Century of the Year (19-20), YY is the Year (00-99),
DDD is the Julian Day (001-366), HH is the Hour (00-23), MM is the
Minute (00-59). (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The DFTM field can be changed in the message
header and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the system or
CSAS System application that originated the message should be
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notified to ensure that the DFTM field is correct for all future
messages originated by this application.

TCMO15E TIME STAMP (TMST) FIELD VALUE IS INVALID, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TMST field in the input message header is invalid. "yyyyyyyy"
will be replaced by the value of the TMST field when the error
message is generated. The valid value must have either the long
format (CCYYDDDHHMMSSTHSssss) or the short format
(YYDDDHHMMSSTH), where CC is the Century of the Year (19-
20), YY is the Year (00-99), DDD is the Julian Day (001-366), HH is
the Hour (00-23), MM is the Minute (00-59), SS is the Second (00-
59), TH is the Tenth to the Hundredth of a second (00-99), and ssss is
the Thousandth to the Millionth of a second (0000-9999). (Module is
VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD) with a TCM-generated timestamp. The original

input TMST cannot be corrected and is replaced by this timestamp.
The message can be resent using the Message Administration screen
(/FOR MMPMSG). The support group for the system or CSAS
application that originated the message should be notified to ensure
that the TMST field is correct for all future messages originated by
this system or application.

TCMO16E TIME STAMP (TMST) NOT PRESENT, BUT IS A REQUIRED FIELD

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TMST field is not present in the input message header and the
Scenario Type field (SCTYPE) value is "R" (TCM-to-
TCM(Receiving)). A valid TMST value must have either the long
format (CCYYDDDHHMMSSTHSssss) or the short format
(YYDDDHHMMSSTH), where CC is the Century of the Year (19-
20), YY is the Year (00-99), DDD is the Julian Day (001-366), HH is
the Hour (00-23), MM is the Minute (00-59), SS is the Second (00-
59), TH is the Tenth to the Hundredth of a second (00-99), and ssss is
the Thousandth to the Millionth of a second (0000-9999). (Module is
VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD) with a TCM-generated timestamp. The message can

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
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be resent using the Message Administration screen (/FOR
MMPMSG). The support group for the TCM system which
originated the message should be notified to ensure that the TMST
field is populated for all future "Return To Sender" messages
originated by this TCM system.

TCMO17E TIME STAMP (TMST) FIELD SHOULD NOT BE PRESENT, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TMST field should not be present in the input message header
unless the message is a Resend (RSFLG value is "Y"). "yyyyyyyy"
will be replaced by the value of the TMST field when the error
message is generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The TMST field can be deleted from the message
header and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the system or
CSAS System application that originated the message should be
notified to ensure that the TMST field is used appropriately for all
future message originated by this system or application.

TCMO18E SCENARIO TYPE (SCTYPE) FIELD VALUE IS INVALID, y

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The SCTYPE field in the input message header is invalid. "y" will be
replaced by the value of the SCTYPE field when the error message is
generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The SCTYPE field can be changed to either "S",
"R", "A", "Z", "N", "D" or "I" as appropriate in the message header
and the message resent using the Message Administration screen (/
FOR MMPMSG). The support group or CSAS System application
that originated the message should be notified so that the SCTYPE
field is correctly populated for all future messages originated by this
system or application.

TCMO19E TARGET SEC (RSYS) IS NOT MY LOCAL SEC ("MYSEC"), yyyyyyyy

FORMAT:

N/A

3-8
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DESCRIPTION:

USER ACTION:

The RSYS field in the input message header for a message with a
Scenario Type (SCTYPE) of either "R", "Z" or "D" is not equal to the
value of "MYSEC". "yyyyyyyy" will be replaced by the value of the
RSYS field when the error message is generated. (Module is
VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RSYS field can be changed in the message
header and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the system which
originated the message should be notified so that the RSYS field is
correctly populated for all future messages originated by this system.

TCMO020E SOURCE SEC (TSYS) IS NOT MY LOCAL SEC ("MYSEC"), yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TSYS field in the input message header for a message with a
Scenario Type (SCTYPE) of either "S", "A" or "N" is not equal to the
value of "MYSEC". "yyyyyyyy" will be replaced by the value of the
TSYS field when the error message is generated. (Module is
VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The TSYS field in the message header cannot be
changed directly. However, the message can be copied to a new
message with the appropriate Source SEC as the new TSYS. The old
message can then be deleted and the new message resent using the
Message Administration screen (/FOR MMPMSG). The support
group for the CSAS application that originated the message should be
notified so that the TSYS field is correctly populated for all future
messages originated by this application.

TCMO021E SOURCE SEC (TSYS) FIELD VALUE IS "MYSEC" FOR NON-TCM
SOURCE, yyyyyyyy

FORMAT:
DESCRIPTION:

N/A

The TSYS field in the input message header for a message with a
Scenario Type (SCTYPE) of "Z" (External Non-TCM System
Source) is equal to the value of "MYSEC". "yyyyyyyy" will be
replaced by the value of the TSYS field when the error message is
generated. (Module is VMMPFH)
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USER ACTION:

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The TSYS field in the message header cannot be
changed directly. However, the message can be copied to a new
message with the appropriate Source SEC as the new TSYS. The old
message can then be deleted and the new message resent using the
Message Administration screen (/FOR MMPMSG). The support
group for the External Non-TCM System which originated the
message should be notified that the TSYS field is correctly populated
all future messages originate by this system.

TCMO022E SEC (TCM/NON-TCM) INDICATOR DOES NOT AGREE WITH
SCENARIO TYPE, y

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The SEC (TCM/Non-TCM) indicator in the Network (SEC) Data
Base (VMMPSCDD) is not consistent with the value of the Scenario
Type (SCTYPE) field specified in the input message header. "y" will
be replaced by the value of the SCTYPE field when the error message
is generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The SCTYPE field can be changed in the message
header and the message resent using the Message Administration
screen (/[FOR MMPMSG). The support group for the system or
CSAS System application that originated the message should be
notified so that the SCTYPE field is correctly populated for all future
messages originated by this system or application.

TCMO023E SOURCE SEC (TSYS) FIELD VALUE IS "MYSEC" FOR TCM-TCM
RECEIVE, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TSYS field in the input message header for a message with a
Scenario Type (SCTYPE) of "R" or "D" (External TCM System
Source) is equal to the value of "MYSEC". "yyyyyyyy" will be
replaced by the value of the TSYS field when the error message is
generated. (Module is VMMPFH).

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The TSYS field in the message header cannot be
changed directly. However, the message can be copied to a new
message with the appropriate Source SEC as the new TSYS. The old
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message can then be deleted and the new message sent using the
Message Administration screen (/FOR MMPMSG). The support
group for the External TCM System which originated the message
should be notified so that the TSYS field is correctly populated for all
future messages originated by this system.

TCMO024E TIMESTAMP FORMAT INCONSISTENT WITH TCM Y2000 EXTSYS
TTS TABLE SETTING

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The Timestamp (TMST) field value has a millionth-second precision
(i.e., the thousandth to the millionth second digits are non-zeros).
This correlates to the long format of CCYYDDDHHMMSSTHSSSS,
where CC is the Century of the Year (19-20), YY is the Year (00-99),
DDD is the Julian Day (001-366), HH is the Hour (00-23), MM is the
Minute (00-59), SS is the Second (00-59), TH is the Tenth to the
Hundredth of a second (00-99), and ssss is the Thousandth to the
Millionth of a second (0000-9999). However, the external sending
and receiving system's entity code is not found in the TCM Y2000
EXTSYS TTS table, which indicates that the short format
(YYDDDHHMMSSTH) should be used in an outgoing message or
acknowledgment to this system. (Module is VMMPFH)

Itis necessary to determine the appropriate format (long or short) that
the external system accepts. If the TCM Y2000 EXTSYS TTS table
setting is incorrect, then the external system's system entity code
needs to be added to the TTS table. The message can be resent using
the Message Administration screen (/FOR MMPMSG). If the TTS
table setting is appropriate, then notify the customer service center
(CSQ).

TCMO025E RESEND TIME STAMP (RTMST) FIELD SHOULD NOT BE
PRESENT, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The RTMST field should not be present in the input message header.
"yyyyyyyy" will be replaced by the value of the RTMST field when
the error message is generated. (Module is VMMPFH)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RTMST field should be deleted from the
message header and the message resent using the Message
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Administration screen (/FOR MMPMSG). The support group for the
system or CSAS application that originated the message should be
notified to ensure that the RTMST is used appropriately for all future
messages originated by this system or application.

TCMO26E THE TRANSACTION LOG (TLOG) DATABASE KEY WAS NOT
PASSED IN THE PPD

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The key to the TLOG Database (VMMPTLDD) was not passed in the
PPD via the field FETKEY. This message results from a
programming error. This field should contain the Source SEC
(TSYS) and Time Stamp of the record in the TLOG Data Base for
which exception notice processing is being done. (Module is
VMMPFE)

Please notify the CSCs.

TCMO027E THE COUNT OF THE NUMBER OF ERRORS WAS NOT PASSED IN

THE PPD
FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The count of the number of errors was not passed in the PPD via the
field FEERCT. This message results from a programming error. This
field should contain the number of errors associated with a message
in the Transaction Log (TLOG) Database (VMMPTLDD) for which
exception notice processing is being done. (Module is VMMPFE)

Please notify the CSCs.

TCMO28E AN INVALID LOGICAL TERMINAL (LTERM) WAS DETECTED,

YYyyyyyy
FORMAT:

DESCRIPTION:

N/A

The LTERM on which an exception notice was to be printed was
found to be invalid. "yyyyyyyy" will be replaced by the value of the
invalid LTERM when the error message is generated. If the primary
LTERM or error LTERM (ELTERM) is invalid, an attempt will be
made to print the exception notice on the TCM System
Administrator's (TSA) LTERM. If a secondary LTERM was
specified and it is also invalid, an attempt will again be made to print

3-12

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
See confidentiality restrictions on title page.



BR 252-573-260

Issue 22, December 1996

CONFIDENTIAL — RESTRICTED ACCESS

TCM Online Message Directory
CSAS Communication Module Numbered Messages
CSAS Release 8.5

USER ACTION:

the exception notice on the TSA LTERM. Finally, if neither a
primary (or ELTERM) nor secondary LTERM was specified, and the
TSA LTERM is used for printing of the exception notice, an invalid
TSA LTERM will result in the call to S1 Security for the default
printer assigned to the user ID. If the S1 printer is invalid to IMS, then
the exception notice will not be printed. (Module is VMMPFE)

Use the exception notice to determine the interface path of the
message being processed when the error occurred. Use the Network
Administration screen (/FOR MMPNET) to display the LTERMS for
the given interface path. If any of these are identified in the exception
notice, then correct the invalid entry. Should the TSA LTERM be the
LTERM that is invalid, then go to the TTS screen (/FOR VMTDSO)
and find the TCM User Control Table. Correct the invalid TSA
LTERM entry. Finally, if the ELTERM was invalid, then the
ELTERM field can be corrected in the message header and the
message resent using the Message Administration screen (/FOR
MMPMSG). In this case, the support group for the system which
originated the message should be notified so that the ELTERM field
is correctly populated for all future message originated by this
system.

TCMO29E THE INPUT/OUTPUT MESSAGE (TPAM) KEY WAS NOT PASSED IN

THE PPD
FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The key to the TCM Parser and Mapper (TPAM) segment was not
passed in the PPD via the field FETPKEY. This message results from
a programming error. This field should contain the address of the
TPAM message sequence number and IMS transaction code key
associated with a message in the Transaction Log (TLOG) Database
(VMMPTLDD) for which exception notice processing is being done.
(Module is VMMPFE)

Notify the CSC.

TCMO30E RESEND FAILED, RESENT MESSAGE CANNOT BE DELIVERED

FORMAT:
DESCRIPTION:

N/A

The class 2 message to be resent has been successfully found, but an
error has occurred in the attempt to route it to the receiving
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USER ACTION:

application. The message is kept on TLOG and an exception naotice is
produced for it. (Module is VMMPFE)

Examine the target destination (SEC and PATH) to determine if the
destination is valid. If it is not, delete the message from TLOG. If the
destination appears valid, notify the CSC.

TCMO31E RESEND FAILED, MESSAGE TO BE RESENT IS CORRUPTED

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The class 2 message to be resent cannot be correctly gotten from
TLOG. A message can become corrupt in this fashion because of a
programming error, because of incompatible levels of software, or
because of incorrect changes made to the message by use of the data
base modifier. (Module is VMMPFE)

If the data base modifier has been used, delete the message from
TLOG. In all other cases, notify the CSC.

TCMO032] SOURCE SEC (TSYS) OF ACKNOWLEDGED MESSAGE NOT
FOUND IN SEC DATABASE

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

A SEC record was not found in the Network (SEC) Database
(VMMPSCDD) while attempting to generate an optional FCIF
acknowledgement message to transmit back to the system which
transmitted the original application message. It is possible that the
SEC record was deleted since the message was logged. In this case,
the exception notice will be printed on the TSA LTERM. (Module is
VMMPFE)

Use the Network Administration screen (/FOR MMPNET) to verify
that the required SEC and path record is present and add them if
necessary.

TCMOS33E NO INPUT MESSAGE SEGMENTS WERE FOUND IN THE TLOG

DATABASE
FORMAT:
DESCRIPTION:

N/A

There were no data message segments in the Transaction Log
(TLOG) Database (VMMPTLDD) for the TCM Parser and Mapper
(TPAM) input message. Only the message header (ROOT
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USER ACTION:

SEGMENT) is present. This error may be the result of either an
application program error or TCM program error. (Module is
VMMPFE)

Please notify the CSCs.

TCMO034I PATHID OR SCTYPE OF ACKNOWLEDGED MESSAGE NOT
FOUND IN SEC DATABASE

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

A path record specified by PATHID and Scenario Type (SCTYPE)
was not found in the Network (SEC) Database (VMMPSCDD) while
attempting to generate an optional FCIF acknowledgement message
to transmit back to the system which transmitted the original
application message. It is possible that the path record was deleted
since the message was logged. In this case, the exception notice will
be printed on the TSA LTERM. (Module is VMMPFE)

Use the Network Administration screen (/FOR MMPNET) to verify
that the required path record is present and add it if necessary.

TCMO0351 ERRORS ALREADY EXIST FOR THIS MESSAGE THAT HAS JUST
BEEN ACKNOWLEDGED

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

Errors already exist for a message on the Transaction Log (TLOG)
Database (VMMPTLDD). These new errors will not be logged,
however, an exception notice will still be printed. This error could
occur if a message that was already previously acknowledged, was
acknowledged for a second time. (Module is VMMPFE)

Determine if the errors on the exception notice match those that are
already logged again the message in the TLOG Database. If this is
true, then the support group for the system or CSAS System
application that originated the acknowledgement message should be
notified to ensure that a double acknowledgement message is not sent
in the future by this system or application.

TCMO036l ERROR OCCURRED IN THE ATTEMPT TO MAP OUT THE
OPTIONAL ACKNOWLEDGEMENT

FORMAT:

N/A
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DESCRIPTION: A TPAM error occurred when trying to map out the EPATHID or
PPATHID TCM optional acknowledgement message. ltis likely that
the wrong message format descriptor (MFD) name has been entered
for one of the acknowledgement paths ("A", "I" or "S") in the output
MFD field on the network administration screen (/FOR MMPNET).
The default MFD, which is normally used, is VMMP#MK. (Module
is VMMPFE.)

USER ACTION: Enter the correct MFD name for the path containing the error. If the
MFD name specified is correct, then this is the result of a
programming error. Please contact the CSCs.

TCMO0411 HELP (PF11/23) COMPLETED

FORMAT: MMPERR, MMPME, MMPMS, MMPMSG, MMPNET, MMPSTS,
MMPTST

DESCRIPTION: Use of HELP (PF11/23) has completed successfully.
USER ACTION: Information only

TCMO042D FUNCTION FAILED, ERROR IN VMMPAADP DATABASE
FORMAT: MMPERR, MMPNET

DESCRIPTION: An IMS Database call to the Administrative Applications (ADMIN)
Database (VMMPAADP) has failed due to an error. The Database
Inconsistency (DBI) Report will be printed on the TSA LTERM as
populated in the TCM User Control TTS Table. (Module is
VMMPFDA)

USER ACTION: Please notify the CSCs.

TCMO43E DATA PARSER ERROR, 1 OR MORE AGGREGATES NOT CLOSED,
MISSING >

FORMAT: N/A
DESCRIPTION: An FCIF data message was missing at least one close aggregate
delimiter (>).

USER ACTION: This message will be logged to the Transaction Log (TLOG)
Database (VMMPTLDD). Insert the aggregate close (>) delimiter(s)
and resend the message using the Message Administration Screen (/
FOR MMPMSG). The support group for the system which originated
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the message should be notified to ensure that the close aggregate

delimiter is passed in the data message for all future messages
originated by the system.

NOTE — Using the change command to insert an
aggregate close (>) can only be done for the main body of
a message. The CHANGE command cannot be used to
modify the *ROUTCTL or the application header
sections of a message.

TCMO46E THERE WERE NO INPUT DATA MESSAGE SEGMENTS RECEIVED
FROM APPLICATION

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

There were no data message segments on the IMS Message Queue.
Only one IMS Message Queue segment which contained the TCM
FCIF Control Header (*ROUTCTL) was found on the IMS Message
Queue. (Module is VMMPFEMI)

This message will be logged to the Transaction Log (TLOG)
Database (VMMPTLDD). It will only contain a root segment with
the TCM Header fields that were received. Examine the TCM Header
fields that were found in the first and only message segment found for
this message using the Message Administration screen (/FOR
MMPMSG). The support group for the system or CSAS System
application that originated the message should be notified to ensure
that data message segments are passed in all future messages
originated by this system or application.

TCMO47E THE INPUT BUFFER AREA IS NOT LARGE ENOUGH FOR THE

INPUT MESSAGE.

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The size of the input message retrieved from the IMS message queue
is too large to fit in the TCM Input Buffer (MIB). (Module is
VMMPFMI)

This message will be logged to the Transaction Log (TLOG) database
(VMMPTLDD). Access the TCM User Control Table and increase
the size of the I/O BUF field, then resend the message.
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TCMO048E THE REQUIRED APPLICATION HEADER COULD NOT BE FOUND
IN THE TLOG DATABASE

FORMAT: N/A

DESCRIPTION: The application header segment could not be found in the Transaction
Log (TLOG) Database (VMMPTLDD). If this error is the result of
resending a message with a TCM error such as TCMOO6E, then the
header may never have been logged. (Module is VMMPFMI)

USER ACTION: The message cannot be corrected and must be deleted. The user
should verify that the application header is being sent, that the correct
TSYS value is being given by the sending application and that the
correct SEC information has been built into the SEC database.

TCMO49E IMS SEGMENT EXCEEDS LIMIT OF 8,000 BYTES (DECIMAL)
FORMAT: N/A

DESCRIPTION: The IMS segment exceeded the allowable size of 8,000 bytes
(decimal). The size of the IMS segment has been reduced to the TCM
limit so that the unprocessable message can be logged into the
Transaction Log (TLOG) database (VMMPTLDD). (Module is
VMMPFMI)

USER ACTION: The message cannot be corrected and must be deleted. The TCM
Administrator should review this faulty TLOG message in order to
identify the sending application. The sending application needs to be
corrected to prevent IMS Message segments greater than 8,000 bytes
being sentto TCM. If the sending application is a Bellcore supported
system, contact the CSAS System Client Support (CSCs).

TCMOS1E INVALID IMS TRANSACTION CODE OR LINK NAME SPECIFIED,
YYYyyyyy

FORMAT: N/A

DESCRIPTION: The IMS Transaction Code or IMS MSC MSNAME or IMS ISC
LTERM name that was used in a change call was not valid.
"yyyyyyyy" will be replaced by the Transaction Code, MSNAME or
LTERM name when the error message is generated. (Module is
VMMPFL)

USER ACTION: Correct the LINK NAME or IMS TRAN Code in the Network (SEC)
Database (VMMPSCDD) path specified by the TCM message header
using the Network Administration screen (/FOR MMPNET). The
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Remote SEC (TSYS or RSYS depending on the message direction),
PATHID, and Scenario Type fields define the path containing the
erroneous Transaction Code or Link Name.

TCMO052E THERE WERE NO OUTPUT DATA MESSAGE SEGMENTS
CONTAINED IN TLOG

FORMAT: N/A

DESCRIPTION: There were no output data message segments contained in the
Transaction Log (TLOG) Database (VMMPTLDD) for this output
message. (Module is VMMPFL)

USER ACTION: Examine the input message that exists in the TLOG Database to
determine if input data message segments exists. If they do, then this
message is probably due to a programming error. Please notify the
CSCs.

TCMO53E THERE WERE NO FCIF SKIP SECTION MESSAGE SEGMENTS
CONTAINED IN TLOG

FORMAT: N/A

DESCRIPTION:  There were no FCIF skip section message segments contained in the
Transaction Log (TLOG) Database (VMMPTLDD) for this message.
(Module is VMMPFL)

USER ACTION: Examine the input message that exists in the TLOG Database to
determine if the FCIF skip section message exists. If it does, then this
message is probably due to a programming error, so please contact the
CSCs.

TCMO61E MESSAGE CLASS FROM SEC DATABASE IS INVALID, y
FORMAT: N/A

DESCRIPTION: The Message Class Field in the Network (SEC) Database
(VMMPSCDD) for a given path record is invalid. "y" will be
replaced by the value of the invalid message class when the error
message is generated. (Module is VMMPACC)

USER ACTION: The Message Class field for the path record in the SEC Database must
be corrected using the Network Administration screen (/FOR
MMPNET). The path record is defined by the TCM Message Header
fields specifying the Remote SEC (TSYS or RSYS, depending on the
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direction of message transmission), PATHID, and Scenario Type
(SCTYPE).

TCMO063I MESSAGE WAS RETURNED FROM RECEIVING TCM SYSTEM,

YYyyyyyy
FORMAT:

DESCRIPTION:

USER ACTION:

N/A

A Return-To-Sender message has been received from a Remote TCM
System. The Local SEC (MYSEC) was the original sender of the
message. "yyyyyyyy" will be replaced by the System Entity Code
(SEC) of the Remote TCM System when the message is generated.
(Module is VMMPACC)

Correct any errors in the message using the Message Administration
screen (/FOR MMPMSG) and resend it to the Remote TCM System.

TCMO64E TPAM ENCOUNTERED AN ERROR PROCESSING AN
APPLICATION HEADER

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An optional application header message segment could not be parsed
by the TCM Parser and Mapper (TPAM). (Module is VMMPACC)

The application header cannot be corrected using the Message
Administration screen (/FOR MMPMSG). The message must be
deleted and re-transmitted by the originating system.

TCMO66E PATHID NOT PRESENT, BUT IS A REQUIRED FIELD

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The PATHID field is not present in the input message header. This
error message is issued only for application messages with multiple
Target SECS (RSYS1-RSYS10). (Module is VMMPFHR)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The PATHID field can be added to the message
header, and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the CSAS System
application that originated the message should be notified so that the
PATHID field is correctly populated for all future messages
originated by the application.
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TCMO67E PATHID INVALID FOR TARGET SEC IN SEC DB, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The PATHID field in the input message header was not found in the
Network (SEC) Database (VMMPSCDD) for one of the Target SECS
(RSYS1-RSYS10) in the message header. This error message is
issued only for application messages with multiple Target SECS.
"yyyyyyyy" will be replaced by the value of the Target SEC and the
value of the PATHID fields when the error message is generated.
(Module is VMMPFHR)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The PATHID and/or Target SEC can be changed in
the message header, and the message resent using the Message
Administration screen (/FOR MMPMSG). It should be verified,
however that the correct Target SEC and/or PATHID values are being
supplied by the CSAS System application and that the appropriate
SEC and path information is built into the SEC Database.

TCMO68E FIRST TARGET SEC (RSYS1) NOT PRESENT, BUT IS A REQUIRED

FIELD
FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The RSYSL1 field is not present in the input message header. (Module
is VMMPFHR)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The RSYSL1 field can be added to the message
header, and the message resent using the Message Administration
screen (/FOR MMPMSG). The support group for the CSAS System
application that originated the message should be notified so that the
RSYSL1 field is correctly populated for all future messages originated
by this application.

TCMO69E TARGET SEC (RSYS1-RSYS10) NOT FOUND IN SEC DATABASE,

YYYYyyyy
FORMAT:

DESCRIPTION:

N/A

A Target SEC field (RSYS1-RSYS10) in the input message header
was not found in the Network (SEC) Database (VMMPSCDD). This
error message is issued only for application messages with multiple
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USER ACTION:

Target SECS. "yyyyyyyy" will be replaced by the value of the Target
SEC when the error message is generated. (Module is VMMPFHR)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The Target SEC field can be changed in the
message header, and the message resent using the Message
Administration screen (/FOR MMPMSG). It should be verified,
however that the correct Target SEC value is being supplied by the
CSAS System application and that the appropriate SEC and path
information is built into the SEC Database.

TCMO70E TARGET SEC (RSYS1-RSYS10) FIELD IS "MYSEC" FOR TCM
SOURCE, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

A Target SEC field (RSYS1-RSYS10) in the input message header
for a message with a Scenario Type (SCTYPE) of "A", "S" or "N"
(TCM Source) is equal to the value of "MYSEC". This message is
issued only for application messages with multiple Target SECS.
"yyyyyyyy" will be replaced by the value of the Target SEC field
when the error message is generated. (Module is VMMPFHR)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). The Target SEC field can be changed in the
message header, and the message resent using the Message
Administration screen (/FOR MMPMSG). It should be verified,
however, that the correct Target SEC value is being supplied by the
CSAS System application and that the appropriate SEC and path
information is built into the SEC Database.

TCMO75E TLOG HEADER FOR ACKNOWLEDGED MESSAGE WAS NOT

FOUND
FORMAT:
DESCRIPTION:

N/A

A message for which an acknowledgment was just received could not
be found in the Transaction Log (TLOG) Database (VMMPTLDD).
Either the message had been manually deleted using the Message
Administration screen (/FOR MMPMSG) before the
acknowledgement was received, or else the TLOG Key (TLGKY)
specified in the acknowledgement message is incorrect. (Module is
VMMPCP2)
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USER ACTION: If the message was manually deleted and a positive acknowledgment
was received, then no action is required since the message in TLOG
would have been deleted anyway. If the acknowledgement specified
application errors and the message can not be found, then the message
will have to be re-transmitted by the originating system. If the TLOG
Key is incorrect in the acknowledgement, but the message can be
identified independently, it may be deleted (for a positive
acknowledgement or warning) manually using the Message
Administration screen (/FOR MMPMSG). Otherwise, please contact
the CSCs because the acknowledging CSAS System application or
system may be supplying the wrong value for the TLOG Key.

TCMO76E ACK TYPE CODE SPECIFIED IN ACKNOWLEDGEMENT
MESSAGE IS INVALID, yyy

FORMAT: N/A

DESCRIPTION: The acknowledgement type code received in an acknowledgement
message is invalid. "yyy" will be replaced by the value of the invalid
ACK Type when the error message is generated. (Module is
VMMPCP2)

USER ACTION: Thisis a CSAS System application programming error. If the
message being acknowledged can be identified, it may be corrected
or deleted using the Message Administration screen (/FOR
MMPMSG) depending on whether the acknowledgement is positive
or if it specifies application errors. Please notify the CSCs.

TCMO77E REQUIRED NOTICE AGGREGATES IN ACKNOWLEDGEMENT
MESSAGE NOT FOUND

FORMAT: N/A

DESCRIPTION: A negative acknowledgement or warning was received from a CSAS
System application or an external system, but no notice aggregates
were found in the acknowledgement message. (Module is
VMMPCP2)

USER ACTION: This is a CSAS System application programming error. If the
message being acknowledged can be identified, it may be corrected
or deleted using the Message Administration screen (/FOR
MMPMSG) depending on whether the acknowledgement is negative
oritis a warning. Please notify the CSCs.
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TCMO78E ACKNOWLEDGEMENT MESSAGE HAS FEWER NOTICE
AGGREGATES THAN EXPECTED

FORMAT: N/A

DESCRIPTION: A negative acknowledgment or warning was received from a CSAS
System application or external system, which contained fewer notice
aggregates than was expected in the acknowledgement message.
(Module is VMMPCP2)

USER ACTION: This is a CSAS System application programming error. If the
message being acknowledged can be identified, it may be corrected
or deleted using the Message Administration screen (/FOR
MMPMSG) depending on whether the acknowledgement is negative
oritis awarning. The value of the error count field (ERRCNT) in the
acknowledgement message was probably incorrect. Please notify the
CSCs.

TCMO79E AN ACK MESSAGE CONTAINED A USER AGGR WHOSE PARENT
WAS NOT NOTICE

FORMAT: N/A

DESCRIPTION: A negative acknowledgment or a warning was received from a CSAS
System application or external system, where a user aggregate was
not contained within a notice aggr. If an optional user aggr is present,
it must be contained within the notice aggregate. (Module is
VMMPCP2)

USER ACTION: This is a CSAS System application programming error. If the
message being acknowledged can be identified, it may be corrected
or deleted using the Message Administration screen (/FOR
MMPMSG). Please notify the CSCs.

TCMO80E THDR AGGREGATE IS MISSING OR NOT THE LAST AGGREGATE
IN ACK

FORMAT: N/A

DESCRIPTION: The THDR (TCM header) aggregate is expected to be the last
aggregate in the acknowledgment from a remote TCM system.
However, it is either not present or is not the last aggregate in the
ACK section. (Module is VMMPCP2)

USER ACTION: If the sender of the acknowledgment is a remote TCM system, then it
is a CSAS/TCM application programming error. If the message

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
See confidentiality restrictions on title page.

3-24



CONFIDENTIAL — RESTRICTED ACCESS

BR 252-573-260 TCM Online Message Directory
Issue 22, December 1996 CSAS Communication Module Numbered Messages
CSAS Release 8.5

being acknowledged can be identified, it may be corrected or deleted
using the Message Administration screen (/FOR MMPMSG). The
original message can be corrected if the acknowledgment is negative,
and it can be deleted if the acknowledgment is positive or a warning.
The Customer Service Center (CSC) of the CSAS application needs
to be notified of this problem. If the sender of the acknowledgment
is a remote non-TCM system, then the support group of that
application needs to be natified to ensure that the MMTIND field will
not be provided in its future acknowledgments to TCM.

TCMO81E MMTIND FLAG SHOULD NOT BE PRESENT IN
ACKNOWLEDGMENT

FORMAT: N/A

DESCRIPTION: The Remote Indicator, MMTIND, is mainly generated by TCM to
indicate whether the sender of the acknowledgment is the remote
(external) TCM system (with a value of Y) or the local TCM (with a
value of N). A non-TCM system or the local TCM-supported system
should not include this flag in the ACK section of its
acknowledgment to TCM. (Module is VMMPCP2)

USER ACTION: If the message being acknowledged can be identified, it may be
corrected or deleted using the Message Administration screen (/FOR
MMPMSG). The original message can be corrected if the
acknowledgment is negative, and it can be deleted if the
acknowledgment is positive or a warning. If the sender of the
acknowledgment is the CSAS application, then the Customer Service
Center (CSC) needs to be notified of this problem. If the sender of
the acknowledgment is a remote non-TCM system, then the support
group of that application needs to be notified to ensure that the
MMTIND field will not be provided in its future acknowledgments to
TCM.

TCMO86E ROUTCTL INDICATES SKIP SECTION EXPECTED, BUT NO SKIP
SECTION EXISTS

FORMAT: N/A

DESCRIPTION: The ROUTCTL Section of the message indicates that a Skip Section
was to be included with this message, but no Skip Section was
received by TCM. The "SKIP=" keyword in the ROUTCTL Section
indicates the name of the expected Skip Section. (Module is
MMPCP1)
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USER ACTION:

The message cannot be corrected within TCM. It must be resent from
the source application with a Skip Section included, or without the
"SKIP="keyword in the ROUTCTL. Contact the TSC regarding this
problem, since it is likely that this situation was caused by a problem
in the source application software.

TCMO87E ERROR ENCOUNTERED IN RETRIEVING DATA SEGMENTS OF
SPECIFIED MESSAGE

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was encountered during the retrieval of data message
segment(s) of the specified message from either the IMS Message
Queue, the Transaction Log (TLOG) Database or the SENDQ
database. (Module is VMMPCP1)

Examine the specified message to determine whether the data
segments exist in the TLOG database or the SENDQ database. If the
data segments do not exist, then the message needs to be resent from
the source application. Otherwise, this is probably due to a
programming error, so contact the CSCs.

TCMO99E A TPAM DSECT PARSER ERROR HAS OCCURRED, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was detected while parsing an input DSECT message.
"yyyyyyyy" is replaced by a variable length message suffix for
debugging purposes. (Module is VMMPPC)

The message will be logged to the transaction log (TLOG) database
(VMMPTLDD). Verify that the input DSECT format is correct.

Some errors of this type can be corrected and resent using the
Message Administration Screen (/FOR MMPMSG). Parsing errors
associated with *ROUTCTL or an application header cannot be
correct via TCM, however, some errors in the main body of the
message can be corrected.

The input DSECT format makes it difficult to correct the message
using the CHANGE command and, in some cases, it will not be
possible to correct the message using the Message Administration
screen. The support group for the CSAS System application which
originated the message should be notified to ensure that the DSECT
format is correct for all future messages originated by this
application.
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TCM100E A TPAM TRANSLATION ERROR HAS OCCURRED, yyyyyyyy
FORMAT: N/A

DESCRIPTION:  An error was detected while performing translation on an input
message. "yyyyyyyy" is replaced by a variable length message suffix
for debugging purposes. (Module is VMMPPC)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the translation rule is applicable for the
given input message. If not, then modify the translation rule source,
and re-compile it via batch run VMMPMO02. Refer to BR 252-573-
511. The message can be resent using the Message Administration
screen (/FOR MMPMSG).

TCM101E A TPAM FCIF PARSER ERROR HAS OCCURRED, yyyyyyyy
FORMAT: N/A

DESCRIPTION:  An error was detected while parsing an input FCIF message.
"yyyyyyyy" will be replaced by a variable length message suffix for
debugging purposes. (Module is VMMPPC)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the input FCIF message syntax is
correct. Someerrors of this type may be corrected, and the message
resent, by using the Message Administration screen (/FOR
MMPMSG). Parsing errors associated with *ROUTCTL or an
application headarannotbe corrected via TCM, however, most
errors in the main body of the message can be corrected. Syntax
errors may be corrected by use of the CHANGE command. The
support group for the system that originated the message should be
notified to ensure that the FCIF syntax is correct for all future
messages originated by this system.

TCM102E A TPAM MDA PARSER ERROR HAS OCCURRED, yyyyyyyy
FORMAT: N/A

DESCRIPTION:  An error was detected while parsing an input MDA message.
"yyyyyyyy" is replaced by a variable length message suffix for
debugging purposes. (Module is VMMPPC)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the input MDA format is correct. Some
errors of this type can be corrected and resent using the Message
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Administration Screen (/FOR MMPMSG). Parsing errors associated
with *ROUTCTL or an application header cannot be corrected via
TCM, however, most errors in the main body of the message can be
corrected.

The input MDA format makes it difficult to correct the message using
the change command and, in some cases, it will not be possible to
correct the message using the Message Administration screen. The
support group for the CSAS application which originated the message
should be notified to ensure that the MDA format is correct for all
future messages originated by this application.

TCM103E A TPAM FCIF MAPPER ERROR HAS OCCURRED, yyyyyyyy.

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was detected while mapping an output message from either
MDA or DSECT format into the FCIF syntax. "yyyyyyyy" is

replaced by a variable length message suffix for debugging purposes.
(Module is VMMPPC)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the input MDA or DSECT message
format is correct. Some errors of this type can be corrected and resent
using the Message Administration Screen (/FOR MMPMSG).
Parsing errors associated with *ROUTCTL or an application header
cannot be corrected via TCM, however some errors in the main body
of the message can be corrected. The input format (MDA or DSECT)
makes it difficult to correct the message using the CHANGE
command, and in some cases, it will not be possible to correct the
message using the Message Administration screen. The support
group for the CSAS application that originated the message should be
notified to ensure that the MDA or DSECT format is correct for all
future messages originated by this application.

TCM104E A TPAM MDA MAPPER ERROR HAS OCCURRED, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was detected while mapping an output message into the
MDA format. "yyyyyyyy" will be replaced by a variable length
message suffix for debugging purposes. (Module is VMMPPC)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the input FCIF message syntax (scenario
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type "R" and "Z") or the input MDA or DSECT message structure
(scenario type "D") is correct. The message may be corrected and
resent using the Message Administration screen (/FOR MMPMSG).
The CHANGE command can be used to modify the syntax of an FCIF
message. However, if extensive changes are required, using TCM's
Message Administration functions may not be feasible. The support
group for the system which originated the message should be notified
to ensure that the FCIF syntax or the MDA/DSECT message structure
is correct for all future messages originated by this system.

TCM105E TPAM HAM INITIALIZATION FAILED, TPAM BUFFER IS TOO

SMALL
FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was detected while attempting to parse an input message in
either the FCIF or MDA/DSECT format. The parsing function was
aborted due to that fact that the TPAM Work Area (HAM AREA) was
too small, thereby resulting in the failure of the HAM initialization
function. (Module is VMMPPC)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the TPAM Buffer size (TPAM BUF)
specified in the TCM User Control TTS Table is large enough to
process the input message. This value should be increased if
translation is to be applied to the input message. After correcting the
TPAM Buffer size, the message can be resent using the Message
Administration screen (/FOR MMPMSG).

TCM106E PPD PASSED TO TPAM IS INVALID, PROBABLE CAUSE IS
MISSING PARAMETER(S)

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was detected in the PPD that was passed to TPAM. The
most probable cause is that a required parameter in the PPD is
missing. This is a software error. (Module is VMMPPC)

The message will be logged to the transaction log (TLOG) database
(VMMPTLDD). Please contact the CSCs.

TCM107E AN INVALID FUNCTION CODE WAS DETECTED IN THE PPD

FORMAT:

N/A
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DESCRIPTION:

USER ACTION:

An invalid function code was detected in the PPD. This is a software
error. (Module is VMMPPC)

The message will be logged to the transaction log (TLOG) database
(VMMPTLDD). Please notify the CSCs.

TCM108E INVALID MFD NAME SPECIFIED FOR PROCESSING TCM OR
APPLICATION HEADER

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The MFD name specified for processing a TCM or application header
is invalid. This is a software error. (Module is VMMPPC)

The message will be logged to the transaction log (TLOG) database
(VMMPTLDD). Please notify the CSCs.

TCM109E A TPAM DSECT MAPPER ERROR HAS OCCURRED, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An error was detected while mapping an output message into DSECT
format. "yyyyyyyy" will be replaced by a variable length message
suffix for debugging purposes. (Module is VMMPPC)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the input FCIF message syntax (scenario
type "R" and "Z") or the input MDA or DSECT message structure
(scenario "D") is correct. The message may be corrected and resent
using the Message Administration screen (/FOR MMPMSG). The
CHANGE command can be used to modify the syntax of an FCIF
message. However, if extensive changes are required, using TCM's
Message Administration functions may not be feasible. The support
group for the system which originated the message should be notified
to ensure that the FCIF syntax or the MDA/DSECT message structure
is correct for all future messages originated by this system.

TCM110E DATA PARSER ERROR, SECTION NOT CLOSED, (%) MISSING, yy

FORMAT:
DESCRIPTION:

N/A

An FCIF Data message was missing the close section delimiter. "yy"

will be replaced by the delimiter sequence when the error message is
generated. The first Y contains the previous delimiter and the second
Y contains the current delimiter. (Module is VMMPPPF)
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USER ACTION:

This message will be logged to the Transaction Log (TLOG)
Database (VMMPTLDD). Use the Message Administration screen (/
FOR MMPMSG) to insert the section close (%) and resend the
message. The support group for the system which originated the
message should be notified to ensure that the close section delimiter
is passed in the data message for all future messages originated by this
system. The CHANGE command can only be used to insert the
section close ( % ) into the main body of a message, and not into the
*ROUTCTL or application header sections of a message.

TCM111E DATA PARSER ERROR, SECTION START DELIMITER (*)

MISSING, yy
FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An FCIF Data message was missing the open section delimiter. "yy"

will be replaced by the delimiter sequence when the error message is
generated. The first Y contains the previous delimiter and the second
Y contains the current delimiter. (Module is VMMPPPF)

This message will be logged to the Transaction Log (TLOG)
Database (VMMPTLDD). Use the Message Administration screen (/
FOR MMPMSG) to insert the section open (*) and resend the
message. The CHANGE command can only be used to insert the
section open ( *) into the main body of a message, and not into the
*ROUTCTL or application header sections of a message. The
support group for the system that originated the message should be
notified to ensure that the open section delimiter is passed in the data
message for all future messages originated by this system.

TCM112E DATA PARSER ERROR, INVALID DELIMITER SEQUENCE, yy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An FCIF Data message contained an invalid delimiter sequence. "yy"
will be replaced by the delimiter sequence when the error message is

generated. The first "y" contains the previous delimiter, and the

second "y" contains the current delimiter, which is the unexpected
delimiter. (Module is VMMPPPF)

This message will be logged to the Transaction Log (TLOG)

Database (VMMPTLDD). Use the Message Administration screen (/
FOR MMPMSG) to correct the invalid insert delimiter sequence and
resend the message. The CHANGE command can only be used to
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correct the delimiter for the main body of a message, and cannot be
used to modify the *ROUTCTL or application header sections of a
message. The support group for the system which originated the
message should be notified to ensure that a valid delimiter sequence
is passed in the data message for all future messages originated by this
system.

TCM113E DATA PARSER ERROR, DATA LENGTH MAXIMUM EXCEEDED
FOR FIELD, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An FCIF Data message contained a field whose length was greater
than 1500 bytes. "yyyyyyyy" will be replaced by the name of the
field when the error message is generated. (Module is VMMPPPF)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Use the Message Administration screen (/FOR
MMPMSG) to correct the erroneous input field name and resend the
message. It may well be that trimming down a long message is more
trouble than requesting that the sending application re-transmit a
corrected message. The support group for the system that originated
the message should be notified to ensure that the length of the field in
error does not exceed 1500 bytes for all future messages originated by
this system.

TCM114E DATA PARSER ERROR, NO SECTION NAME BETWEEN

DELIMITERS, yy
FORMAT:
DESCRIPTION:

USER ACTION:

N/A

An FCIF Data message is missing a section name between the
delimiters. "yy" will be replaced by the delimiter sequence when the
error message is generated. The firsty contains the previous delimiter
and the second y contains the current delimiter. (Module is
VMMPPPF)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Use the Message Administration screen (/FOR
MMPMSG) to insert the correct section name between the delimiters
and resend the message. The CHANGE command can only be used
to insert the correct section name for the main body of a message, and
not for the *ROUTCTL or application header sections of a message.
The support group for the system that originated the message should
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be notified to ensure that a valid section name is passed in the data
message for all future messages originated by this system.

TCM115E DATA PARSER ERROR, ROUTCTL SECTION FOUND BETWEEN
DELIMITERS, yy

FORMAT: N/A

DESCRIPTION:  An FCIF Data message contained an unexpected ROUTCTL section
name between the delimiters. "yy" will be replaced by the delimiter
seqguence when the error message is generated. The first "y" contains
the previous delimiter and the second "y" contains the current
delimiter. (Module is VMMPPPF)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Use the Message Administration screen (/FOR
MMPMSG) to insert the correct section name between the delimiters
and resend the message. The CHANGE command can only be used
to insert the correct section name into the main body of a message,
and not into the *ROUTCTL or application header sections of a
message. The support group for the system which originated the
message should be notified to ensure that a valid section name is
passed in the data message for all future messages originated by
system.

TCM116E DATA PARSER ERROR, NO AGGREGATE NAME BETWEEN
DELIMITERS, yy

FORMAT: N/A

DESCRIPTION: A FCIF Data message is missing an aggregate name between the
delimiters. "yy" will be replaced by the delimiter sequence when the
error message is generated. The first "y" contains the previous
delimiter and the second "y" contains the current delimiter. (Module
is VMMPPPF)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Use the Message Administration screen (/FOR
MMPMSG) to insert the correct aggregate name between the
delimiters and resend the message. The support group for the system
which originated the message should be notified to ensure that a valid
aggregate name is passed in the data message for all future messages
originated by this system.
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TCM117E DATA PARSER ERROR, TOO MANY DATA FIELDS EXIST IN
AGGREGATE, yyyyyyyy

FORMAT: N/A

DESCRIPTION:  The maximum of 256 data fields for the Sort List Table has been
exceeded for the current aggregate in the FCIF Data message.
"yyyyyyyy" will be replaced by the aggregate name when the error
message is generated. (Module is VMMPPPF)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Use the Message Administration screen (/FOR
MMPMSG) to delete all unnecessary fields in the aggregate and
resend the message. The support group for the system which
originated the message should be notified to determine whether the
aggregate in error should contain more than 256 data fields. If it
should, then the program will have to be modified to increase the size
of the Sort List Table. Please contact the CSCs.

TCM118E DATA PARSER ERROR, DATA DETECTED BEFORE SECTION
START, yyyyyyyy

FORMAT: N/A

DESCRIPTION: An FCIF Data message contained unexpected data before the section
start (*) delimiter. "yyyyyyyy" will be replaced by the unexpected
data when the error message is generated. (Module is VMMPPPF)

USER ACTION: This message will be logged to the Transaction Log (TLOG)
Database (VMMPTLDD). Use the Message Administration screen (/
FOR MMPMSG) to delete the data before the section start (*) and
resend the message. The CHANGE command can only be used to
delete the data before the "section start ( * ) of the main body of a
message, and not the *ROUTCTL or application header sections of a
message. The support group for the system which originated the
message should be notified to ensure that no data is passed before the
open section delimiter in the data message for all future messages
originated by this system.

TCM119E DATA PARSER ERROR, DATA BUFFER OVERFLOW PROCESSING
FIELD, yyyyyyyy

FORMAT: N/A
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DESCRIPTION:

USER ACTION:

The HAM Work Area has run out of space trying to add a new data
field value to the data buffer. This message results from a
programming error. The program must be modified to allocate a
larger area. "yyyyyyyy" will be replaced by the name of the field
when the error message is generated. (Module is VMMPPPF).

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Please notify the CSCs.

TCM120E HEADER PARSER ERROR, SECTION NOT CLOSED, (%) MISSING,

yy
FORMAT:

DESCRIPTION:

USER ACTION:

N/A

The TCM FCIF Control Header (*ROUTCTL) or an FCIF
Application Header was missing the close section delimiter. "yy"
will be replaced by the delimiter sequence when the error message is

generated. The first "y" contains the previous delimiter and the
second "y" contains the current delimiter. (Module is VMMPPPH)

The message will be logged to the Transaction Log (TLOG) Data
Base (VMMPTLDD). Errors of this type cannot be corrected by
using the Message Administration Screen. Depending upon the
ROUTCTL structure, the message may or may not be logged under
an ACNO of "ACTIVITY NUMBER DEFAULT" and a TSYS of
"SSECDFLT" so that it may be viewed in an attempt to identify the
cause of the error. After the identity of the error has been verified, the
message should be deleted by using Format MMPMSG. This error
should only occur in a test environment. The support group for the
system or CSAS application that originated the message should be
notified to ensure that the close section delimiter is passed in the
header for all future messages originated by this system or
application.

TCM121E HEADER PARSER ERROR, SECTION START DELIMITER (*)

MISSING, yy
FORMAT:
DESCRIPTION:

N/A

The TCM FCIF Control Header (FROUTCTL) or an FCIF
Application Header was missing the open section delimiter. "yy" will
be replaced by the delimiter sequence when the error message is
generated. The first "y" contains the previous delimiter and the
second "y" contains the current delimiter. (Module is VMMPPPH)
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USER ACTION:

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Errors of this type cannot be corrected by using the
Message Administration Screen. Depending upon the ROUTCTL
structure, the message may or may not be logged under an ACNO of
"ACTIVITY NUMBER DEFAULT" and a TSYS of "SSECDFLT"

so that it may be viewed in an attempt to identify the cause of the
error. After the identity of the error has been verified, the message
should be deleted by using Format MMPMSG. This error should
only occur in a test environment. The support group for the system
or CSAS System application that originated the message should be
notified to ensure that the open section delimiter is passed in the
header for all future messages originated by this system or
application.

TCM122E HEADER PARSER ERROR, INVALID DELIMITER SEQUENCE, yy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TCM FCIF Control Header (*FROUTCTL) or an FCIF

Application Header contained an invalid delimiter sequence. "yy"
will be replaced by the delimiter sequence when the error message is
generated. The first "y" contains the previous delimiter and the

"y ,n

second "y" contains the current delimiter. (Module is VMMPPPH)

Errors of this type cannot be corrected by using the Message
Administration Screen. Depending upon the ROUTCTL structure,
the message may or may not be logged under an ACNO of
"ACTIVITY NUMBER DEFAULT" and a TSYS of "SSECDFLT"

so that it may be viewed in an attempt to identify the cause of the
error. After the identity of the error has been verified, the message
should be deleted by using Format MMPMSG. This error should
only occur in a test environment. The support group for the system
or CSAS System application that originated the message should be
notified to ensure that a valid delimiter sequence is passed in the
header for all future messages originated by this system or
application.

TCM123E HEADER PARSER ERROR, DATA LENGTH MAXIMUM
EXCEEDED FOR FIELD, yyyyyyyy

FORMAT:
DESCRIPTION:

N/A

The TCM FCIF Control Header (*ROUTCTL) or an FCIF
Application Header contained a field whose value was greater then

3-36

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
See confidentiality restrictions on title page.



BR 252-573-260

Issue 22, December 1996

CONFIDENTIAL — RESTRICTED ACCESS

TCM Online Message Directory
CSAS Communication Module Numbered Messages
CSAS Release 8.5

USER ACTION:

256 bytes. "yyyyyyyy" will be replaced by the name of the field when
the error message is generated. (Module is VMMPPPH)

Errors of this type cannot be corrected by using the Message
Administration Screen. Depending upon the ROUTCTL structure,
the message may or may not be logged under an ACNO of
"ACTIVITY NUMBER DEFAULT" and a TSYS of "SSECDFLT"

so that it may be viewed in an attempt to identify the cause of the
error. After the identity of the error has been verified, the message
should be deleted by using Format MMPMSG. This error should
only occur in a test environment. The support group for the system
or CSAS System application that originated the message should be
notified to ensure that the field length in the header does not exceed
the maximum of 256 bytes for all future messages originated by this
system or application.

TCM124E HEADER PARSER ERROR, BAD SECTION NAME BETWEEN
DELIMITERS, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TCM FCIF Control Header (*ROUTCTL) or an FCIF
Application Header is missing a section name between the delimiters
or the section name was unexpected. "yyyyyyyy" will be replaced by
the invalid section name when the error message is generated.
(Module is VMMPPPH)

Errors of this type cannot be corrected by using the Message
Administration Screen. Depending upon the ROUTCTL structure,
the message may or may not be logged under an ACNO of
"ACTIVITY NUMBER DEFAULT" and a TSYS of "SSECDFLT"

so that it may be viewed in an attempt to identify the cause of the
error. After the identity of the error has been verified, the message
should be deleted by using Format MMPMSG. This error should
only occur in a test environment. The support group for the system
or CSAS System application that originated the message should be
notified to ensure that a valid section name is passed in the header for
all future messages originated by this system or application.

TCM125E HEADER PARSER ERROR, TWO ROUTCTL SECTIONS BETWEEN

DELIMITERS, yy
FORMAT:

N/A
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DESCRIPTION: The TCM FCIF Control Header (*ROUTCTL) contains two
ROUTCTL section names between the delimiters. "yy" will be
replaced by the delimiter sequence when the error message is
generated. The first "y" contains the previous delimiter and the
second "y" contains the current delimiter. (Module is VMMPPPH)

USER ACTION:  Errors of this type cannot be corrected by using the Message
Administration Screen. Depending upon the ROUTCTL structure,
the message may or may not be logged under an ACNO of
"ACTIVITY NUMBER DEFAULT" and a TSYS of "SSECDFLT"
so that it may be viewed in an attempt to identify the cause of the
error. After the identity of the error has been verified, the message
should be deleted by using Format MMPMSG. This error should
only occur in a test environment. The support group for the system
or CSAS System application that originated the message should be
notified to ensure that only one ROUTCTL section name is passed in
the header for all future messages originated by this system or
application.

TCM127E HEADER PARSER ERROR, INVALID FIELD DETECTED IN
HEADER, yyyyyyyy

FORMAT: N/A

DESCRIPTION: The TCM FCIF Control Header (*ROUTCTL) or an FCIF
Application Header contains an invalid data field. "yyyyyyyy" will
be replaced by the invalid field name when the error message is
generated. (Module is VMMPPPH)

USER ACTION: Errors of this type cannot be corrected by using the Message
Administration Screen. Depending upon the ROUTCTL structure,
the message may or may not be logged under an ACNO of
"ACTIVITY NUMBER DEFAULT" and a TSYS of "SSECDFLT"
so that it may be viewed in an attempt to identify the cause of the
error. After the identity of the error has been verified, the message
should be deleted by using Format MMPMSG. This error should
only occur in a test environment. The support group for the system
or CSAS System application that originated the message should be
notified to ensure that only valid field names are passed in the header
for all future messages originated by this system or application.

TCM130E THE INPUT HEADER CONTAINS NO VALUE FOR FIELD yyyyyyyy
FORMAT: N/A
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DESCRIPTION:

USER ACTION:

The fixed format input *C1 header from the send non-TCM system
contained blanks where a data value is expected and required.
"yyyyyyyy" will be replaced by the field name in which the error
occurred at the moment that the error message was generated.
(Module is VMMPFHC)

The message will be logged to the transaction log (TLOG) database
(VMMPTLDD). Correct the error by supplying data for the blank

field or contact the sending system and have the message resent with
corrected data. Thisis likely to be an application error in the sending
system since the field is specified as required by the interface
definition.

TCM131E PATHID NOT FOUND OR BLANK FOR SENDING TSYS, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The fixed format input *C1 header from the sending non-TCM

system does not contain a PATHID, so one must be generated. The
TTS table "TCM EXT PATHID", the key to which is the TSYS,

should contain a valid PATHID to use to route the input message.
"yyyyyyyy" will be replaced by the TSYS name for which the error
occurred at the moment that the error message is generated. (Module
is VMMPFHC).

The message will be logged to the transaction log (TLOG) database
(VMMPTLDD). Correct the error by adding a record to the TTS
table "TCM EXT PATHID" for the TSYS in error and resend the
message.

TCM132E A FIND MUST BE ISSUED FIRST

FORMAT:
DESCRIPTION:

USER ACTION:

MMPPLEX

An update transaction for the System Entity Code (SEC) and path
record was not completed. A find must precede any updates.
(Module is VMMPPLEX)

None

TCM133I XXXXXXXX PATH RECORD UPDATED

FORMAT:

MMPPLEX
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DESCRIPTION:  An update transaction for the System Entity Code (SEC) and path
record was completed successfully. “XXXXXXXX" will be replaced
by the path displayed for the update. (Module is VMMPPLEX)

USER ACTION: None

TCM134E XXXXXXXX PATH RECORD NOT UPDATED
FORMAT: MMPPLEX

DESCRIPTION:  An attempt to update a System Entity Code (SEC) and path record
failed because it had been previously deleted. The delete was entered
from another LTERM accessing the SEC Database concurrently with
the user receiving this message. “XXXXXXXX" will be replaced by
the path displayed for the update. (Module is VMMPPLEX)

USER ACTION: None

TCM135E XXXXXXXX PATH RECORD NOT FOUND OR BLANK
FORMAT: MMPPLEX

DESCRIPTION: No System Entity Code (SEC) or PATH was found with the entered
SEC, PATHID, and SCENARIO TYPE. “XXXXXXXX” will be
replaced by the path to be found or updated. (Module is
VMMPPLEX)

USER ACTION:  Verify the entered key fields for the SEC or PATHID, correct any
errors and re-enter the find or update transaction.

TCM136E PF KEY INVALID, NOT ASSIGNED
FORMAT: MMPPLEX

DESCRIPTION: The user depressed a program function key which is not supported.
(Module is VMMPPLEX)

USER ACTION: Use HELP (PF 11) to display a list of valid PF KEYS and their
function and then re-enter the transaction.

TCM137E S1 SECURITY CHECK ENCOUNTERED CRITICAL ERROR
FORMAT: MMPPLEX
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DESCRIPTION:

USER ACTION:

A critical error was encountered during the S1 security check
processing. (Module is VMMPPLEX)

Verify that the TCM GRID definitions exist in the S1 Security
Database (VMS1XXDD) via the S1 Security Administration screen.

TCM138E USER NOT AUTHORIZED FOR ATTEMPTED ACTION

FORMAT:
DESCRIPTION:

USER ACTION:

MMPPLEX

A user attempted to use a PF KEY or COMMAND which was not
authorized by the S1 Security System for his/her LTERM. (Module
is VMMPPLEX)

Verify that the TCM GRID definitions exist in the S1 Security
Database (VMS1XXDD) via the S1 Security Administration screen.

Verify the invoking LTERM is defined in the S1 Security System via
the S1 Security Administration screen (/for VMS1ADM). Then
verify if the appropriate GRID (TCM function for PF KEYS or TCM
COMMAND for COMMANDYS) is contained in the group; to which
the LTERM is assigned.(VMMPTLDD).

TCM139E XXXXXXXX PATH RECORD FOUND

FORMAT:
DESCRIPTION:

MMPPLEX

A critical error was encountered during the S1 security check
processing.

System Entity Code (SEC) or PATH was found with the entered SEC,
PATHID, and SCENARIO TYPE. “ XXXXXXXX” will be replaced
by the PATH found. (Module is VMMPPLEX)

USER ACTION: T None

TCM142E A REQUIRED AGGREGATE WAS NOT FOUND IN THE INPUT
MESSAGE, yyyyyyyy

FORMAT:
DESCRIPTION:

N/A

An input FCIF message (scenario type "R" or "Z") or MDA/DSECT
message (scenario type "D") did not contain an aggregate that was
specified as required in the Message Format Descriptor (MFD).
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"yyyyyyyy" will be replaced by the name of the required aggregate
when the error message is generated. (Module is VMMPPMM)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Check for an input sequence error and if necessary
contact the support group for the system which originated the
message to ensure that the required aggregate is passed in the input
FCIF or MDA/DSECT message for all future messages originated by
this system.

TCM143E EMPTY AGGREGATE RECEIVED, BUT NON-EMPTY
AGGREGATE REQUIRED, yyyyyyyy

FORMAT: N/A

DESCRIPTION:  Aninput FCIF message (scenario type "R" or "Z") or MDA/DSECT
message (scenario type "D") contained an empty aggregate that was
specified as required in the Message Format Descriptor (MFD).
"yyyyyyyy" will be replaced by the name of the required aggregate
when the error message is generated. (Module is VMMPPMM)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Check for an input sequence error and if necessary,
contact the support group for the system which originated the
message to ensure that the required aggregate is passed with data
fields in the input FCIF or MDA/DSECT message for all future
messages originated by this system.

TCM144E A MDA/DSECT AGGREGATE THAT WAS BUILT IS LARGER THAN
THE ALLOWED SIZE OF 4000 BYTES.

FORMAT: N/A

DESCRIPTION:  An output MDA/DSECT aggregate exceeded the allowed maximum
of 4000 bytes. (Module is VMMPPMM)

USER ACTION: The message will be logged to the Transaction Log (TLOG) database
(VMMPTLDD). There is probably an error in the message that was
built. Please contact the CSCs.

TCM145E MESSAGE OUTPUT BLOCK TOO SMALL FOR OUTPUT MESSAGE
FORMAT: N/A
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DESCRIPTION: The Message Output Block (MOB) used for building the output MDA
or output DSECT Message is too small. The output side of the
message is lost; however, the input side of the message has been
retained. (Module is VMMPPMM)

USER ACTION: The message will be logged to the Transaction Log (TLOG) database
(VMMPTLDD). Use CSAS Table System (TTS) to increase the
value for field "I/O BUF" for table name "TCM USER CONTROL".
Then use the Message Administration Screen (/FOR MMPMSG) to
resend the message. If these actions falil, please contact the CSAS
System Client Support.

TCM150E A TPAM PARSER ERROR HAS OCCURRED yyyyyyyy
FORMAT: N/A

DESCRIPTION:  An error was detected while parsing an input message. "yyyyyyyy"
will be replaced by a variable length message suffix for debugging
purposes. (Module is VMMPPC)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the TPAM MFD for the path specified
is appropriate and is found in the valid program libraries in the
STEPLIB concatenation for the IMS message region. Also verify
that the message type specified in the MFD is valid (MDA or
DSECT) using the "MFD" command on the Message Administration
Screen (/FOR MMPMSG). Correct any errors and resend the
message. If all verifications are valid, then contact the Customer
service center.

TCM151E A TPAM MAPPER ERROR HAS OCCURRED yyyyyyyy
FORMAT: N/A

DESCRIPTION:  An error was detected while mapping an output message.
"yyyyyyyy" will be replaced by a variable length message suffix for
debugging purposes. (Module is VMMPPC)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the TPAM MFD for the path specified
is appropriate and is found in the valid program libraries in the
STEPLIB concatenation for the IMS message region. Also verify
that the message type specified in the MFD is valid (MDA or
DSECT) using the "MFD" command on the Message Administration
Screen (/FOR MMPMSG). Correct any errors and resend the

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
See confidentiality restrictions on title page.

3-43



CONFIDENTIAL — RESTRICTED ACCESS

TCM Online Message Directory BR 252-573-260
CSAS Communication Module Numbered Messages Issue 22, December 1996
CSAS Release 8.5

message. If all verifications are valid, then contact the Customer
service center.

TCM161E HEADER MAPPER ERROR, INVALID LAYOUT DESCRIPTION
TABLE SPECIFIED

FORMAT: N/A

DESCRIPTION:  Aninvalid Layout Description Table was specified for the process of
building an output TCM FCIF Control Header (*ROUTCTL) or an
output FCIF Application Header. This message results from a
programming error. (Module is VMMPPMH)

USER ACTION: The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Please notify the CSCs.

TCM170E FAILED, MISSING TEST MESSAGE ID
FORMAT: MMPTSS

DESCRIPTION: The TEST MESSAGE ID was not entered on the screen. (Modules
are VMMPATSC and VMMPATIM.)

USER ACTION: Enter a test message ID and repeat the transaction.

TCM171E PFKEY ENTERED IS INVALID, NOT ASSIGNED
FORMAT: MMPTSS

DESCRIPTION:  The user depressed a program function key which is not supported.
(Modules are VMMPATSC and VMMPATIM.)

USER ACTION: The valid PFKEYS are displayed at the bottom of the format. Use
Help (PFKeyl11 with the cursor positioned at the screen title) to
display a list of the valid PFKEYS and re-enter the originally
intended transaction.

TCM172E FAILED, NO PREVIOUS PAGES
FORMAT: MMPTSS

DESCRIPTION: The user has entered the BACK (PF3) when already positioned at the
first page of a test message. (Module is VMMPATSC)
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USER ACTION:

TCM173E FAILED,

FORMAT:
DESCRIPTION:

USER ACTION:

Enter the FORWARD PFKEY to display other pages of the currently
displayed test message.

NO MORE TEST MESSAGES
MMPTSS

The user attempted to PAGE FORWARD (PF2) but there are no more
pages to display. (Module is VMMPATSC)

Perform another scan or PAGE BACKWARDS (PF3).

TCM1741 COMPLETED, CONTINUED ON NEXT PAGE

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The TEST MESSAGE ID list created by the SCAN is continued on
the next screen. (Module is VMMPATSC)

The user may either 1) page through the list FORWARD (PF2/14) or
BACKWARD (PF3/15) to read the entire list; 2) go back to the
MMPTST screen and do a FIND (PF1/13) on a particular TEST
MESSAGE; 3) enter an "F" in the selection field in front of a
particular TEST MESSAGE ID and perform a FIND (PF1/13) of that
TEST MESSAGE; 4) Enter a "D" in the selection field in front of a
particular TEST MESSAGE and perform a DELETE (PF10/22) on
that test message; 5) enter "SCAN" on the command line with
another TEST MESSAGE ID in the ID field and press ENTER to
perform another scan. 6) Enter an "S" in the selection field and
perform a SEND (PF9/21) on that test message. 7) Enter an "R" in
the selection field and enter "/RENUMBER" on the command line to
have the pages of the test message renumbered.

TCML175] XXXXXXXX COMPLETED

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The requested function was successfully completed, where the prefix
XXXXXXXX, will be the function (SCAN, FORWARD, DELETE,
FIND, BDEL, SEND, RENUMBER, and TMSTUPDT) generating
the message. (Modules are VMMPATSC and VMMPATIM.)

The command or PFKEY pressed executed successfully. Enter
another command which is valid for the applicable screen.
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TCM176E XXXXXXXX FAILED, TEST MESSAGE ID NOT FOUND OR ERROR

ENCOUNTERED
FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The Test Message ID was not found in the ADMIN Database or some
other processing error has occurred. (Modules are VMMPATSC and
VMMPATIM.)

Reissue the SCAN Command to get an up-to-date listing of the test
messages. If the problem persists after reissuing the SCAN
command, perform a FIND on a failing test message by selecting it
with the "F" selection code and pressing PF1. If Page 1 of the selected
test message cannot be found, then this diagnostic is redisplayed on
the screen. Otherwise, Page 1 of the selected test message is
displayed on the MMPTST format. Reissue the command or function
that had failed on the MMPTSS format.

TCM177E KEY PRESSED OR COMMAND USED IS INVALID

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The key used was invalid or the command used is incorrect.
(Modules are VMMPATSC and VMMPATIM.)

Press a valid PFKEY or issue a correct command in the command
line.

TCM1781 100 MESSAGES DELETED, PRESS ENTER TO REPEAT

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The maximum number of TIME STAMPS to be deleted has been
reached (Module is VMMPATSC)

Upto 100 TIME STAMPS may be bulk deleted at one time. To delete
more, press the ENTER key.

TCM179E TIME STAMP MESSAGE OUT OF RANGE OR NOT IN DATABASE

FORMAT:
DESCRIPTION:

MMPTSS

The TIME STAMP declared is out of range for the bulk delete, or the
message specified is not in the ADMIN database. (Module is
VMMPATSC)
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USER ACTION:

TIME STAMPS within one week of current system date and time
cannot be deleted with the BULK DELETE command. If within
range, check qualified criteria with the SCAN command to see if the
message is in the database.

TCM180E S1 SECURITY CHECK ENCOUNTERED CRITICAL ERROR

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

A critical error was encountered during the S1 Security check
processing. (Modules are VMMPATSC and VMMPATIM.)

Verify that the TCM grid definitions exist in the S1 Security database
(VMS1XXDD) via the CSAS Security Administration Screen (/FOR
RS1ADM).

TCM181E XXXXXXXX FAILED, USER NOT AUTHORIZED FOR ATTEMPTED

ACTION
FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The requested function failed, where the prefix XXXXXXXX, will

be the function (SCAN, FORWARD, BACK, FIND, DELETE,

BDEL, SEND, RENUMBER or TMSTUPDT) generating the
message. An attempt was made to use a PFKEY or command which
was not authorized by the S1 Security System for that LTERM.
(Modules are VMMPATSC and VMMPATIM.)

Verify that the invoking LTERM is defined in the S1 Security System
via the CSAS Security Administration Screen (/FOR VMS1ADM).
Then verify if the appropriate GRID (TCM function for PFKEYS or
TCM command for commands) is contained in the group to which the
LTERM is assigned. If necessary, modify the grid to allow the
PFKEY or command to be invoked by any LTERM that is contained
in that particular group.

TCM182E BULK DELETE VALID FOR NUMERIC TIME STAMPS ONLY

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The BULK DELETE command is only valid for TIME STAMP
message names. (Module is VMMPATSC)

Reissue the command with a valid numeric TIME STAMP.
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TCM183E KEY UNRECOGNIZED, PLEASE RE-ENTER
FORMAT: MMPTSS

DESCRIPTION: The entered key was corrupted and unrecognizable. (Modules are
VMMPATSC and VMMPATIM.)

USER ACTION: When a key was pressed, the data transmission was corrupted. Re-
enter key.

TCM184E DATABASE INCONSISTENCY ERROR
FORMAT: MMPTSS

DESCRIPTION: Data in the ADMIN Database has been corrupted. (Module is either
VMMPATSC and VMMPATIM)

USER ACTION: Contact your system administrator and the CSC.

TCM185I BACK COMPLETED, PAGE AND MESSAGE ORDER MAY BE
REFORMATTED

FORMAT: MMPTSS

DESCRIPTION:  While paging back, messages may have been added or deleted since
the last transaction. The page number and possibly message order
had to be reformatted. (Module is VMMPATSC)

USER ACTION: None.

TCM186] XXXXXXXX PARTIALLY COMPLETED; SOME MESSAGES NOT
PROCESSED

FORMAT: MMPTSS

DESCRIPTION:  The requested function did not complete, where the prefix
XXXXXXXX will be the function (DELETE, SEND, RENUMBER
or TMSTUPDT) generating the message. While a multiple message
selection command was active on the VMMPTSS format, some
messages selected for processing were not processed. (Modules are
VMMPATSC and VMMPATIM.)

USER ACTION: The records not processed will be highlighted and may be examined
individually by performing a find on a failing test message by
selecting it with the "F" selection code and pressing PF1. The test
message is now displayed on the MMPTST format. Reissue the
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command or function that had failed on the MMPTSS format. For
TMSTUPDT, the messages were not processed because they were
previously converted or because an error was encountered. The
records in error will be highlighted and the action field will contain a
guestion mark.

TCM187E XXXXXXXX FAILED, INVALID SELECTION CODE USED FOR PF
KEY OR COMMAND

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

While selecting a message from the MMPTSS format, an invalid
selection character was used for the particular PF key or command.
Use "F" with PF1 for FIND, "S" with PF9 for SEND, "D" with PF10
for DELETE, "R" with the "RENUMBER" command and ENTER
key for RENUMBER, and "T" with the "TMSTUPDT" command and
ENTER key for updating and expanding timestamp data fields.
(Modules are VMMPATSC and VMMPATIM.)

Use the correct selection character for the PFKEY or command.

TCM188E XXXXXXXX FAILED, PFKEY USED REQUIRES A SELECTION(S)

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTSS

The requested function failed, where the prefix XXXXXXXX, will

be the function (FIND, DELETE, SEND or TMSTUPDT) generating
the message. A PFKEY, or command which requires a selection
character was pressed without that particular character. Use "F" with
the PF1 for FIND, "S" with the PF9 for SEND, "D" with the PF10 for
DELETE, "R" with the "RENUMBER" command and ENTER key,
and "T" with the "TMSTUPDT" command and ENTER key.
(Modules are VMMPATSC and VMMPATIM.)

Use the correct selection character for the PFKEY or command.

TCM189I XXXXXXXX PARTIALLY COMPLETED, SOME SELECTIONS

INVALID
FORMAT:
DESCRIPTION:

MMPTSS

The requested function did not complete, where the prefix
XXXXXXXX will be the function (DELETE, SEND, RENUMBER
or TMSTUPDT) generating the message. While issuing a multiple
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USER ACTION:

message command for messages appearing on the MMPTSS format,
some messages were not selected with an appropriate selection code.
Only those messages selected with the appropriate selection code
were processed. (Modules are VMMPATSC and VMMPATIM)

Use "D" with the PF10 to delete messages. Use "S" with the PF9 to
SEND messages. Use "R" with the "RENUMBER" command to
RENUMBER messages. Use "T" with the "TMSTUPDT" command
to perform TIMESTAMP UPDATES.

TCM190E TPAM MESSAGE FORMAT DESCRIPTION (MFD) IS OF WRONG
MODULE TYPE, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TPAM MFD that was loaded was found to contain an invalid
type code. "yyyyyyyy" will be replaced by the name of the MFD
when the error message is generated. (Module is VMMPPFM)

The message will be logged to the Transaction Log (TLOG) Database
(VMMPTLDD). Verify that the MFD specified in the Network

(SEC) Database (VMMPSCDD) for the path specified by the TCM
Message Header is correct using the Network Administration screen
(/FOR MMPNET). If the input MFD or the output MFD (depending

on the value of the Scenario Type) that is specified is incorrect, then
correct it and resend the message using the Message Administration
screen (/FOR MMPMSG). If the MFD name is correct, please
contact the CSCs. The MFD must be reassembled and loaded after
verifying that the type code is valid in the source definition.

TCM191E TPAM MESSAGE FORMAT DESCRIPTOR (MFD) COULD NOT BE
LOADED, yyyyyyyy

FORMAT:
DESCRIPTION:

N/A

The TPAM MFD for the path specified by the application could not
be found in any of the valid program libraries in the STEPLIB
concatenation for the IMS Message Region. This message will only
be issued if the MFD Load Module has been deleted from a program
library after it had already been specified for the path in the Network
(SEC) Database (VMMPSCDD). "yyyyyyyy" will be replaced by the
name of the MFD when the error message is generated. (Module is
VMMPPFM)
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USER ACTION:

Determine if the program libraries specified for the given IMS
Message Region are correct and that the MFD is found in one of those
libraries. Please contact the CSCs if the MFD Load Module can not
be located.

TCM192E TPAM MESSAGE FORMAT DESCRIPTOR (MFD) COULD NOT BE

FOUND, yyyyyyyy

FORMAT:
DESCRIPTION:

USER ACTION:

N/A

The TPAM MFD for the path specified by the application could not
be found in any of the valid program libraries in the STEPLIB
concatenation for the IMS message region. "yyyyyyyy" will be
replaced by the name of the MFD when the error message is
generated. (Module is VMMPPFM)

Determine if the program libraries specified for the given IMS
message region are correct and that the MFD is found in one of those
libraries. Contact the Customer Service Center (CSC) if the MFD
load module cannot be located.

TCMZ200E xxxxxxxx FAILED, TEST MSG PAGE NOT FOUND IN ADMIN
DATABASE (VMMPAADP)

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

The requested test message, or specific page number, was not found
in the Admin Database. "xxxxxxxx" will be replaced by the name of
the function requested (FIND, BACK, UPDATE, DELETE, SEND,
COPY, INSERT, REMOVE or RENUMBER) when the message is
generated. (Module is VMMPAT)

Check to see if the TEST MESSAGE ID and PAGE NUMBER were
entered correctly and re-enter the transaction.

TCM201I xxxxxxxx COMPLETED

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

The requested function was completed successfully. "xxxxxxxx" will
be replaced by the name of the function (FIND, FORWARD, BACK,
UPDATE, DELETE, COPY, INSERT, REMOVE or RENUMBER)
when the message is generated. (Module is VMMPAT)

None
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TCM2021 xxxxxxxx COMPLETED, USE THIS SCREEN TO ADD MORE
FORMAT: MMPTST

DESCRIPTION: An ADD (PF4/16) or FORWARD (PF2/14) has been completed.
Additional test data can be entered on this screen. "xxxxxxxx" will
be replaced by the name of the function (ADD (PF4/16) or
FORWARD (PF2/14)) when the message is generated. (Module is
VMMPAT)

USER ACTION: Enter data for a new page to be added to the current test message.

TCM203E xxxxxxxx PFKEY ENTERED IS INVALID, NOT ASSIGNED
FORMAT: MMPTST

DESCRIPTION: The user depressed a program function key which is not supported.
(Module is VMMPAT)

USER ACTION: The valid PFKEYS are displayed at the bottom of the format. Use
HELP (PF11/23) to display a list of the valid PF Keys and re-enter the
originally intended transaction.

TCM204D xxxxxxxx FAILED, ADMIN DATABASE (VMMPAADP) ERROR
ENCOUNTERED

FORMAT: MMPTST

DESCRIPTION: An IMS Database call has failed due to an error. The Database
Inconsistency (DBI) report will be printed on the TSA LTERM as
populated in the TCM User Control TTS Table. "xxxxxxxx" will be
replaced by the name of the function (FIND, FORWARD, BACK,
ADD, UPDATE, DELETE, SEND, COPY, INSERT, REMOVE, or
RENUMBER) when the message is generated. (Module is
VMMPAT)

USER ACTION: Verify that the TEST MESSAGE ID is correct for an existing test
case, and if necessary contact CSAS System Client Support (CSCs).

TCM205E BACK FAILED, NO PREVIOUS PAGES
FORMAT: MMPTST

DESCRIPTION:  The user has entered the BACK (PF3/15) when already positioned at
the first page of a test message. (Module is VMMPAT)
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USER ACTION: Enterthe FORWARD (PF2/14) to display other pages of the currently
displayed test message.

TCM2061 SEND COMPLETED, TEST MESSAGE SENT

FORMAT: MMPTST

DESCRIPTION: The test message has been successfully sent. (Module is VMMPAT)
USER ACTION: None

TCM207E ADD FAILED, TEST MESSAGE PAGE ALREADY EXISTS
FORMAT: MMPTST

DESCRIPTION:  An attempt to ADD (PF4/16) was entered for a TEST MESSAGE ID
and PAGE NUMBER which already exists. (Module is VMMPAT)

USER ACTION: Verify the key fields entered, TEST MESSAGE ID and PAGE
NUMBER. If they are correct, then the UPDATE (PF5/17) or
INSERT function should be used, otherwise correct the errors and
repeat the ADD (PF4/16) function.

TCM208E SEND FAILED, INVALID IMS TRANSACTION CODE ENTERED
FORMAT: MMPTST

DESCRIPTION: The TRAN CODE field does not contain a valid IMS Transaction
Code. (Module is VMMPAT)

USER ACTION: Enter a valid IMS Transaction Code and UPDATE (PF5/17) the test
message. Then use the SEND (PF9/21) function to send the test
message.

TCM209E xxxxxxxx COMMAND NOT VALID WITH ENTER KEY
FORMAT: MMPTST

DESCRIPTION: The ENTER key was pressed, but neither a command was entered in
the Command field, nor a format name in the /FOR field. One of
these fields must contain a valid entry when the ENTER key is used.
"xxxxxxxx" will be replaced by the name of the failed command.
(Module is VMMPAT)
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USER ACTION: Press the ENTER key again after keying a valid command or format
name on the screen.

TCM210E COPY FAILED, SOURCE AND TARGET TEST MESSAGE ID ARE
THE SAME

FORMAT: MMPTST

DESCRIPTION: The target TEST MESSAGE ID is the same as the source TEST
MESSAGE ID for a COPY Command. The two IDs must be
different. (Module is VMMPAT)

USER ACTION: Enter a new TEST MESSAGE ID on the screen and re-enter the
COPY Command.

TCM211I TCM TEST MESSAGE LOGGED, KEY IS yyyyyyyyyyyyy
FORMAT: MMPTST

DESCRIPTION:  An input message received from TCM Route Administration has
been logged in the ADMIN Database (VMMPAADP).
"yyyyyyyyyyyyy" will be replaced by the Time Stamp value
(YYDDHHMMSSTH) used to log the test message. (Module is
VMMPAT)

USER ACTION: None

TCM212E xxxxxxxx FAILED, MISSING TEST MESSAGE ID
FORMAT: MMPTST

DESCRIPTION: The TEST MESSAGE ID was not entered on the screen. "XxXXxXxxxx"
will be replaced by the name of the failed function (FIND, ADD,
DELETE, INSERT, REMOVE, RENUMBER, or SEND) when the
message is generated. (Module is VMMPAT)

USER ACTION: Enter a TEST MESSAGE ID and repeat the transaction.

TCM213E INVALID PAGE NUMBER ENTERED
FORMAT: MMPTST
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DESCRIPTION:

USER ACTION:

The page number entered is not valid. A valid entry is either blanks
(default will be page 0001) or four digits ranging from 0000 through
9999. (Module is VMMPAT)

Enter a valid page number and repeat the transaction. Embedded
blanks within a page number are invalid.

TCM214E DELETE (PF10/22) MUST BE CONFIRMED BY DELETE COMMAND

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

Test messages that are all numeric and that appear to be a
TIMESTAMP, need not be confirmed by entering DELETE in the
command line. This test message did not appear to be a
TIMESTAMP message; hence the DELETE and the PF10/22 key, are
required. (Module is VMMPAT)

Enter the DELETE command as well as PF10/22 Key to delete the
test message.

TCM216E S1 SECURITY CHECK ENCOUNTERED CRITICAL ERROR

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

A critical error was encountered during the S1 Security check
processing. (Module is VMMPAT)

Verify that the TCM grid definitions exist in the S1 Security database
(VMS1XXDD) via the CSAS Security Administration Screen (/FOR
VMS1ADM)

TCM217E UPDATE FAILED HEX DATA PRESENT

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

A test message that contains HEX data cannot be updated. (Module
is VMMPAT)

In order to UPDATE (PF5/17) the page, the test case must be
unloaded on to a TSO dataset (VMMPMO06 RUN), the HEX data can
be removed or changed to character data and then the test message
reloaded to the IMS database. Refer to BR 252-573-506.

TCM218E INVALID COMMAND AND PFKEY COMBINATION
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FORMAT: MMPTST

DESCRIPTION: The command entered is not valid with the PFKEY used. The
software cannot determine whether the user intended to use the
PFKEY pressed or execute the specified command.

USER ACTION: Eitherissue the command using the ENTER key, or depress a PFKEY
without any entry in the command field.

TCM219D TRANSACTION FAILED, S1 DATABASE ERROR HAS OCCURED
FORMAT: MMPTST

DESCRIPTION: A database error has occurred while accessing the S1 security
database (PL%S1XXDD). A database inconsistency (DBI) report
will be generated and printed on the LTERM specified by the TSA
LTERM field in the TCM user control TTS Table. (Module is
VMMPAT)

USER ACTION: Please notify the CSC.

TCM220E FAILED, USER NOT AUTHORIZED FOR ATTEMPTED ACTION
FORMAT: MMPTST

DESCRIPTION: A user attempted to use a PFKEY or command which was not
authorized by the S1 Security System for his or her LTERM.
(Module is VMMPAT)

USER ACTION:  Verify that the invoking LTERM is defined in the S1 Security System
via the CSAS Security Administration Screen (/FOR VMS1ADM).
Then verify if the appropriate grid (TCM function for PFKEYS or
TCM command for commands) is contained in the group to which the
LTERM is assigned. If necessary, modify the grid to allow the
PFKEY or command to be invoked by any LTERM that is contained
in that particular group.

TCM221E xxxxxxxx FAILED, PREVIOUS PAGE DOES NOT EXIST
FORMAT: MMPTST

DESCRIPTION: The user entered the BACK (PF3/15) key and the previous page of the
test message does not exist. "xxxxxxxx" will be replaced by the name
of the failed function (BACK). (Module is VMMPAT)

USER ACTION: The user may either:

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
See confidentiality restrictions on title page.

3-56



CONFIDENTIAL — RESTRICTED ACCESS

BR 252-573-260 TCM Online Message Directory
Issue 22, December 1996 CSAS Communication Module Numbered Messages
CSAS Release 8.5

1. Enterthe FORWARD PF function key to display other pages of
the currently displayed test message;

2. Add the previous page;

3. Specifically find an existing previous page.

TCM2211 XXXXXXXX COMPLETE. PAGE NUMBER(S) CHANGED TO
MAINTAIN SEQUENCING

FORMAT: MMPTST

DESCRIPTION: 1) The user requested the RENUMBER operation, and it was
determined that page numbers for the message were not
consecutively numbered. The pages were consecutively
renumbered.

2) The user requested a REMOVE or INSERT operation for a
message that either had non-consecutive page numbering, or
resulted in non-consecutive page numbering due to the page
number specified with the INSERT. The pages are renumbered to
maintain sequencing after an INSERT operation is performed.

The new page inserted by the user may or may not have had its
page number changed, but any subsequent pages for this message
were renumbered. (Module is VMMPAT)

USER ACTION: None.

TCM223I RENUMBER COMPLETE. PAGE NUMBERS DID NOT REQUIRE
RESEQUENCING

FORMAT: MMPTST

DESCRIPTION:  The user requested the RENUMBER operation, and it was
determined that page numbers for the message were already
consecutively numbered. No page renumbering was performed.
(Module is VMMPAT)

USER ACTION: None

TCM224E XXXXXXXX FAILED. PAGE CONTAINS ONLY BLANKS
FORMAT: MMPTST
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DESCRIPTION: The user requested an ADD, UPDATE, or INSERT operation with a
page of data that was nothing other than blanks and nulls. (Module is
VMMPAT)

USER ACTION: Provide some test message data on the page.

TCM225]1 ADD COMPLETED. PAGES RENUMBERED. USE THIS SCREEN TO
ADD MORE

FORMAT: MMPTST

DESCRIPTION: The ADD function was issued with a page number that was not the
next sequential page in the message sequence, or for a message that
did not already have consecutive page numbers. The page was added
as the last page in the message sequence, but its number was changed.

USER ACTION: Enter data for a new page to be added to the current test message.

TCM2261 ADD COMPLETED. NEXT PAGE ALREADY EXISTS
FORMAT: MMPTST

DESCRIPTION:  The ADD function was issued with a page number for a message that
already has subsequent page(s). The next page in the series is
presented. (Module is VMMPAT)

USER ACTION: None.

TCM2271 ADD COMPLETED. PAGES RENUMBERED. NEXT PAGE
ALREADY EXISTS

FORMAT: MMPTST

DESCRIPTION: The ADD command was issued with a page number for a message
that already has subsequent page(s), and for which a page requencing
was done. The next page in the series is presented. (Module is
VMMPAT)

USER ACTION:  None.

TCM228E xxxxxxxx FAILED. COMMAND MUST BE PRECEDED BY A VALID
FIND

FORMAT: MMPTST
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DESCRIPTION:

USER ACTION:

The UPDATE command was issued for a record which was not
previously retrieved by a FIND command, or, the record no longer
exists in the admin database (VMMPAADP). (Module is VMMPAT)

Enter the test message ID and page number (if desired) and find the
record. Make any desired changes and press the update key (PF5) to
complete the modifications.

TCM229E xxxxxxxx FAILED. AT LAST PAGE, USE THIS SCREEN TO ADD

MORE
FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

A forward command has been attempted when already past the last
data page. The page displayed can be used to add a new page if
required. (Module is VMMPAT)

Enter data for a new page to be added to the current test message, or
page back to the last complete data page.

TCM230I XXXXXXXX COMPLETED. PAGES ARE NOT IN SEQUENCE,
RENUMBERING RECOMMENDED.

FORMAT:
DESCRIPTION:

USER ACTION:

MMPTST

The XXXXXXXX (replaced by the name of the command which was
executed) command has completed, but the pages of the test message
are not numbered consecutively. It is recommended that the
"RENUMBER" command be issued for this test message in order to
ensure that pages will be consecutively numbered from 1 to the
highest page in the message. Subsequent paging will be made more
efficient. (Modules are VMMPAT, and VMMPATSC).

No action is required if the desire is to maintain the current page
numbering. However paging will be more efficient if the
"RENUMBER" command is executed to number pages
consecutively.

TCM231E MESSAGE MOVED FROM SENDQ TO TLOG

FORMAT:
DESCRIPTION:

MMPMSG, MMPMS, MMPME

This error message indicates an error condition (the movement of a
message from SENDQ to TLOG), and not a user error. It should be
regarded as an information message. (Module is VMMPMV)
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USER ACTION:

The user does not need to take any action to correct this situation,
although, presumably, the user has moved a message or messages
from SENDQ to TLOG in order to perform some activity upon them.
All messages moved from SENDQ to TLOG by the user will be
marked with an ERROR CODE of "TCM231E". Using this error
code as a selection criterion for one of the other bulk commands (e.g.,
BCHA, BDEL) enables the user to act upon all such "moved"
messages simultaneously.

TCM288E MESSAGE NOT MOVED. SEC AND/OR PATH NOT FOUND IN SEC

DATABASE
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

Either the entire SEC or just the path of this message does not exist in
the SEC database. (Module is VMMPAM)

Use MMPNET screen to add the SEC and/or path into the SEC
database.

TCM289E TRANSACTION REJECTED, SCAN PARAMETERS REQUESTED

ARE INVALID
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The user has requested scan parameters that are not acceptable.
Required parameters include ACNO and/or ERROR CODE. The
user may also optionally specify any desired combination of RSYS,
TSYS, PATHID, and SCTYPE. (Module is VMMPAM)

Supply corrected parameters and retry.

TCM290E TSYS MUST BE INPUT WHEN THE TIME STAMP IS SPECIFIED

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The Source SEC (TSYS) field must be specified when the Time
Stamp field is also specified when used with either the Bulk Delete
(BDEL), Bulk Resend (BRES), or SCAN Commands. (Module is
VMMPAM)

Input the TSYS value and re-enter the command.
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TCM291E TIME STAMP MUST BE INPUT WHEN THE TSYS IS SPECIFIED
FORMAT: MMPMSG

DESCRIPTION: The Time Stamp field must be specified when the Source SEC
(TSYS) field is also specified when used with either the Bulk Delete
(BDEL), Bulk Resend (BRES), or SCAN Commands. (Module is
VMMPAM)

USER ACTION: Input the Time Stamp value and re-enter the command.

TCM292E USER NOT AUTHORIZED FOR ATTEMPTED ACTION
FORMAT: MMPMSG

DESCRIPTION: A user attempted to use a PF or Command which was not authorized
by the S1 Security System for his or her LTERM. (Module is
VMMPAM)

USER ACTION:  Verify that the invoking LTERM is defined in the S1 Security System
via the CSAS System Security Administration screen (/FOR
VMS1ADM). Then verify if the appropriate GRID (TCM Function
for PFKeys or TCM Command for Commands) is contained in the
group to which the LTERM is assigned. If necessary, modify the
GRID to allow the PF or COMMAND to be invoked by any LTERM
that is contained in that particular group.

TCM293E NOT ALLOWED TO MOVE DEFERRED CLASS 2 MESSAGES FROM
SENDQ TO TLOG

FORMAT: MMPMSG

DESCRIPTION: A user attempted to move a deferred acknowledgement (Class 2)
message from the Deferred Message Queue (SENDQ) Data Base
(VMMPSQDP) to the Transaction Log (TLOG) Database
(VMMPTLDD). (Module is VMMPAM)

USER ACTION: None

TCM294E ENDING TMST (END TMST) IS EARLIER THAN STARTING TMST
(TMST)

FORMAT: MMPMSG
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DESCRIPTION:

USER ACTION:

For a BULK Command where a starting and stopping Time Stamp
value is provided, the ending Time Stamp must be greater than or
equal to the starting Time Stamp. (Module is VMMPAM)

Correct one or both of the Time Stamps (TMST or END TMST) and
re-enter the BULK Command.

TCM295E NO MORE RECORDS IN TERMINAL DATABASE, #P CAN NOT BE

RESTORED
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

During the process of retrieving the contents of the Terminal
Database (VMC1XXDD), which is used to rebuild the #P Area (Ham
Area), a condition arose whereby more data (03) segments were
needed. However, no 03 segments exist. (Module is VMMPAM)

Clear the message in the Terminal Database by issuing a CANCEL
Command and then re-issue the previous FIND operation.

TCM296E #P CANNOT BE RESTORED, MESSAGE IN TERMINAL DATABASE

IS TOO LARGE
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The size of the #P Area as specified by the field TPAM BUF in the
TTS Table, TCM User Control has been changed since the last
transaction was entered. The value is now smaller that what it was,
and thus the message in the Terminal Database (VMC1XXDD) will
not fit into the currently allocated #P Area. (Module is VMMPAM)

Reset the size of the TPAM buffer specified in the TCM User Control
TTS Table, back to the previous value that it was set to and then re-
issue the previous FIND operation.

TCM297E XXXXXXXX COMMAND DOES NOT MATCH FUNCTION

YYYYYYYY
FORMAT:
DESCRIPTION:

MMPMSG

XXXXXXXX and YYYYYYYY will be replaced by the requested
command and function respectively. Only the UPDATE (PF5/17),
NEXT (PF6/18), SAVE (PF7/19), RESEND (PF9/21), and the
DELETE (PF10/22) functions accept commands. (Module is
VMMPAM)
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USER ACTION: Review the following table and re-enter the correct combination of
command and function.

FUNCTION COMMAND
UPDATE (PF5/17) ... UPDATE
NEXT (PF6/18) ... COMMAND FIELD MUST BE
BLANK
SAVE (PF7/19) ... SAVE
RESEND (PF9/21) ... RESEND
DELETE (PF10/22) ... DELETE

TCM298E COMMAND FIELD AND THE /FOR FIELD CANNOT BE
POPULATED TOGETHER

FORMAT: MMPMSG

DESCRIPTION: The command field and the /FOR field cannot be populated at the
same time. (Module is VMMPAM)

USER ACTION:  Enter only one of these fields and re-enter the transaction.

TCM299E MESSAGE NOT MOVED RECORD ALREADY EXISTS IN TLOG
DATABASE

FORMAT: MMPMSG

DESCRIPTION: A message with the same TSYS (source SEC) and TIMESTAMP as
the deferred message already exists in the TLOG database. (Module
is VMMPAM)

USER ACTION: The MOVE is not possible. Delete the message from TLOG and
repeat the MOVE. Please notify the CSCs if there are additional
problems.

TCM300E COMMAND SPECIFIED IS INVALID
FORMAT: MMPMSG
DESCRIPTION: The command entered is invalid. (Module is VMMPAM)

USER ACTION: Use HELP (PF11) to display a list of valid commands and then re-
enter the transaction.
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TCM301E PFKEY ENTERED IS INVALID, NOT ASSIGNED
FORMAT: MMPMSG

DESCRIPTION: The Program Function Key entered does not have an assigned
function. (Module is VMMPAM)

USER ACTION: Use HELP (PF11) to display a list of valid PFKeys and their function
and then re-enter the transaction.

TCM302D TRANSACTION FAILED, DATABASE ERROR HAS OCCURRED
FORMAT: MMPMSG

DESCRIPTION: A Database error has occurred while accessing either the Terminal
Database (VMC1XXDD), the Transaction Log (TLOG) Database
(VMMPTLDD), or the Deferred Message Queue (SENDQ) Database
(VMMPSQDP). A Database Inconsistency (DBI) report will be
generated and printed on the LTERM specified by the TSA LTERM
field in the TCM User Control TTS Table. (Module is VMMPAM)

USER ACTION: Please notify the CSCs.

TCM303E TRANSACTION REJECTED, FIND MUST BE ISSUED FIRST
FORMAT: MMPMSG

DESCRIPTION: A FIND function must be issued before performing any other
function. (Module is VMMPAM)

USER ACTION: Perform a FIND function before entering the desired transaction.

TCM304E MOVE FAILED, MESSAGE NOT FOUND ON THE SENDQ
DATABASE.

FORMAT: MMPMSG

DESCRIPTION: The message specified for a MOVE is no longer present in the
deferred message (SENDQ) database. The message may have
already been moved by another user or the automatic dequeue
process. (Module is VMMPAM)

USER ACTION: Retry the MOVE function after finding the message in the SENDQ
database. If the message is on the SENDQ database and the MOVE
fails, please contact the CSCs.
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TCM305E XXXXXXXX FUNCTION CANCELLED, ACTION NOT CONFIRMED

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

An UPDATE, RESEND, or DELETE function did not specify the
correct command, or the ENTER key was depressed instead of the
appropriate PF Key for an UPDATE, RESEND, or DELETE.
(Module is VMMPAM)

If the wrong command was entered, then specify the correct
command and re-enter the transaction. If the ENTER key was used,
then simply hit the correct PF Key to complete the desired action.

TCM306E UPDATE, RESEND, OR DELETE PFKEY NEEDS COMMAND

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The UPDATE, RESEND, or DELETE PF key was depressed but the
Command field was not populated with the appropriate command.
(Module is VMMPAM)

In the COMMAND field, enter one of the following:

— the Update (UPDA) Command to perform the UPDATE function
(PF5)

— the Resend (RESE) Command to perform the RESEND function
(PF9)

— the Delete (DELE) Command to perform the DELETE function
(PF10).

TCM307E FIND REJECTED, CURRENT MESSAGE MUST BE RESENT OR
CANCELLED FIRST

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

A message has already been locked by this LTERM and it exists in
the Terminal Database (VMC1XXDD). This locked message has
also had changes applied to it. (Module is VMMPAM)

Either cancel this message from the Terminal Database which will
resultin all saved changes being lost and the record being released, or
else resend the message which will save all changes, resend the
message, and release the record. Then re-enter the FIND transaction
for the desired message.
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TCM308E FIND REJECTED, OUTPUT MESSAGE KEY MISSING OR INVALID

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

A FIND was entered for an output message, but the output message
key was blank or invalid. The output message key field must be
entered when the I/O field specifies "O" (Output) for a FIND.
(Module is VMMPAM)

Enter the correct output message key and re-enter the FIND.

TCM309E FIND REJECTED, A COMPLETE VALID KEY MUST BE ENTERED

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

A FIND was entered, but none of the required search key fields were
entered. Either (1) TSYS (Source SEC) and Time Stamp, (2) Activity
Number, or (3) Error Code must be entered. A FIND on the "NOTS"

record is not valid. (Module is VMMPAM)

Enter one of the above three choices of keys and re-enter the FIND.

TCM310E TRANSACTION REJECTED, I/O FIELD IS INVALID

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

A FIND was entered, but the I/O field did not contain a "blank”, "I"
or "O", or a Bulk Resend (BRES) Command was entered, and the I/
O field was blank. (Module is VMMPAM)

Enter an "I" (or a blank) for input or an "O" for output in the I/O field
and re-enter the FIND or enter an "I" or "O" for the Bulk Resend and
re-enter the command.

TCM311l XXXXXXXX TRANSACTION COMPLETE

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The requested transaction was processed successfully.
XXXXXXXX" will be replaced by the name of the function when
the message is generated. (Module is VMMPAM)

None
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TCM312E AGGR COMMAND FAILED, MSG HELD, DEFERRED, TCM ERROR,
OR PARSE ERROR

FORMAT: MMPMSG

DESCRIPTION: Either the message is held, deferred, or it contains a TCM error, and
it has not been parsed yet, or it has been parsed and a parsing error
was detected. In any case, the message text cannot be formatted for
display. (Module is VMMPAM)

USER ACTION: Use the Display Command (DISP) to look at the message text.

TCM313E UPDATE, CHANGE OR SAVE FAILED, MESSAGE DEFERRED OR
PENDING ACK

FORMAT: MMPMSG

DESCRIPTION: An attempt was made to modify a deferred or pending
acknowledgement message which is not permitted. (Module is
VMMPAM)

USER ACTION: For a deferred message use the MOVE Command to move the
message from the Deferred Message (SENDQ) Database
(VMMPSQDP) to the Transaction Log (TLOG) Database
(VMMPTLDD). This will change the message status from Message
Is Deferred to TCM error. For a pending acknowledgement message
use the CHGSTAT (CHGS) Command to change the message status
from Message Pending Ack to Application Error.

TCM314E S1 SECURITY CHECK ENCOUNTERED CRITICAL ERROR
FORMAT: MMPMSG

DESCRIPTION: A critical error was encountered during the S1 Security check
processing. (Module is VMMPAM)

USER ACTION: Verify that the TCM GRID definitions exist in the S1 Security
Database (VMS1XXDD) via the CSAS System Security
Administration screen (/FOR VMS1ADM).

TCM315| RELEASE FAILED, MESSAGE NOT LOCKED BY ANY LTERM
FORMAT: MMPMSG
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DESCRIPTION:

USER ACTION:

The message is not locked by another LTERM making a release
unnecessary. A message is locked when selected by a FIND.
(Module is VMMPAM)

None

TCM316E AGE COMMAND FAILED, NO AGGREGATE FOUND WITH THIS

ERROR
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The error message for the error code entered does not refer to any data
aggregate in the message. For example, the message might be either
a header error or a TCM processing error which pertains to the
message as a whole. (Module is VMMPAM)

Search for the error using the AGN or Display Commands and correct
the problem.

TCM317E MFD COMMAND FAILED, MFD MODULE COULD NOT BE FOUND

FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The Message Format Descriptor (MFD) specified in the command
could not be found in any of the valid program libraries in the
STEPLIB concatenation for the IMS Message Region. Either the
name was entered incorrectly or the module is missing. (Module is
VMMPAM)

If the entered name was in error, re-enter the MFD Command using
the correct name. The name can be verified using the Network
Administration screen (/FOR MMPNET) to display the Network
(SEC) Database (VMMPSCDD) path data corresponding to the
current message in which the error occurred. If the name is correct,
then determine if the program libraries specified for the given IMS
Message Region are correct and that the MFD is found in one of those
libraries. Please notify the CSCs if the MFD Load Module can not be
located.

TCM318E RULE COMMAND FAILED, RULE SET MODULE COULD NOT BE

FOUND
FORMAT:

MMPMSG
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DESCRIPTION: The translation rule set module specified in the command could not
be found in any of the valid program libraries in the STEPLIB
concatenation for the IMS Message Region. Either the name was
entered incorrectly or the module is missing. (Module is VMMPAM)

USER ACTION: If the entered name was in error, re-enter the Rule Command using
the correct name. The name can be verified using the Network
Administration screen (/FOR MMPNET) to display the Network
(SEC) Database (VMMPSCDD) path data corresponding to the
current message in which the error occurred. If the name is correct,
then determine if the program libraries specified for the given IMS
Message Region are correct and that the translation rule set is found
in one of those libraries. If it is not found, then re-run the translation
rules compiler via batch run VMMPMO02.

TCM319E MFD OR RULE COMMAND FAILED, SPECIFIED AGGREGATE
WAS NOT FOUND

FORMAT: MMPMSG

DESCRIPTION: The requested aggregate was not found in the MFD or Rule specified,
or the aggregate may have been omitted from the Rule Command.
(Module is VMMPAM)

USER ACTION: Input a correct aggregate name and re-enter the command.

TCM3201 AGGREGATE FOUND, BUT IT CONTAINS NO DATA FIELDS
FORMAT: MMPMSG

DESCRIPTION: The specified aggregate was found, but it contained no data fields
(i.e., it is an empty aggregate). (Module is VMMPAM)

USER ACTION: None

TCM321E PROGRAMMING ERROR ACCESSING THE TCM USER CONTROL
TTS TABLE

FORMAT: MMPMSG

DESCRIPTION: A programming error occurred while trying to retrieve the TCM User
Control TTS Table. (Module is VMMPAM)

BELLCORE CONFIDENTIAL — RESTRICTED ACCESS
See confidentiality restrictions on title page.

3-69



CONFIDENTIAL — RESTRICTED ACCESS

TCM Online Message Directory BR 252-573-260
CSAS Communication Module Numbered Messages Issue 22, December 1996
CSAS Release 8.5

USER ACTION: Verify that the table has been populated. If the table is missing, then
add the table with the appropriate fields populated via the TTS DATA
screen (/FOR VMTBDO). Then re-enter the transaction.

TCM322E PROGRAMMING ERROR ENCOUNTERED DURING VALIDATION
OF MFD OR RULE ID

FORMAT: MMPMSG

DESCRIPTION: This message results from a programming error. The error occurred
while executing an MVS BLDL call during validation of the MFD
name in an MFD Command or the Rule Set ID in a Rule Command.
(Module is VMMPAM)

USER ACTION: Please notify the CSCs.

TCM323E DISPLAY FAILED, MESSAGE IN DEFERRED STATE
FORMAT: MMPMSG

DESCRIPTION: A Display Command was rejected because the message specified by
the command was in the Deferred Message Queue (SENDQ)
Database (VMMPSQDP). A message must be in the Transaction Log
(TLOG) Database (VMMPTLDD) before it can be displayed.
(Module is VMMPAM)

USER ACTION:  Use the Move Command to move the message from SENDQ to
TLOG, and then re-enter the Display Command.

TCM324E AGF COMMAND REJECTED, SEARCH AGGREGATE NAME WAS
NOT SPECIFIED

FORMAT: MMPMSG

DESCRIPTION: In an Aggregate Find (AGF) Command, the search aggregate name
was not specified. (Module is VMMPAM)

USER ACTION: Input the search aggregate name and re-enter the command.

TCM325E TRANSACTION REJECTED, ACTIVITY NUMBER OR ERROR
CODE IS MISSING

FORMAT: MMPMSG
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DESCRIPTION:  The Activity Number or Error Code must be specified when used
with either the Bulk Delete Resend Unhold (BDRH), Bulk Delete
(BDEL), Bulk Resend (BRES), or SCAN Commands. (Module is
VMMPAM)

USER ACTION: Input the Activity Number or Error Code and re-enter the command.

TCM3261 MOVE TRANSACTION WAS COMPLETED SUCCESSFULLY
FORMAT: MMPMSG

DESCRIPTION: The transaction to move a deferred message from the Deferred
Message Queue (SENDQ) Database (VMMPSQDP) to the
Transaction Log (TLOG) Database (VMMPTLDD) was completed
successfully. (Module is VMMPAM)

USER ACTION: None

TCM327E MESSAGE NOT MOVED, MESSAGE IS NOT IN DEFERRED STATE
FORMAT: MMPMSG

DESCRIPTION: A message must be in the deferred state to be moved. (Module is
VMMPAM)

USER ACTION: The move is not possible since the message already exists in the
Transaction Log (TLOG) Database (VMMPTLDD).

TCM328E RETURN COMMAND REJECTED, MESSAGE CAN NOT BE
RETURNED

FORMAT: MMPMSG

DESCRIPTION: Only messages received from another TCM System (Scenario Type
="R") can be returned. (Module is VMMPAM)

USER ACTION: Return is not possible for the "S", "A", "N", "Z" and "D" scenario
messages.

TCM329E RETURN COMMAND REJECTED, MESSAGE OUTPUT MAY NOT
BE RETURNED

FORMAT: MMPMSG
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DESCRIPTION:  Only the message input may be returned to the originating TCM
System. (Module is VMMPAM)

USER ACTION: Use the Input Command (INPU) to find the message input and then
re-enter the Return Command.

TCM330E AGE COMMAND FAILED, AGGREGATE IN ERROR NOT FOUND
IN MESSAGE

FORMAT: MMPMSG

DESCRIPTION: In an AGE Command, the TCM Parser and Mapper (TPAM) could
not find the aggregate in error as specified by the aggregate number
stored in the error message. (Module is VMMPAM)

USER ACTION: Verify from the exception notice for this message that the
acknowledging CSAS System application or system is supplying a
valid aggregate number in the AGGNR field in the acknowledgement
message. If the aggregate number is valid, then a probable
programming error exists. Please notify the CSCs.

TCM331I AGF OR AGN FAILED, END OF MESSAGE HAS BEEN REACHED
FORMAT: MMPMSG

DESCRIPTION: The last aggregate in the message was already found. (Module is
VMMPMA)

USER ACTION: To start displaying aggregates from the beginning of the message
again, enter the AGF or AGN Command again. To look at the
message header, enter the AGH Command.

TCM332I COMMAND SUCCESSFUL, AGGREGATE FOUND
FORMAT: MMPMSG

DESCRIPTION:  An AGH, AGF, AGN or AGE Command was successful. An
aggregate was found and displayed. (Module is VMMPAM)

USER ACTION: None

TCM333I COMMAND SUCCESSFUL, AGGREGATE FOUND BUT IT
CONTAINS NO DATA FIELDS
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FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

The specified aggregate was found, but it contained no data fields
(i.e., it is an empty aggregate). (Module is VMMPAM)

None

TCM334E AGGREGATE COMMAND FAILED, A TPAM PROCESSING ERROR

HAS OCCURRED
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG

An AGF, AGE, or AGN Command has resulted in an unexpected
return code form the TCM Parser and Mapper (TPAM) Retriever
Program (VMMPPHR). (Module is VMMPAM)

Re-issue the aggregate command again, and if the same error occurs,
please contact the CSCs.

TCM340D TRANSACTION REJECTED, TERMINAL DATABASE ERROR HAS

OCCURRED
FORMAT:
DESCRIPTION:

USER ACTION:

MMPMSG, MMPMS, and MMPME

A Database error occurred while trying to retrieve a message from the
Terminal Database (VMC1XXDD). A Database Inconsistency

(DBI) report will be generated and printed on the LTERM specified
by the TSA LTERM field in